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screening Specifies a value that indicates whether the port provides and validates 
the calling party number passed to the called party. Set this parameter 
to:

NETWORK_PROVIDED

Indicates that the network validates the calling party number.

NONE

Indicates that the port does not provide a calling party number to 
the called party.

USER_NOT_SCREENED

Indicates that the port provides the calling party number without 
validating it.

USER_VERIFICATION_FAILED

Indicates that the port failed to validate the calling party number.

USER_VERIFICATION_PASSED

Indicates that the port provides the calling party number and 
passes a successfully validated number to the called party.

Note: You should set the parameter to USER_NOT_SCREENED when 
connected to a public network.

Default: USER_NOT_SCREENED

send_dialcomplete Specifies whether the system sends an informational element (IE) for 
outbound calls that indicates the end of dialing. Set this parameter to:

FALSE Indicates that the port does not transmit a DIAL 
COMPLETE message on outbound calls.

TRUE Requests the system to transmit a DIAL COMPLETE 
message on outbound calls.

Default: TRUE

send_restart Specifies a Boolean value that determines whether the system sends a 
RESTART message after re-establishing layer 2. Set the field as follows:

FALSE Indicates that the system does not send a RESTART message 
after re-establishing layer 2.

TRUE Indicates that the system sends a RESTART message after 
re-establishing layer 2.

Default: FALSE

Parameter Value
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switch_type Specifies a value indicating the type of switch used for the board 
connection. Set this parameter to:

ATT_4ESS

AT&T #4 ESS.

ATT_5ESS

AT&T #5 ESS.

NTI_DMS100

Nortel DMS-100.

NTI_DMS250

Nortel DMS-250.

MD110_T1

Selects Ericsson MD-110 switch for North America.

MD110_E1

Selects Ericsson MD-110 switch (International).

SIEMENS

Siemens.

NTT

Japan.

UNKNOWN

Selects a switch type that complies with the ITU-T standards.

Default: UNKNOWN (ITU-T compliant)
transfer_variant Specifies the transfer method that the network (refer to the vendor 

specifications for your switch) runs for call transfers or disables call 
transfer.

The SR140 does not support call transfer.

Set this parameter to:

NONE Disables call transfer.

ETSI_EXP_LINK Specifies an ETSI transfer with explicit linkage.

NTT Specifies a JATE active redirecting transfer.

Default: ETSI_EXP_LINK

Note: NTT is the default value when the user sets the parameter 
country_code to JAPAN in the btcall.cfg user-defined 
configuration file (see page 1143).

Parameter Value
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wait_for_conn_ack Specifies whether the system waits for the network to acknowledge a 
connect request before notifying the application that a call has been 
answered. Set this parameter to:

FALSE Specifies that the system does not wait for the network to 
acknowledge a connect request before advancing an incoming 
call to the connected state.

TRUE Requests the system to wait for the network to acknowledge a 
connect request before advancing an incoming call to the 
connected state.

Default: FALSE

Parameter Value
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Configuration Parameters for E1 CAS 
Ports
Set one or more of the following parameters to configure an E1 CAS 
port (see page 1287 for an example configuration file). 

Parameter Value
caller_id Specifies a value that indicates whether detection of V.23-based caller 

ID has been enabled. Set this parameter to:

DISABLED Turns off detection of V.23-based caller ID.

ENABLED Turns on detection of V.23-based caller ID.

Note: In North America and some other locations, the system sends the 
caller ID signal between the first and second rings. To detect the 
caller ID correctly, you must set the num_rings (page 1187) 
parameter to a value of 2 or greater to prevent the system from 
reporting the call to the application before the caller ID has been 
sent by the Central Office.

Default: ENABLED

crc Specifies a value that indicates whether the port has cyclical 
redundancy checking (CRC) turned on. Set this parameter to:

DISABLED Turns off CRC for the port.

ENABLED Turns on CRC for the port.

Default: ENABLED

did_offset Specifies a value that defines the number of digits to remove from the 
beginning of the string of DID digits (see max_did_digits on page 1207) 
received from the network. If max_did_digits is set to 0, or if the number 
of DID digits received is less than the number specified by 
max_did_digits, this parameter has no effect. Set this parameter to:

0 Does not remove any DID digits.

1 – 255 Specifies the number of digits to remove.

Range: 0 through 255

Default: 0
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did_timeout Specifies a value that defines the maximum timeout allowed before 
processing the call after assuming receipt of the last DID digit. Set this 
parameter to:

0 Indicates no waiting time.

1 – 20 Specifies the number of seconds to allow after receiving the 
last DID digit before processing the call.

Unit: second

Range: 0 through 20

Default: 10 (used when the Bfv API does not find another value for 
this

parameter).
flash_hook_
duration

Specifies a value for the duration of a flash hook signal. This parameter 
defines the amount of time to place the line on hook (loop current 
dropped) during a flash hook. Set the value in units of 10 ms.

Unit: 10 ms

Range: 1 – 500

Default: 50

line_coding Specifies a value defining the type of line encoding to use for the port. 
Set this parameter to:

AMI Selects Alternate Mark Inversion.

HDB3 Selects High Density Bipolar Order 3.

Default: HDB3

line_impedance Specifies a value that defines the line impedance the port uses. Set this 
parameter to:

75 Specifies that the port uses an impedance value of 75 ohms.

120 Specifies that the port uses an impedance value of 120 ohms.

Default: 120

loop_reversal_
for_connect

Specifies how to interpret a loop reversal signal as an audio path 
connection indication. Set this parameter to:

DISABLED Ignores loop reversal as an indication of audio path 
connection.

ENABLED Interprets loop reversal as an indication of audio path 
connection.

Default: DISABLED

Parameter Value
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loop_reversal_
for_disconnect

Specifies how to interpret a loop reversal signal as a call disconnect 
indication. Set this parameter to:

DISABLED Ignores loop reversal as a call disconnect signal.

ENABLED Interprets loop reversal as a call disconnect signal.

Default: DISABLED

max_did_digits Specifies a value that defines the maximum number of DID digits to 
expect before accepting an incoming call. Set this parameter to:

0 Disables waiting for DID digits.

1 – 255 Specifies the number of digits to expect before accepting an 
incoming call.

Range: 0 through 255

Default: 0

Note: The system can report all of the DID digits it received from the 
network to the application even if the number of received DID 
digits exceeds the number specified for max_did_digits. To remove 
the excess digits, set the did_offset parameter (see page 1205) so 
that the system only passes the expected number of digits to the 
application.

num_rings Specifies a value that defines the number of rings the system must 
detect before the system reports a new incoming call to the application. 
Set this parameter to:

Range: 1 to 255

Default: 2

Note: In North America and some other locations, the system sends the 
caller ID signal between the first and second rings. To detect the 
caller ID correctly, you must set the num_rings parameter to a 
value of 2 or greater to prevent the system from reporting the call 
to the application before the caller ID has been sent by the Central 
Office.

protocol_file Specifies the full path and name of the protocol file to load for the E1 
CAS port. Most of the time a path should be used for this file name. Set 
this parameter to:

fxo_groundstart.lec

fxo_loopstart.lec

fxs_groundstart.lec

fxs_loopstart.lec

Default: fxs_loopstart.lec

Parameter Value
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reject_incomplete_did Specifies the action to take when the number of DID digits received from 
the incoming call is less than the number of digits specified for the 
max_did_digits parameter. Set this parameter to:

FALSE Sends an alerting or proceeding message to the network and 
reports the call to the application even if the number of 
received DID digits is less than the max_did_digits value. 
The system takes this action when the number of digits 
collected remains incomplete after the did_timeout period or 
when it receives a sending complete informational element 
(IE).

TRUE Sends the network a reject message that causes the network 
to drop the call. The application does not receive any 
notification of the call.

Default: FALSE

require_answer_signal Specifies whether line signaling must be used to detect call answer. Set 
this parameter to:

FALSE Specifies that either line signaling or call progress can detect 
call answer.

TRUE Specifies that only line signaling can detect call answer (call 
progress only detects failed calls — for example, reorder 
busy).

Default: FALSE

transfer_variant Specifies the transfer method that the network (refer to the vendor 
specifications for your switch) runs for call transfers or disables call 
transfer.

The SR140 does not support call transfer.

Set this parameter to:

NONE Disables call transfer.

HOOKFLASH Specifies a hook flash transfer.

Default: HOOKFLASH

Parameter Value
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Configuration Parameters for E1 CAS 
R2 Ports
Set one or more of the following parameters to configure an E1 port 
using an R2 variant of a channel associated signaling (CAS) protocol 
(see page 1288 for an example configuration file).

Parameter Value
crc Specifies a value that indicates whether the port has cyclical 

redundancy checking (CRC) enabled. Set this parameter to:

DISABLED Turns off CRC for the port.

ENABLED Turns on CRC for the port.

Default: ENABLED

default_caller_id Specifies a string of up to 15 characters that provides the caller ID to use 
when placing outbound calls. If the user application provides a caller ID 
when placing a call, the system ignores this parameter.

Unit: character string

Range: 1 – 15 (_ECC_MAX_ANI_LENGTH)

Default: Blank
line_coding Specifies a value defining the type of line encoding to use for the port. 

Set this parameter to:

AMI Selects Alternate Mark Inversion (AMI).

HDB3 Selects High Density Bipolar Order 3 (HDB3).

Default: HDB3

line_impedance Specifies a value that defines the line impedance the port uses. Set this 
parameter to:

75 Specifies that the port uses an impedance value of 75 ohms.

120 Specifies that the port uses an impedance value of 120 ohms.

Default: 120

max_did_digits Specifies a value that defines the maximum number of DID digits to 
expect before accepting an incoming call. Set this parameter to:

0 Disables waiting for DID digits.

1 – 255 Specifies the number of digits to expect before accepting an 
incoming call.

Range: 0 through 255

Default: 0

Note: The system can report all of the DID digits it received from the 
network to the application even if the number of received DID 
digits exceeds the number specified for max_did_digits.
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protocol_file Specifies the full path and name of the file containing the configuration 
for the R2 variant of a channel associated signaling (CAS) protocol. This 
parameter dictates which R2 CAS protocol runs on the port. Set this 
parameter to:

itu_argentina.r2 Selects the protocol file for Argentina.

itu_brazil.r2 Selects the protocol file for Brazil.

itu_china.r2 Selects the protocol file for China.

itu_egypt.r2 Selects the protocol file for Egypt.

itu_korea.r2 Selects the protocol file for Korea.

itu_mexico.r2 Selects the protocol file for Mexico.

Unit: character string

Range: 1 – 256 (_MAX_PATH)

Default: itu_china.r2

Parameter Value
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Configuration Parameters for E1 and T1 
QSIG Ports
Set one or more of the following parameters to configure an E1 or 
T1 QSIG port (see page 1290 for an example of the configuration file 
for a T1 QSIG port).

Parameter Value
crc Specifies a value that indicates whether the E1 port has cyclical 

redundancy checking (CRC) enabled. Set this parameter to:

DISABLED Turns off CRC for the E1 port.

ENABLED Turns on CRC for the E1 port.

Default: ENABLED

default_caller_id Specifies a string of up to 15 characters that provides the caller ID to use 
when placing outbound calls. If the user application provides a caller ID 
when placing a call, the system ignores this parameter.

Unit: character string

Range: 1 – 15 (_ECC_MAX_ANI_LENGTH)

Default: Blank
did_offset Specifies a value that defines the number of digits to remove from the 

beginning of the string of DID digits (see max_did_digits on page 1212) 
received from the network. If max_did_digits is set to 0, or if the number 
of DID digits received is less than the number specified by 
max_did_digits, this parameter has no effect. Set this parameter to:

0 Does not remove any DID digits.

1 – 255 Specifies the number of digits to remove.

Range: 0 through 255

Default: 0

emulation Specifies whether the trunk acts as the primary or secondary trunk in 
layer 2 communication. Set this parameter to:

MASTER Operates as the primary trunk.

SLAVE Operates as the secondary trunk.

Default: SLAVE
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max_did_digits Specifies a value that defines the maximum number of DID digits to 
expect before accepting an incoming call. Set this parameter to:

0 Turns off waiting for DID digits.

1 – 255 Specifies the number of digits to expect before accepting an 
incoming call.

Range: 0 through 255

Default: 0

Note: The system can report all of the DID digits it received from the 
network to the application even if the number of received DID 
digits exceeds the number specified for max_did_digits. To remove 
the excess digits, set the did_offset parameter (see page 1211) so 
that the system only passes the expected number of digits to the 
application.

Advanced Configuration Parameters for an E1 or T1 QSIG Port

Change values for the following parameters only when instructed to 
do so by Dialogic Technical Services and Support personnel. Using 
different values for this protocol might produce unpredictable 
results.

call_diversion_completion_
timer

If call diversion is turned on, the call_diversion_completion_timer 
parameter specifies the maximum duration in milliseconds that the port 
waits for a response from the diverted-to side of the call. If the port does 
not receive a response from the diverted-to side before this timer reaches 
the value set for it, res.line_status indicates a DIVERT_TO_TIME error. 
Set this parameter to:

0 Does not wait for a response from the diverted-to side.

1 – 20000 Specifies the maximum number of milliseconds the port 
waits for a response from the diverted-to side of the call.

Unit: millisecond

Range: 0 through 20000

Default: 3000 (3 seconds)

Parameter Value
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call_type Specifies the call type to use when making the outbound call. Set this 
parameter to:

AUTO Makes an outbound call using the modem type and then 
automatically retries the call using the voice type if the other 
end cannot accept modem calls.

MODEM Makes an outbound modem (3.1 kHz audio) call. This setting 
provides higher quality audio for the call. However, not all 
numbers have this facility available. If the called party 
cannot accept a modem call, set the parameter to SPEECH.

SPEECH Makes an outbound voice call.

Default: AUTO

collision_priority Specifies whether the local or remote end has priority in a call collision. 
In symmetric arrangements, call collisions can occur when both sides 
simultaneously transfer a SETUP message indicating the same channel 
or one or more channels when the transfer involves multiple channels. 
The local and remote ends are designated as Side A or Side B during the 
provisioning of your network. The "A" value has priority over the "B" 
value. Set this parameter to:

A Configures port with Side A priority.

B Configures port with Side B priority.

Default: B

did_timeout Specifies a value that defines the maximum timeout allowed before 
processing the call after assuming receipt of the last DID digit. Set this 
parameter to:

0 Indicates no waiting time.

1 – 20 Specifies the number of seconds to allow after receiving the 
last DID digit before processing the call.

Unit: second

Range: 0 through 20

Default: 10 (used when the Bfv API does not find another value for 
this

parameter).
disable_alerting Specifies whether the QSIG stack sends an alerting message on receipt 

of an incoming call. Setting this parameter to TRUE turns call alerting 
off and prevents the application from rejecting an incoming diverted 
call. Set this parameter to:

FALSE Turns on call alerting.

TRUE Turns off call alerting.

Default: FALSE

Parameter Value
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disable_call_proceed Specifies a value that determines whether the system sends a CALL 
PROCEEDING indication after receiving a SETUP message from the 
network. Set this parameter to:

FALSE Indicates that the system sends a CALL PROCEEDING 
message after receiving a SETUP message from the network.

TRUE Indicates that the system does not send a CALL 
PROCEEDING message after receiving a SETUP message 
from the network.

Default: FALSE

disable_conn_ack Specifies whether the system sends a connection acknowledgment 
message after receiving a connect message from the network. Set this 
parameter to:

FALSE Allows the system to send a connection acknowledgment 
message after receiving a connect message from the network.

TRUE Prevents the system from sending a connection 
acknowledgment message after receiving a connect message 
from the network.

Default: FALSE

enable_call_diversion Specifies whether the port has call diversion procedures set, allowing 
the port to place a call that the far end can divert to a different 
destination. Set this parameter to:

FALSE Indicates that the port has call diversion procedures turned 
off to prevent the far end from diverting the call placed by the 
application.

TRUE Indicates that the port has call diversion procedures turned 
on to allow the far end to divert the call placed by the 
application.

Default: TRUE

Parameter Value
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line_build_out Specifies one of the following values that defines the length of the 
telephony cable connection between the board and the T1 service (only 
applies to T1 ports):

0_133 Specifies a length of 0 to 133 feet.

133_266 Specifies a length of 133 to 266 feet.

266_399 Specifies a length of 266 to 399 feet.

399_533 Specifies a length of 399 to 533 feet.

533_655 Specifies a length of 533 to 655 feet.

7_5_DB Specifies a length of negative 7.5 dB.

15_DB Specifies a length of negative 15.0 dB.

22_5_DB Specifies a length of negative 22.5 dB.

Default: 0_133

line_coding Specifies a value defining the type of line encoding to use for the port. 
Set this parameter for E1 or T1 ports to:

AMI Selects Alternate Mark Inversion (E1 or T1 digital port).

B8ZS Selects Bipolar 8-Zero Suppression (T1 only).

HDB3 Selects High Density Bipolar Order 3 (E1 only).

Default: HDB3 for E1 digital ports

B8ZS for T1 digital ports
line_impedance Specifies a value that defines the line impedance that the port uses. Set 

this parameter to:

75 Specifies that the port uses an impedance value of 75 ohms.

120 Specifies that the port uses an impedance value of 120 ohms.

Default: 120

max_overlapped_digits Specifies the maximum number of digits to send when the application 
supports overlapped dialing for long phone numbers. Set this 
parameter to:

0 Disables support for overlapped dialing.

Range: 1 – 24 (IISDN_MAX_DIGITS(24))

Default: 20

numbering_plan Specifies a value that identifies the type of numbering plan used for 
outbound calls (called party number). Set this parameter to:

ISDN Indicates that the port uses an ISDN numbering plan.

PRIVATE Indicates that the port uses a private numbering plan.

UNKNOWN Indicates that the port uses an unknown numbering plan.

Default: UNKNOWN

Parameter Value
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numbering_type Specifies a value that identifies the type of telephone number used for 
outbound calls (called party number). Set this parameter to:

INTERNATIONAL

Indicates that the port uses an international numbering type (valid 
if numbering_plan is set to ISDN).

NATIONAL

Indicates that the port uses a national (North American) numbering 
type (valid if numbering_plan is set to ISDN).

SUBSCRIBER

Indicates that the port uses a subscriber numbering type (valid if 
numbering_plan is set to ISDN).

LEVEL_2_REGION

Indicates that the port uses a level 2 regional numbering type (valid 
if numbering_plan is set to PRIVATE).

LEVEL_1_REGION

Indicates that the port uses a level 1 regional numbering type (valid 
if numbering_plan is set to PRIVATE).

LEVEL_0_REGION

Indicates that the port uses a level 0 regional numbering type (valid 
if numbering_plan is set to PRIVATE).

PISN_SPECIFIC

Indicates that the port uses a Private Integrated Services Network 
(PISN) numbering type (valid if numbering_plan is set to PRIVATE).

UNKNOWN

Indicates that the port uses an unknown numbering type.

Default: UNKNOWN

Parameter Value
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presentation Specifies a value that indicates the type of presentation of the calling 
party number the port uses when placing an outbound call. Set this 
parameter to:

ALLOWED

Indicates that the port allows presentation of the calling party 
number to the called party.

APP_DEFINED

Indicates that the application passes in the value for this 
parameter.

NUM_NOT_AVAIL

Indicates that the port does not have a calling party number 
specified to present to the called party.

RESTRICTED

Indicates that the port restricts presentation of the calling party 
number to specific called party numbers.

Note: You should set the parameter to NUM_NOT_AVAIL when connected 
to a public network.

Default: ALLOWED

qsig_support Specifies the standard to use for coding QSIG supplementary services 
messages.

The ECMA standard for coding the different supplementary services has 
evolved, changing some services (for example, call diversion, call 
transfer, and name identification) from encoding the ASN.1 operational 
value as an OBJECT IDENTIFIER to an INTEGER. Some PBXs 
(Siemens) continue to use the old standard while others use the new 
standard. Set this parameter to specify whether the system codes the 
supplementary services messages according to the old or new standard.

OLD

Encodes operational value as an OBJECT IDENTIFIER according 
to the old version of the ECMA standard.

NEW

Encodes operational value as an INTEGER according to the new 
version of the ECMA standard.

Default: NEW

Parameter Value
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reject_incomplete_did Specifies the action to take when the number of DID digits received from 
the incoming call is less than the number of digits specified for the 
max_did_digits parameter. Set this parameter to:

FALSE Sends an alerting or proceeding message to the network and 
reports the call to the application even if the number of 
received DID digits is less than the max_did_digits value. 
The system takes this action when the number of digits 
collected remains incomplete after the did_timeout period or 
when it receives a sending complete informational element 
(IE).

TRUE Sends the network a reject message that causes the network 
to drop the call. The application does not receive any 
notification of the call.

Default: FALSE

request_aoc Specifies a value that indicates whether the port follows the protocol’s 
Advice of Charge (AOC) procedures. Set this parameter to:

FALSE Indicates that the port does not follow the protocol’s 
AOC procedures.

TRUE Indicates that the port uses the protocol’s AOC procedures.

Default: FALSE

sabme Specifies whether the port sends layer 2 Set Asynchronous Balanced 
Mode Extended (SABME) messages. Set this parameter to:

FALSE Indicates that the port does not send SABME messages.

TRUE Indicates that the port sends layer 2 SABME messages.

Default: TRUE

Parameter Value
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screening Specifies a value that indicates whether the port provides and validates 
the calling party number passed to the called party. Set this 
parameter to:

APP_DEFINED

Indicates that the application passes in the value for this 
parameter.

NETWORK_PROVIDED

Indicates that the network validates the calling party number.

USER_NOT_SCREENED

Indicates that the port provides the calling party number without 
validating it.

USER_VERIFICATION_PASSED

Indicates that the port provides the calling party number and 
passes a successfully validated number to the called party.

Note: You should set the parameter to USER_NOT_SCREENED when 
connected to a public network.

Default: USER_NOT_SCREENED

send_dialcomplete Specifies whether the system sends an informational element (IE) for 
outbound calls that indicates the end of dialing. Set this parameter to:

FALSE Indicates that the port does not transmit a DIAL 
COMPLETE message on outbound calls.

TRUE Requests the system to transmit a DIAL COMPLETE 
message on outbound calls.

Default: TRUE

transfer_variant Specifies the transfer method that the network runs for call transfers or 
disables call transfer.

The SR140 does not support call transfer.

Set this parameter to:

NONE Disables call transfer.

QSIG Specifies QSIG transfer protocol.

Default: QSIG

Parameter Value
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Configuration Parameters for T1 ISDN 
Ports
Set one or more of the following parameters to configure a T1 ISDN 
port (see page 1289 for an example configuration file). 

Parameter Value
call_type Specifies the call type to use when making the outbound call. Use one of 

the following values for this parameter:

AUTO Makes a call using the modem type and then automatically 
retries the call using the voice type if the other end cannot 
accept modem calls.

MODEM Makes a modem (3.1 kHz audio) call. This setting provides 
higher quality audio for the call.

SPEECH Makes a voice call.

Default: AUTO

default_caller_id Specifies a string of up to 15 characters that provides the caller ID to use 
when placing outbound calls. If the user application provides a caller ID 
when placing a call, the system ignores this parameter.

Unit: character string

Range: 1 – 15 (_ECC_MAX_ANI_LENGTH)

Default: Blank
did_offset Specifies a value that defines the number of digits to remove from the 

beginning of the string of DID digits (see max_did_digits on page 1221) 
received from the network. If max_did_digits is set to 0, or if the number 
of DID digits received is less than the number specified by 
max_did_digits, this parameter has no effect. Set this parameter to:

0 Does not remove any DID digits.

1 – 255 Specifies the number of digits to remove.

Range: 0 through 255

Default: 0

disable_conn_ack Specifies whether the system sends a connection acknowledgment after 
receiving a connect message from the network. Set this parameter to:

FALSE The system sends a connection acknowledgment message 
after receiving a connect message from the network.

TRUE The system does not send a connection acknowledgment 
message after receiving a connect message from the network.

Default: FALSE
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emulation Specifies whether to configure the trunk for Central Office (CO) or 
Customer Premise Equipment (CPE) protocol emulation. Use this 
parameter for testing purposes only.

CO Emulates the CO protocol.

CPE Emulates the CPE protocol.

Default: CPE

line_build_out Specifies one of the following values that defines the length of the 
telephony cable connection between the board and the T1 service:

0_133 Specifies a length of 0 to 133 feet.

133_266 Specifies a length of 133 to 266 feet.

266_399 Specifies a length of 266 to 399 feet.

399_533 Specifies a length of 399 to 533 feet.

533_655 Specifies a length of 533 to 655 feet.

7_5_DB Specifies a length of negative 7.5 dB.

15_DB Specifies a length of negative 15.0 dB.

22_5_DB Specifies a length of negative 22.5 dB.

Default: 0_133

line_coding Specifies a value defining the type of line encoding to use for the port. 
Set this parameter to:

AMI Selects Alternate Mark Inversion (AMI).

B8ZS Selects Bipolar 8-Zero Suppression (B8ZS).

JBZS Selects Jammed Bit Zero Suppression.

ZBTSI Selects Zero Byte Time Slot Interchange.

Default: B8ZS

max_did_digits Specifies a value that defines the maximum number of DID digits to 
expect before accepting an incoming call. Set this parameter to:

0 Disables waiting for DID digits.

1 – 255 Specifies the number of digits to expect before accepting an 
incoming call.

Range: 0 through 255

Default: 0

Note: The system can report all of the DID digits it received from the 
network to the application even if the number of received DID 
digits exceeds the number specified for max_did_digits. To remove 
the excess digits, set the did_offset parameter (see page 1220) so 
that the system only passes the expected number of digits to the 
application.

Parameter Value
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NSF Specifies a value indicating that the user’s call setup message, if 
defined, includes a network specific facility (NSF) message. Set the 
value in this parameter to one of the following to indicate the type of 
service used to send the NSF message in the outbound call setup:

0 Indicates that the call setup does not include an NSF 
message.

1 Indicates use of an AT&T software-defined network or a 
Northern Telecom private network.

2 Indicates use of the AT&T Megacom 800 service.

3 Indicates use of the AT&T Megacom or Northern Telecom 
OutWATS service.

4 Indicates use of the Northern Telecom foreign exchange 
service.

5 Indicates use of the Northern Telecom tie trunk service.

6 Indicates use of the AT&T Accunet service.

8 Indicates use of the AT&T international 800 service.

16 Indicates use of the Northern Telecom Trunk Optimization 
(TRO) call service.

Default: 0

numbering_plan Specifies a value that identifies the type of numbering plan used for 
outbound calls (called party number). Set this parameter to:

ISDN

Indicates that the port uses an ISDN numbering plan.

PRIVATE

Indicates that the port uses a private numbering plan.

TELEPHONY

Indicates that the port uses a telephony numbering plan.

UNKNOWN

Indicates that the port uses an unknown numbering plan.

Default: UNKNOWN

Parameter Value
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numbering_type Specifies a value that identifies the type of telephone number used 
for outbound calls (called party number). Set this parameter to:

ABBREVIATED

Indicates that the port uses an abbreviated numbering type.

INTERNATIONAL

Indicates that the port uses an international numbering type.

NATIONAL

Indicates that the port uses a national (North American) numbering 
type.

SUBSCRIBER

Indicates that the port uses a subscriber numbering type.

UNKNOWN

Indicates that the port uses an unknown numbering type.

Default: UNKNOWN

presentation Specifies a value that indicates the type of presentation of the calling 
party number the port uses when placing an outbound call. Set this 
parameter to:

ALLOWED

Indicates that the port allows presentation of the calling party 
number to the called party.

NUM_NOT_AVAIL

Indicates that the port does not have a calling party number 
specified to present to the called party.

RESTRICTED

Indicates that the port restricts presentation of the calling party 
number to specific called party numbers.

Note: You should set the parameter to NUM_NOT_AVAIL when connected 
to a public network.

Default: ALLOWED

Parameter Value



Call Control Configuration File

October 2017 1224

protocol Specifies the type of protocol variant to use for the port. Set this 
parameter to:

ATT

AT&T as defined in AT&T PUB 41449.

ISDN1

Bellcore National (North American) ISDN-1 Standard.

ISDN2

Bellcore National (North American) ISDN-2 Standard 
(TR-NWT-001268).

Jate

Jate (Japan) INS-1500 standard.

Nortel

Northern Telecom as defined in NIS A211-1.

CTR4

NET-5 standard for PRI connections throughout Europe (also 
referred to as Euro-ISDN). Choosing this variant changes the 
Layer 2 protocol timers to their appropriate NET-5 defaults.

CCITT

General ITU-T Q.931 conformance.

Default: ATT

reject_incomplete_did Specifies the action to take when the number of DID digits received from 
the incoming call is less than the number of digits specified for the 
max_did_digits parameter. Set this parameter to:

FALSE Sends an alerting or proceeding message to the network and 
reports the call to the application even if the number of 
received DID digits is less than the max_did_digits value. 
The system takes this action when the number of digits 
collected remains incomplete after the did_timeout period or 
when it receives a sending complete informational element 
(IE).

TRUE Sends the network a reject message that causes the network 
to drop the call. The application does not receive any 
notification of the call.

Default: FALSE

Parameter Value



Call Control Configuration File

October 2017 1225

sabme Specifies whether the port sends layer 2 Set Asynchronous Balanced 
Mode Extended (SABME) messages. Set this parameter to:

FALSE Indicates that the port does not send SABME messages.

TRUE Indicates that the port sends layer 2 SABME messages.

Default: TRUE (default when emulation = CPE)

FALSE (default when emulation = CO)
screening Specifies a value that indicates whether the port provides and validates 

the calling party number passed to the called party. Set this parameter 
to:

NETWORK_PROVIDED

Indicates that the network validates the calling party number.

USER_NOT_SCREENED

Indicates that the port provides the calling party number without 
validating it.

USER_VERIFICATION_FAILED

Indicates that the port failed to validate the calling party number.

USER_VERIFICATION_PASSED

Indicates that the port provides the calling party number and 
passes a successfully validated number to the called party.

Note: You should set the parameter to USER_NOT_SCREENED when 
connected to a public network.

Default: USER_NOT_SCREENED

Parameter Value
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switch_type Specifies a value indicating the type of switch used for the board 
connection. Set this parameter to:

ATT_4ESS

AT&T #4 ESS.

ATT_5ESS

AT&T #5 ESS.

NTI_DMS100

Nortel DMS-100.

NTI_DMS250

Nortel DMS-250.

MD110_T1

Selects Ericsson MD-110 switch for North America.

MD110_E1

Selects Ericsson MD-110 switch (International).

SIEMENS

Siemens.

NTT

Japan.

UNKNOWN

Selects a switch type that complies with the ITU-T standards.

Default: ATT_4ESS

Parameter Value
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transfer_variant Specifies the transfer method that the network (refer to the vendor 
specifications for your switch) runs for call transfers or disables call 
transfer. Set this parameter to:

The SR140 does not support call transfer.

NONE Disables call transfer.

TBCT Specifies a Bellcore National (North American) ISDN Two 
B-Channel Transfer (TBCT) method.

RLT Specifies a Release Link Trunk transfer method.

NTT Specifies a JATE active redirecting transfer method.

NTT_MP Specifies a JATE active redirecting transfer for a point to 
multipoint configuration.

Default: TBCT

Note: Set the value to NTT when you set country_code = JAPAN in the 
btcall.cfg user-defined configuration file (see page 1143).

Set the value to RLT when you set the switch_type value to 
NTI_DMS100 or NTI_DMS250 (see page 1226).

wait_for_bchannel_
status

Specifies a value that determines when the system puts the B-channels 
in service. Set this parameter to:

FALSE Requests that the system puts all the B-channels in service as 
soon as the D-channel is in service.

TRUE Requests that the system waits for the network to specifically 
enable each B-channel on the trunk before allowing the 
application to use a B-channel.

Default: Depends on the value set in the switch_type parameter.
wait_for_conn_ack Specifies whether the system waits for the network to acknowledge a 

connect request before notifying the application that a call has been 
answered. Set this parameter to:

FALSE Specifies that the system does not wait for the network to 
acknowledge a connect request before advancing an incoming 
call to the connected state.

TRUE Requests the system to wait for the network to acknowledge a 
connect request before advancing an incoming call to the 
connected state.

Default: FALSE

Parameter Value
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Configuration Parameters for T1 RBS 
Ports
Set one or more of the following parameters to configure a port that 
uses a T1 robbed bit signaling (RBS) protocol (see page 1292 for an 
example configuration file). 

Parameter Value
caller_id Specifies whether detection of V.23-based caller ID has been turned on. 

Set this parameter to:

FALSE Turns off detection of V.23-based caller ID for the port.

TRUE Turns on detection of V.23-based caller ID for the port.

Note: In North America and some other locations, the system sends the 
caller ID signal between the first and second rings. To detect the 
caller ID correctly, you must set the num_rings (page 1187) 
parameter to a value of 2 or greater to prevent the system from 
reporting the call to the application before the caller ID has been 
sent by the Central Office.

Default: TRUE

did_offset Specifies a value that defines the number of digits to remove from the 
beginning of the string of DID digits (see max_did_digits on page 1230) 
received from the network. If max_did_digits is set to 0, or if the number 
of DID digits received is less than the number specified by 
max_did_digits, this parameter has no effect. Set this parameter to:

0 Does not remove any DID digits.

1 – 255 Specifies the number of digits to remove.

Range: 0 through 255

Default: 0

did_timeout Specifies a value that defines the maximum timeout allowed before 
processing the call after assuming receipt of the last DID digit. Set this 
parameter to:

0 Indicates no waiting time.

1 – 20 Specifies the number of seconds to allow after receiving the 
last DID digit before processing the call.

Unit: second

Range: 0 through 20

Default: 10 (used when the Bfv API does not find another value for 
this

parameter).
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flash_hook_
duration

Specifies a value for the duration of a flash hook signal. This parameter 
defines the amount of time to place the line on hook (loop current 
dropped) during a flash hook. Set the value in units of 10 ms.

Unit: 10 ms

Range: 1 – 500

Default: 50

line_build_out Specifies one of the following values that defines the length of the 
telephony cable connection between the board and the T1 service:

0_133 Specifies a length of 0 to 133 feet.

133_266 Specifies a length of 133 to 266 feet.

266_399 Specifies a length of 266 to 399 feet.

399_533 Specifies a length of 399 to 533 feet.

533_655 Specifies a length of 533 to 655 feet.

7_5_DB Specifies a length of negative 7.5 dB.

15_DB Specifies a length of negative 15.0 dB.

22_5_DB Specifies a length of negative 22.5 dB.

Default: 0_133

line_coding Specifies a value defining the type of line encoding to use for the port. 
Set this parameter to:

AMI Selects Alternate Mark Inversion (AMI).

B8ZS Selects Bipolar 8-Zero Suppression (B8ZS).

JBZS Selects Jammed Bit Zero Suppression.

ZBTSI Selects Zero Byte Time Slot Interchange.

Default: B8ZS

line_type Specifies a value defining the type of framing to use for the port. Set this 
parameter to:

D4 Selects AT&T D4 framing format.

ESF Selects Extended Super Frame (ESF).

Default: ESF

loop_reversal_
for_connect

Specifies how to interpret a loop reversal signal as an audio path 
connection indication. Set this parameter to:

DISABLED Ignores loop reversal as an indication of audio path 
connection.

ENABLED Interprets loop reversal as an indication of audio path 
connection.

Default: DISABLED

Parameter Value
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loop_reversal_
for_disconnect

Specifies how to interpret a loop reversal signal as a call disconnect 
indication. Set this parameter to:

DISABLED Ignores loop reversal as a call disconnect signal.

ENABLED Interprets loop reversal as a call disconnect signal.

Default: DISABLED

max_did_digits Specifies a value that defines the maximum number of DID digits to 
expect before accepting an incoming call. Set this parameter to:

0 Turns off waiting for DID digits.

1 – 255 Specifies the number of digits — use a number in this range 
for all countries except Japan.

1 – 4 Specifies the number of digits for Japan only.

Range: 0 through 255 for all except Japan; 0 through 4 for Japan.

Default: 0

Note: The system only reports the expected number of DID digits (the 
value specified for max_did_digits) to the application even if the 
number of DID digits it received from the network exceeds the 
number specified for max_did_digits.

num_rings Specifies a value that defines the number of rings the system must 
detect before the system reports a new incoming call to the application. 

Range: 1 to 255

Default: 2

protocol_file Specifies the name of the T1 robbed-bit signaling (RBS) protocol file to 
load for the port. This parameter dictates the protocol that runs on the 
port. Set this parameter to:

fxo_groundstart.lec

fxo_loopstart.lec

fxs_groundstart.lec

fxs_loopstart.lec

immediatedial.lec

winkstart.lec

Default: winkstart.lec

Parameter Value
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reject_incomplete_did Specifies the action to take when the number of DID digits received from 
the incoming call is less than the number of digits specified for the 
max_did_digits parameter. Set this parameter to:

FALSE Reports the call to the application even if the number of 
received DID digits is less than the max_did_digits value. 
The system takes this action when the number of digits 
collected remains incomplete after the did_timeout period.

TRUE Sends the network a reject message that causes the network 
to drop the call. The application does not receive any 
notification of the call.

Default: FALSE

require_answer_signal Specifies whether line signaling must be used to detect call answer. Set 
this parameter to:

FALSE Specifies that either line signaling or call progress can detect 
call answer.

TRUE Specifies that only line signaling can detect call answer (call 
progress only detects failed calls — for example, reorder 
busy).

Default: FALSE

transfer_variant Specifies the transfer method that the network (refer to the vendor 
specifications for your switch) runs for call transfers or disables call 
transfer. Set this parameter to:

The SR140 does not support call transfer.

NONE Disables call transfer.

HOOKFLASH Specifies a hook flash transfer.

Default: HOOKFLASH

Parameter Value
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Other Parameters In addition to the configuration-specific parameters for a T1 RBS 
port, the Bfv API also uses parameters from the BT_CPARM.CFG 
file to configure lines. See BT_CPARM.CFG Parameter File on 
page 1425 for descriptions and values for the following parameters.

 dial_tone_min
 dtone_len
 dtone_timeout_highbyte
 dtone_timeout_lowbyte
 loopcur_timeout
 loop_seizure
 loop_max_break
 max_interdigit
 min_on_hook
 pre_wink
 post_wink
 pulse_break
 pulse_inter_time
 pulse_make
 pulse_max_break
 pulse_min_break
 ring_blank
 ring_len
 tone_inter_time
 tone_len
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Internet Protocol (IP) Call Control Configuration Parameters
The following paragraphs describe the sections of the call control 
configuration file that configure your modules and the Bfv API to use 
an internet protocol (IP) call control stack. See page 1293 for 
example configuration files.

Note: Only the TR1034 and the SR140 support these configuration 
parameters.

These sections of the configuration file include:

host_module.# Provides parameters to define an IP call control stack for the Bfv 
API to use.

This configuration section also allows you to configure:

 T.38 fax transport parameters for a module.

 Custom key-value pairs for the IP call control stack to read from 
the configuration file.

 RTP parameters for the Bfv API

module.#/ethernet.# Provides parameters to define an Ethernet interface.

module.#/host_cc.# Provides parameters to define an IP call control stack for the module 
to use.
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Configuring An IP Call Control Stack 
For Bfv API
In the host_module.# section of the configuration file, identify each 
IP call control stack that the Bfv API can use. Note the following:

1. You must create a host_module.# section for each IP call 
control stack your application uses. 

2. Number each IP call control stack uniquely, starting at 1.
3. You can add up to 9 host modules.

Set the following parameters for each host_module.# section of the 
call control configuration file. 

Parameter Value
enabled Specifies whether the Bfv API can use the IP call control stack. Setting 

this parameter to:

FALSE Makes the named IP call control stack unavailable to the 
Bfv API.

TRUE Makes the named IP call control stack available for the 
Bfv API to use.

Value Type: Boolean
Default: TRUE

module_library Specifies the full path and filename of the IP call control stack. The Bfv 
API attempts to load this library dynamically. Set this parameter to:

FULLPATH Contains the full path to the named library containing the 
IP call control stack.

Value Type: character string
Default: None

media_use_
unique_port

Specifies whether the system reuses an IP port when switching from one 
media type to another.

Note: You should contact Dialogic Technical Services and Support 
before attempting to use this media switching parameter.

Set this parameter to:

FALSE Selects the same IP port when switching to a new media 
type.

TRUE Selects a different IP port when switching to a new media 
type.

Value Type: Boolean
Default: FALSE (reuse IP port).
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routing_table Optional parameter to specify the full path and filename of the routing 
table configuration file. This file contains one or more routing rules and 
is used by the SIP IP call control protocol stack to route inbound calls.

FULLPATH Contains the full path to the routing table configuration 
file.

Value Type: character string
Default: None

Parameter Value
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Configuring T.38 Fax Transport Parameters
Specify values for the following T38-specific parameters in the 
host_module.#/t38parameters section of the call control 
configuration file.

Parameter Value
fax_transport_protocol Specifies the method for transporting fax media. 

t38_never Fax will use G.711 pass-through only.

t38_only Fax will use T.38 only and the call will fail if T.38 cannot 
be negotiated.

t38_first Fax will attempt T.38 and fall back to G.711 pass-through 
if T.38 cannot be negotiated. 

Value Type:  Character string
Default:        t38_only

media_renegotiate_
delay_inbound

Controls media renegotiation to image (T.38) on inbound calls. If the 
gateway is responsible for media renegotiation, set this parameter to -1 
to disable initiating the media renegotiation to image. If the UAC is 
responsible for media renegotiation to image, set this parameter to a 
value between 0 and 60000. Numbers greater than 0 indicate the 
number of milliseconds to delay before attempting media renegotiation. 
The time difference between inbound and outbound media renegotiate 
delay should be at least 500 ms. A value of 0 will cause an immediate 
renegotiation, while -1 will wait for a renegotiation to image.

Set this parameter to:

–1 Disables media renegotiation on inbound calls.
 0 Does not delay before attempting to renegotiate the 

media.
>0 Waits this number of milliseconds before attempting to 

renegotiate the media.
Note: Set at least 500 ms of time difference between inbound and 

outbound media renegotiate delay parameters.
Unit: ms
Range: –1 and 0 to 60000
Value Type: decimal
Default: 1000 (1 second) 
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media_renegotiate_
delay_outbound

Controls media renegotiation to image (T.38) on outbound calls. If the 
gateway is responsible for media renegotiation, set this parameter to -1 
to disable initiating the media renegotiation to image. If the UAC is 
responsible for media renegotiation to image, set this parameter to a 
value between 0 and 60000. Numbers greater than 0 indicate the 
number of milliseconds to delay before attempting media renegotiation. 
The time difference between inbound and outbound media renegotiate 
delay should be at least 500 ms. A value of 0 will cause an immediate 
renegotiation, while - 1 will wait for a renegotiation to image.

Set this parameter to:

–1 Disables media renegotiation on outbound calls. 

0 Does not delay before attempting to renegotiate the 
media.

>0 Waits this number of milliseconds before attempting to 
renegotiate the media.

Note: Set at least 500 ms of time difference between inbound and 
outbound media renegotiate delay parameters.

Unit: ms

Range: –1 and 0 to 60000

Value Type: decimal

Default: –1
media_passthrough_timeout 
_outbound

Sets the timer to fail over to fax passthrough when no T.38 is negotiated 
on outbound calls. This timer is active only when 
[media_renegotiate_delay_outbound] is set to -1, 
[fax_transport_protocol] is set to t38_first, and the module supports fax 
passthrough. Numbers greater than 0, indicate the number of 
milliseconds to wait for T.38 negotiation before performing fax 
passthrough. A value of 0 will cause an immediate renegotiation to 
passthrough, while -1 will suppress renegotiation to fax passthrough.

Set this parameter to:

–1 Suppress renegotiation to fax passthrough.

0 Cause an immediate renegotiation to passthrough.

>0 Number of milliseconds to wait for T.38 negotiation before 
performing fax passthrough.

Unit: ms

Range: –1 and 0 to 60000

Value Type: decimal

Default: 4000

Parameter Value
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media_passthrough_timeout 
_inbound

Sets whether media renegotiation will be attempted before doing fax 
passthrough on inbound calls. Set [media_renegotiate_delay_inbound] 
to -1 to disable initiating the media renegotiation to image and 
[fax_transport_protocol] to t38_first. The module also must support fax 
passthrough. Numbers greater than 0, indicate the number of 
milliseconds to delay before attempting media renegotiation if the 
module supports fax passthrough.

Set this parameter to:

–1 Suppress renegotiation to fax passthrough.

0 Use the default number of milliseconds to wait for T.38 
negotiation before performing fax passthrough.

>0 Number of milliseconds to wait for T.38 negotiation before 
performing fax passthrough.

Unit: ms

Range: –1 and 0 to 60000

Value Type: decimal

Default: 1000
t38_fax_fill_bit_removal Specifies whether the Bfv API can remove or insert fill bits to reduce the 

bandwidth of the transport mechanism. Set this parameter to:

FALSE Indicates that the Bfv API does not support the 
capability.

TRUE Indicates that the Bfv API can remove or insert fill bits.

Value Type: Boolean

Default: FALSE

Note: This parameter does not affect the normal T.30-level capability to 
remove or insert fill bits.

t38_fax_rate_management Specifies a value that identifies the data rate management method of 
the transport. Set this parameter to:

localTCF Indicates that the transport uses the local training 
check frame (TCF) data rate management type (not 
supported).

transferredTCF Indicates that the transport uses the transferred 
training check frame (TCF) data rate management 
type.

Value Type: character string

Default: transferredTCF

Parameter Value
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t38_fax_transcoding_JBIG Specifies whether the Bfv API can convert to and from JBIG fax images 
to reduce the bandwidth of the transport mechanism when using a 
reliable transport (for example, TCP). Set this parameter to:

FALSE Indicates that the Bfv API does not support the 
capability.

TRUE Indicates that the Bfv API can convert JBIG fax images.

Value Type: Boolean

Default: FALSE

t38_fax_transcoding_MMR Specifies whether the Bfv API can convert to and from MMR fax 
compression to reduce the bandwidth of the transport mechanism when 
using a reliable transport (for example, TCP). Set this parameter to:

FALSE Indicates that the Bfv API does not support the 
capability.

TRUE Indicates that the Bfv API can convert MMR compression.

Value Type: Boolean

Default: FALSE

Note: This parameter does not affect the normal T.30-level capability to 
use MMR if the two endpoints select MMR as a line compression 
format.

t38_fax_udp_ec Specifies a value that identifies the error correction method of the 
T.38 fax transport. Set this parameter to:

t38UDPFEC The transport uses the T.38 user datagram 
protocol (UDP) forward error correction (FEC) 
method (not supported).

t38UDPRedundancy The transport uses the T.38 UDP redundancy 
error correction method.

Value Type: character string

Default: t38UDPRedundancy

t38_stream_renegotiation Specifies how the T.38 offer will be composed.

single The T.38 offer will be composed of only one 
media stream.

replace The T.38 offer will replace the active stream.

append The T.38 offer will be appended to the end in a 
new media stream.

Value Type: character string

Default: single

Parameter Value
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rtp_ced_enable Specifies whether to play the CED/ANSam tone for inbound IP calls. If 
set to true, channels will generate CED/ANSam tone using the RTP 
protocol for SIP and H.323 fax calls which do not immediately start as a 
T.38 fax call. If set to false, the CED/ANSam tone is not generated.

FALSE CED/ANSam tone is not generated

TRUE Channels generate CED/ANSam tone

Value Type: Boolean 

Default: TRUE 

Note: Setting this parameter to true can cause some gateways to 
attempt an RTP fax rather than a T.38 fax.

t38_fax_version Controls the maximum T.38 ASN.1 version the IP Call Control offers or 
accepts from a remote party. Versions 0, 1, 2 support a maximum bit 
rate of 14,400 bps. 

Version 3 supports V.34 and the following are the possible bit rates:
33,600 (default), 31,200, 28,800, 26,400, 24,000, 21,600, 16,800

Must be version 1 or higher in order to support T.38 Internet Aware Fax 
(IAF) modulation.

Unit: not applicable

Range: 0,1,2,3

Value Type: decimal

Default: 0
t38_t30_fastnotify Specifies whether the transport signals the beginning of T.30 by means 

of a zero-length data field or uses a T.30 indicator value. Set this 
parameter to:

FALSE Indicates that the T.38 fax transport uses a zero-length 
data field to signal the beginning of T.30.

TRUE Indicates that the transport uses a T30_INDICATOR value 
to signal the beginning of T.30.

Value Type: Boolean

Default: FALSE

Parameter Value
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t38_UDPTL_redundancy_
depth_control

Specifies a value that defines the number of prior messages to include as 
redundancy messages in a transmitted UDPTL packet carrying signal 
information (FSK signals). Set this parameter to:

0 – 5 Specifies a number value defining how many prior 
messages to include as redundancy messages in a packet 
carrying control data.

Unit: number

Range: 0 through 5

Value Type: decimal

Default: 5

t38_UDPTL_redundancy_
depth_image

Specifies a value that defines the number of prior messages to include as 
redundancy messages in a transmitted UDPTL packet carrying image 
data. Set this parameter to:

0 – 2 Specifies a number value defining how many prior 
messages to include as redundancy messages in a packet 
carrying image data.

Unit: number

Range: 0 through 2

Value Type: decimal

Default: 2

t38_type_of_service Determines how the first six bits of the ToS DCSP (Differentiated 
Services Point Code) field in the IP header are set for T.38 packets.

This parameter is available for Linux and Solaris only. For Windows, 
the value of the DSCP bits is set from a group policy.

Unit: none 

Range: 0 - 63 

Value Type: decimal 

Default: 0

Parameter Value
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Parameter Value
t38_max_bit_rate If a remote T.38 terminal specifies a maximum bit rate that differs from 

the setting specified by this parameter, the actual maximum bit rate 
selected for a call will be negotiated to the lower of the two values with 
the following exceptions:

Remote T.38 Maximum 
Bit Rate

Negotiated T.38 Maximum Bit Rate

0 Value specified by this parameter

<2400 2400

>33600 Value specified by this parameter

2400 < Bit Rate <33600 
but not one of the values 
listed in the Range 
section below

If a T.38 Maximum Bit Rate value 
specified by a remote T.38 terminal is 
between 2400 and 33600 but is not one 
of the values listed in the Range section 
below, the negotiated maximum bit rate 
value will be the next lowest supported 
value.

For example, if a remote T.38 terminal 
specifies a maximum bit rate value of 
20000, the negotiated T.38 maximum 
bit rate value will be the lower of either 
19200 or the value specified by this 
parameter.

Unit: bits per second
Range: 2400, 4800, 7200, 9600, 12000, 14400, 16800 

19200, 21600, 24000, 26400, 28800, 31200, 33600
Value Type: decimal
Default: 14400
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Parameter Value
t38_fax_max_buffer Specifies value for T38FaxMaxBuffer attribute of T.38 codec. This 

parameter is used to specify the maximum number of octets that can be 
stored before an overflow condition occurs.

Unit: octets

Range: 64 through 65535

Value Type: decimal 

Default: 200

t38_fax_max_datagram_recv Specifies size of maximum datagram that can be transmitted for T.38. 
This value or the maximum datagram size exchanged in the SDPs via 
T38FaxMaxDatagram will be used to set the maximum datagram size 
that can be transmitted for T.38, whichever value is smaller. See the 
t38_fax_max_datagram_send parameter.

Unit: octets

Range: 1 through 65535

Value Type: decimal

Default: 125

t38_fax_max_datagram_send Specifies value for T38FaxMaxDatagram attribute for T.38 in the SDP. 
This value or the maximum datagram size from the remote side will be 
used for the T38FaxMaxDatagram attribute for T.38 which is sent in the 
SDP, whichever value is smaller.

Unit: octets

Range: 1 through 65535

Value Type: decimal

Default: 72
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t38_fax_max_datagram_iaf Specifies size of maximum datagram packets that can be transmitted or 
received for T.38 Internet Aware Fax (IAF) transfers. This parameter is 
used to specify the maximum size of a datagram packet that can be 
transmitted or received for T.38 in IAF mode.

Unit: octets

Range: 1 through 65535

Value Type: decimal

Default: 270
g711_fallback_rtp_reinvite Specifies whether or not a SIP RTP reINVITE should be transmitted for 

G.711 fallback mode if a SIP T.38 reINVITE is rejected with either a 488 
(Not Acceptable Here) or a 606 (Not Acceptable). Set this parameter to:

FALSE Do not transmit a SIP RTP reINVITE if a SIP T.38 
reINVITE is rejected.

TRUE Transmit a SIP RTP reINVITE if a SIP T.38 reINVITE is 
rejected.

Value Type: Boolean

Default:FALSE

Setting this field to a value of TRUE will result in transmission of a SIP 
RTP reINVITE if a SIP T.38 reINVITE is rejected with either a 488 (Not 
Acceptable Here) or a 606 (Not Acceptable) and the fax transport 
protocol (fax_transport_protocol) parameter is set to t38_first. The 
SDP settings in the SIP RTP reINVITE will be the same RTP codec 
settings initially used to establish the call.

Note: This parameter only works for calls using the SIP internet 
protocol and will be ignored for all calls using the H.323 internet 
protocol or PSTN line types.

Parameter Value
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Configuring Customer Parameters for a Third Party 
IP Call Control Stack

The Bfv API also provides a mechanism for third party IP call 
control stacks to read custom key-value pairs from the call control 
configuration file. The keys must be unique within the particular 
stack. The Bfv API supports both numerical and character string 
values.

Specify the value type when the third party IP call control stack 
places a request to query the parameters in the call control 
configuration file.

The Bfv API does not provide any validation of the key-value pairs, 
although the stack can return an error during initialization if it 
detects one or more invalid parameters.

Add the key-value pairs to the host_module.#/parameters 
section of the call control configuration file as shown in the following 
example:

[host_module.1]
    module_library=c:\vendor\vendors_sip_stack.dll
    enabled=true
[host_module.1/parameters]
    ModuleString1=value
    ModuleNumber1=23
    ModuleString2=value
    ModuleNumber2=24
    ModuleString3=value
    ModuleNumber3=25

The third party IP call control stack can read stack specific keys at 
initialization time.

To make it easier to configure third party IP call control stacks, the 
Bfv API has predefined a set of common parameters for several 
IP protocols. Stack authors must review this list of parameters to see 
if a needed parameter already exists before creating a new one. See:

 Table 24 on page 1246 for H.323 parameters.
 Table 26 on page 1255 for Basic SIP parameters
 Table 27 on page 1259 for Advanced SIP parameters

The maximum length of a key’s name is defined as 
CIPI_MAX_KEY_NAME, and the maximum length of a character 
string value is defined as CIPI_MAX_KEY_VALUE. These lengths 
must allow for the NULL terminating character.
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Table 24.   Basic Predefined H.323 IP Call Control Stack Parameters 

Key Name Description

h323_default_gateway Indicates the IP address of a default gateway to use for outbound calls. 
If a user only specifies a phone number when making an H.323 call and 
the application is not using an H.323 gatekeeper, the Bfv API forwards 
the call to the gateway specified with this parameter. The Bfv API 
forwards the specified phone number to the gateway for routing 
purposes.

When set, this parameter must contain an IP address in the form:

xxx.xxx.xxx.xxx:PortNumber (Port number is optional)
Examples
10.128.22.6:1720 (port number specified)
10.128.22.6 (no port number specified)

Note: For the H.323 protocol, the port defaults to 1720 if not specified.

Range: 0 – 255 for each dotted decimal position of the 
IP address.

1 – 65535 for the port number

Value Type: dotted decimal

Default: 0.0.0.0:0 

Note: The Bfv API does not use this parameter if the configuration file 
specifies a value of 1 for the h323_register parameter (see 
page 1249).

h323_e164alias Specifies the E.164 alias of the H.323 terminal. The system uses this 
alias during gatekeeper registration and call establishment. The alias 
identifies the phone number of the H.323 terminal.

You can specify multiple aliases, each starting on a new line using the 
same parameter name. For example:

h323_e164alias 123456

h323_e164alias 4084839648

h323_e164alias 5102987468

h323_e164alias 9627842899

When you specify multiple values, the system registers every value 
with the gatekeeper.

Range: 1 – 128 characters (each)

Value Type: character string restricted to numbers 0 through 9 and 
the star (*) and pound (#) symbols

Default: <blank>



Call Control Configuration File

October 2017 1247

h323_gatekeeper_id Specifies the ID of the H.323 gatekeeper that the H.323 terminal 
expects to find during the gatekeeper discovery routine. If you do not 
set this parameter, the H.323 terminal attempts to register with the 
first gatekeeper it finds.

<blank> Uses the first gatekeeper the H.323 terminal locates.

Value Type: Unicode character string (up to 256 characters)

Default: <blank>

h323_gatekeeper_
ip_address

h323_gatekeeper_
ip_address2

h323_gatekeeper_
ip_address3

h323_gatekeeper_
ip_address4

h323_gatekeeper_
ip_address5

h323_gatekeeper_
ip_address6

Specifies the IP address of up to six H.323 gatekeepers that receive the 
registration request from the H.323 terminal. When set to the default 
value (0.0.0.0:0), the H.323 terminal performs a multicast gatekeeper 
discovery routine to find the gatekeeper using port number 1719.

xxx.xxx.xxx.xxx Configures the system to use the specified 
H.323 gatekeeper. Set the gatekeeper IP 
address in the form:

xxx.xxx.xxx.xxx:PortNumber

0.0.0.0:0 Configures the system to use a multicast 
process to discover the H.323 gatekeeper using 
port number 1719.

Range: 0 – 255 for each dotted decimal position of the

IP address.

1 – 65535 for the port number

Value Type: dotted decimal

Default: 0.0.0.0:0 (uses multicast discovery process 
and port number 1719)

h323_gatekeeper_ttl Specifies the number of seconds to allow between registration request 
messages sent from the H.323 terminal to the gatekeeper. After 
reaching this limit, the H.323 terminal generates another registration 
request to the gatekeeper because the system now considers the 
previous request invalid.

Unit: second

Range: 0 – 32,000,000 (0 means that gatekeeper registrations do 
not expire; 32,000,000 seconds equals one calendar year)

Value Type: integer

Default: 0

Table 24.   Basic Predefined H.323 IP Call Control Stack Parameters  (Continued)

Key Name Description
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h323_h323IDalias Specifies the H.323 ID of the H.323 terminal. The system uses this 
alias during gatekeeper registration and call establishment. The alias 
identifies the name of the H.323 terminal.

You can specify multiple aliases, each starting on a new line using the 
same parameter name. For example:

h323_h323IDalias andrew

h323_h323IDalias bob

h323_h323IDalias charles

h323_h323IDalias david

When you specify multiple values, the system registers every value 
with the gatekeeper.

Range: Up to 256 characters (each)

Value Type: Unicode character string

Default: <blank>

h323_local_ip_address Specifies the transport address of the H.323 terminal. The transport 
address can be an IP address or a combination of the IP address and 
the port number that the H.323 call control stack uses. When set to the 
default value (0.0.0.0:0), the system uses the IP address of the first 
Ethernet module in the system and port number 1720.

Valid values are:

xxx.xxx.xxx.xxx Configures the system to use the specified IP 
address for H.323 calls. Set the transport 
address in the form:

xxx.xxx.xxx.xxx:PortNumber

0.0.0.0:0 Configures the system to use the address of the 
first Ethernet module and port number 1720.

Range: 0 – 255 for each dotted decimal position of the
IP address.

1 – 65535 for the port number

Value Type: dotted decimal

Default: 0.0.0.0:0 (uses first Ethernet module and 
port number 1720)

Table 24.   Basic Predefined H.323 IP Call Control Stack Parameters  (Continued)

Key Name Description
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h323_manufacturerCode Specifies a code that identifies the manufacturer of the H.323 terminal 
making the call.

Range: 0 – 255

Value Type: decimal

Default: 48

Note: 48 is the H.323 manufacturer code for Dialogic.

h323_Manufacturer Specifies a string naming the H.323 terminal’s manufacturer.

Range: Up to 256 characters

Value Type: Unicode character string

Default: "Dialogic Corporation"

h323_max_sessions Indicates the maximum number of concurrent H.323 calls that the host 
module can support at one time. Set this value to a number that at 
least doubles the number of channels in the system because the system 
can be tearing down a call while processing the next call.

Range: 1 through 65535 (inclusive)

Value Type: decimal

Default: 256

h323_register Specifies an integer value that determines whether to register with an 
H.323 gatekeeper.

0 Does not register with an H.323 gatekeeper.

1 Registers with an H.323 gatekeeper.

Value Type: integer

Default: 0

Table 24.   Basic Predefined H.323 IP Call Control Stack Parameters  (Continued)

Key Name Description
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h323_support_
alternate_gk

Specifies whether to support alternate gatekeepers. The gatekeeper 
receiving the registration request from the H.323 terminal must also 
support alternate gatekeepers. 

When the H.323 terminal sends a registration request to its primary 
gatekeeper, the primary gatekeeper sends the H.323 terminal a list of 
alternate gatekeepers that it knows about. If, for some reason, the 
H.323 terminal can no longer communicate with its primary 
gatekeeper, it goes through this list of alternate gatekeepers and 
attempts to register with one of them.

When the system does not support alternate gatekeepers and the 
H.323 terminal can no longer communicate with its primary 
gatekeeper, the H.323 terminal goes through the multicast gatekeeper 
discovery routine to find an available gatekeeper.

0 Does not support alternate gatekeepers.

1 Supports alternate gatekeepers when necessary.

Value Type: integer

Default: 0

h323_t35CountryCode Specifies a code identifying the international country that 
manufactured the H.323 terminal making the call. This code allows 
other H.323 terminals to know the origin of the H.323 terminal.

The ITU-T Recommendation T35 Annex A lists the country codes used 
for H.323 Non-Standard Facilities (NSF).

Range: 0 – 255

Value Type: decimal

Default: 181

Note: 181 is the country code for USA.

h323_t35Extension Specifies a modifier for the country code of the vendor’s H.323 terminal 
making the call.

Range: 0 – 255

Value Type: decimal

Default: 0

Note:  0 is the extension for USA.

Table 24.   Basic Predefined H.323 IP Call Control Stack Parameters  (Continued)

Key Name Description
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Table 25.   Advanced Predefined H.323 IP Call Control Stack Parameters

Key Name Description

h323_CalledPartyOption Controls what fields in the H.225 SETUP message are returned 
as part of the called party number. The fields in SETUP used for 
called party number are: destination call signaling address, 
destination address, called party subaddress, called party 
extension (H.323 ID or E.164), called party number and 
destination extra call information. 

The following are the allowable parameter values:

0 Returns all H.225 SETUP fields described above 
if present.

1 Same as 0 except destination call signaling 
address is removed if present.

2 Only called party number is returned. 

Value type: integer 

Default: 1

h323_CallingPartyOption Controls what fields in the H.225 SETUP message are returned 
as part of the calling party number. The following are the 
allowable parameter values:

0 Returns all H.225 SETUP fields. 

1 Removes the transport address if present.

2 Only calling party phone number is returned if 
present. 

Value type: integer 

Default: 0

h323_h245Tunneling Defines if H.323 tunneling is enabled or not. H.245 tunneling 
allows H.245 messages to be sent over the same IP address and 
port as H.225 messages. If tunneling is disabled, a new IP 
address and port specific for H.245 messages is established.

The following are the allowable parameter values:

0 Disabled

1 Enabled

Value type: integer 

Default: 1
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h323_FastStart Determines outbound H.323 fast start call setup. 

The following are the allowable parameter values:

0 Outbound calls use H.323 slow start call setup.

1 Outbound calls use H.323 fast start call setup.

Value type: integer 

Default: 1

h323_OlcRejectResponseTimeout Controls how a master endpoint handles OLC conflict from a 
slave peer. 

The following are the allowable parameter values:

-1 Causes master endpoint to send an OLC reject 
and wait for a peer slave to send non-conflicting 
OLC.

0 Causes the master endpoint to send RequestMode 
to peer slave.

1-1000 Duration (in ms) to wait after sending an OLC 
reject and before sending a RequestMode. If the 
master endpoint receives a non-conflicting OLC 
before the timeout period expires, RequestMode is 
not sent.

Value type: integer 

Default: -1

Table 25.   Advanced Predefined H.323 IP Call Control Stack Parameters

Key Name Description
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h323_h245Stage The stage at which the local endpoint is allowed to transfer the 
H.245 address to the remote endpoint. This parameter is in 
effect when H.245 tunneling is disabled. Refer to the 
h323_h245Tunneling parameter.

The following are the allowable parameter values:

0 Earliest H.245 possible can send and act on 
addresses in all messages.

1 Can send the address in the Call Proceeding 
message.

2 Can send the address in only the Alerting 
message.

3 Wait for the Connect message.

4 Early H.245 send addresses in Setup and Connect 
messages only.

5 No automatic sending of the address.

6 No support for H.245 and the NoH245 Facility 
message is sent.

Value type: integer 

Default: 5

h323_OverrideNumberingPlan Manually overrides the numbering plan value in Q.931 called 
party number.

The following are the allowable parameter values:

-1 Do not override.

0-15 Numbering plan value.

Value type: integer 

Default: -1

Table 25.   Advanced Predefined H.323 IP Call Control Stack Parameters

Key Name Description
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h323_OverrideNumberingType Manually overrides the numbering type value in Q.931 called 
party number.

The following are the allowable parameter values:

-1 Do not override. 

0-7 Numbering type value.

Value type: integer 

Default: -1

h323_RAS_Terminal_Type Defines the terminal type sent as part of the RAS RRQ request. 

The following are the allowable parameter values:

0 Register as a terminal endpoint 

1 Register as a gateway. 

Value type: integer 

Default: 0

h323_RAS_Voice_Supported_
Prefixes

Defines a list of E.164 prefixes by which other endpoints may 
identify this endpoint. The parameter is used only when the 
h323_RAS_Terminal_Type filed is set to 1 - gateway. You can 
specify multiple values. The system registers each value with 
the gatekeeper.

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string)

h323_MediaWaitForConnect Indicates that the recipient of the Setup message should not 
transmit media until sending the connect message. This setting 
controls the value of the Setup message mediaWaitForConnect 
flag.

The following are the allowable parameter values:

TRUE    Recipients of the Setup message should not 
transmit media until sending the connect 
message. 

FALSE Recipients of the Setup message may 
transmit media without waiting to send 
the connect message.

Default: FALSE

Table 25.   Advanced Predefined H.323 IP Call Control Stack Parameters

Key Name Description
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Table 26.   Basic Predefined SIP IP Call Control Stack Parameters 

Key Name Description

sip_contact Indicates the value provided in the SIP header for the Contact 
parameter. The Contact parameter contains a SIP uniform resource 
identifier (URI) or SIPS (secure SIP) URI that defines the address of 
the sender. 

When this parameter is set to its default value 
(sip_Contact=0.0.0.0:0), the SIP stack automatically attempts to 
find the IP address of the local host during initialization. If the host 
has not registered its host name, the SIP initialization process will fail 
and SIP calls will not be processed. To process SIP calls in this case, 
the value in the sip_Contact parameter must be specifically set to an IP 
address of one of the host network interface boards.

When set, this parameter must contain an IP address in the form:

xxx.xxx.xxx.xxx:PortNumber (port number is optional)
10.128.22.6:5060 (port number specified)
10.128.22.6 (no port number specified)

This parameter can also be specified with an optional name prefix as 
shown in the following examples:

Name@xxx.xxx.xxx.xxx:PortNumber

username@10.128.22.6:5060

username@10.128.22.6

Note: For the SIP protocol, the port defaults to 5060 if not specified.

Range: 0 – 255 for each dotted decimal position of the 
IP address.

1 – 65535 for the port number

Value Type: dotted decimal

Default: 0.0.0.0:0 (system uses the IP address of the local host 
and port 5060)

sip_description_URI Indicates the value used for the u= line in the SIP SDP. The u= line 
identifies the SIP uniform resource identifier (URI) of the session 
description.

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string)
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sip_email Indicates the value used for the e= line in the SIP SDP. The e= line 
identifies the email address of the person or entity responsible for the 
session.

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string)

sip_from Indicates the value provided in the SIP header for the From 
parameter. The From parameter contains a display name and a SIP 
uniform resource identifier (URI) or SIPS (secure SIP) URI that 
identifies the originator of the session request.

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: "Anonymous <sip:no_from_info@
anonymous.invalid>"

sip_max_sessions Indicates the maximum number of concurrent session initiation 
protocol (SIP) call control sessions. Set this value to a number that at 
least doubles the number of channels in the system because the system 
can be tearing down a call while processing the next call.

Range: 1 through 1000

Value Type: decimal

Default: 256

sip_phone Indicates the value used for the p= line in the SIP SDP. The p= line 
identifies the phone number to associate with the session.

Phone numbers use the conventional international format: the number 
preceded by a + (plus symbol), the country code and a space or hyphen 
character. For example:

+1 408-370-0881

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string)

Table 26.   Basic Predefined SIP IP Call Control Stack Parameters  (Continued)

Key Name Description
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sip_proxy_server1

sip_proxy_server2

sip_proxy_server3

sip_proxy_server4

Indicates the address (IPv4 or IPv6) of the specified SIP proxy server. 
The user can define a maximum of 4 proxy servers.

DHCP Causes the system to use the SIP DNS server locator 
capability to discover the domain name of the SIP 
proxy server.

Domain name Indicates the name or IP address of the proxy server.

Range: 1 – 4 proxy servers specifying any valid domain name 
(for example, www.my_sip_server.com, 
192.168.1.45, or [2000::201:1ef])

Value Type: character string (up to 256 characters)

Default: <blank> (empty string indicating no proxy server 
defined)

Note: Do not use the DHCP value. It is reserved for future use.

sip_registration_server1

sip_registration_server2

sip_registration_server3

sip_registration_server4

Indicates the address (IPv4 or IPv6) of the specified SIP registration 
server. The user can define a maximum of 4 registration servers.

DHCP Causes the system to use the SIP DNS server locator 
capability to discover the domain name of the SIP 
registration server.

Domain name Indicates the name or IP address of the registration 
server (up to 256 characters).

Range: 1 – 4 registration servers specifying any valid domain 
name (for example, www.my_sip_server.com, 
192.168.1.45, or [2000::201:1ef])

Value Type: character string (up to 256 characters)

Default: <blank> (empty string indicating no registration 
server defined)

Note: Do not use the DHCP value. It is reserved for future use.

sip_session_description Indicates the value used for the i= line in the SIP SDP. The i= line 
provides a textual string that describes the session’s purpose or 
provides information about the session.

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string)

Table 26.   Basic Predefined SIP IP Call Control Stack Parameters  (Continued)

Key Name Description
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sip_session_name Indicates the value used for the s= line in the SIP SDP. The s= line 
provides a textual string that gives a name to the session.

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: no_session_name

sip_username Indicates the name inserted into the o= line in the SIP session 
description protocol (SDP). The o= line defines the owner or creator of 
the session and the session identifier. This value must not contain 
spaces. 

Do not leave this field blank. Leaving it blank will cause calls to fail.

– (dash) A dash or hyphen character indicates the absence of an 
owner name or session ID.

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: – (dash or hyphen character)

user-agent Specifies a text description of the software/hardware/product provided 
in the User-Agent header. The syntax is specified in RFC 3261.

Default: Brksip/(sdk version> (Dialogic)

Table 26.   Basic Predefined SIP IP Call Control Stack Parameters  (Continued)

Key Name Description
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Table 27.   Advanced SIP IP Call Control Stack Parameters 

Key Name Description

sip_ContactV6 Indicates the IPv6 IP address value provided in the SIP header for 
the Contact parameter. The Contact parameter contains a SIP 
uniform resource identifier (URI) or SIPS (secure SIP) URI that 
defines the address of the sender.

If a value is specified for the sip_ip_interfaceV6 key name, this 
parameter is ignored. If the value of this parameter and the 
sip_ip_interfaceV6 parameter are blank, this is an invalid and 
unsupported configuration.

When set, this parameter must contain an IPv6 address in the form:

[<IPv6 Address>%<Scope ID>]:PortNumber

Where:

 IPv6 addresses must be enclosed in brackets
 Link-Local IPv6 addresses must have their Scope ID specified after 

the IPv6 address and be separated by a % character
 Port number is optional
[2000::2ef3:1dff:ea3]:5060

(Global IPv6 address, no Scope ID or port number specified)

[fe80::1f4:189c:74da:69f7%3]

(Link-Local IPv6 address with Scope ID, no port number specified)

Note: For the SIP protocol, the port defaults to 5060 if not 
specified.

This parameter can also be specified with an optional name prefix as 
shown in the following examples:

Name@[IPv6 Address]:PortNumber

username@[2000::2ef3:1dff:ea3]:5060

username@[fe80::1f4:189c:74da:69f7%3]

Range: 1 – 65535 for the port number

Value Type: character string (up to 256 characters)

Default: <blank> 
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sip_default_gateway

sip_gateway2

sip_gateway3

sip_gateway4

Indicates the IP address (IPv4 or IPv6) of a SIP gateway to use for 
outbound calls. If a user only specifies a phone number when making 
a SIP call and the application is not using a SIP proxy server, the Bfv 
API forwards the call to one of the SIP gateways specified here. The 
user can define a maximum of 4 SIP gateways. The Bfv API forwards 
the specified phone number to the gateway for routing purposes.

When set, this parameter must contain an IP address in the form: 

IPv4

xxx.xxx.xxx.xxx:PortNumber (port number is optional) 
10.128.22.6:5060 (port number specified) 
10.128.22.6 (no port number specified)

IPv6

[<IPv6 Address>]:PortNumber (port number is optional) 
[2000::2ef3:1dff:ea3]:5060 (port number specified) 
[2000::2ef3:1dff:ea3] (no port number specified)

IPv6 addresses must be enclosed within brackets.

Note: For the SIP protocol, the port defaults to 5060 if not specified.

Range: 0 – 255 for each dotted decimal position of the 
IP address.

1 – 65535 for the port number

Value Type: dotted decimal

Default: 0.0.0.0:0 (no default gateway defined)

When multiple SIP gateways are configured, SIP OPTIONS requests 
will be periodically transmitted to each of the gateways in order to 
determine their operational status. SIP gateways that fail to respond 
to a SIP OPTIONS request or respond with either a 503 (Service 
Unavailable) or 505 (SIP Version Not Supported) will be determined 
to be DOWN and unavailable to process SIP calls. All other SIP 
responses will result in a SIP gateway to be considered to be UP and 
available to process SIP calls.

Outbound SIP gateway calls will always be routed to the highest 
priority SIP gateway whose status is UP with sip_default_gateway 
being the highest priority SIP gateway and sip_gateway4 being the 
lowest priority SIP gateway.

Note: The Bfv API does not use these parameters if the configuration 
file specifies a sip_registration_server or sip_proxy_server (see 
page 1257).

Table 27.   Advanced SIP IP Call Control Stack Parameters  (Continued)

Key Name Description
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sip_options_up_interval Specifies the interval that SIP OPTIONS requests should be 
transmitted to SIP gateways whose status is currently UP. By 
periodically transmitting SIP OPTIONS requests to a SIP gateway 
and keeping track of whether or not responses are received and the 
type of responses, the operational status of SIP gateways can be 
determined.

Range: 60 – 3600 seconds

Value Type: Unsigned integer

Default: 120

sip_options_down_interval Specifies the interval that SIP OPTIONS requests should be 
transmitted to SIP gateways whose status is currently DOWN. By 
periodically transmitting SIP OPTIONS requests to a SIP gateway 
and keeping track of whether or not responses are received and the 
type of responses, the operational status of a SIP gateways can be 
determined.

Range: 30 – 3600 seconds

Value Type: Unsigned integer

Default: 60

Table 27.   Advanced SIP IP Call Control Stack Parameters  (Continued)

Key Name Description
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sip_ip_interface Specifies the identity of the device on the PC with the IP interface 
that the SIP Call Control stack can use for sending/receiving SIP 
messages to/from from an IPv4 IP address.

Set the value of this parameter to the name of any device in the PC 
with an IP interface. If you do not provide a value (blank string), the 
virtual module chooses the first interface in the PC to send its 
messages.

Note: The format for the value provided by this parameter is 
operating system dependent.

The Windows format for the value provided in this parameter is:

 The name of the IP device (Global Unique IDentifier (GUID)) 
followed by

 A colon (:) character followed by
 The index number IPv4 IP address on the device

For example:

{4D36E96E-E325-11CE-BFC1-08002BE10318}:0

The Linux format is the ethernet device name.

For example:

sip_ip_interface=eth0

Value Type: character string (up to 256 characters)

Default: <blank> (the virtual module uses the first interface in 
               the PC for sending SIP messages)

If the default (i.e. <blank>) value is specified for this parameter, the 
SIP Call Control  stack will use the value specified for the sip_contact 
parameter.

sip_ip_interface_port Specifies the IPv4 port that should be used for SIP call control. This 
parameter is used when the parameter IPv4 Interface For SIP 
[sip_ip_interface] has been set.

Range: 1 – 65535 for the port number

Value Type: integer

Default: 5060

Table 27.   Advanced SIP IP Call Control Stack Parameters  (Continued)

Key Name Description



Call Control Configuration File

October 2017 1263

sip_ip_interfaceV6 Specifies the identity of the device on the PC with the IP interface 
that the SIP Call Control stack can use for sending/receiving SIP 
messages to/from an IPv6 IP address. 

Set the value of this parameter to the name of any device in the PC 
with  an IP interface. If you do not provide a value (blank string), the 
virtual  module chooses the first interface in the PC to send its 
messages.

Note: The format for the value provided by this parameter is 
operating system dependent. 

The Windows format for the value provided in this parameter is: 

 The name of the IP device (Global Unique IDentifier (GUID)) 
followed by 

 "A colon (:) character followed by 
 "The index number of the IPv4 IP address on the device

For example: {4D36E96E-E325-11CE-BFC1-08002BE10318}:0 

The Linux format is the ethernet device name. 

For example: 

sip_ip_interfaceV6=eth0 

Value Type: character string (up to 256 characters)

Default: <blank>

If the default (i.e. <blank>) value is specified for this parameter, the 
SIP Call Control  stack will use the value specified for the 
sip_contactV6 parameter.

Note: If the value of this parameter and the sip_contactV6 
parameter are blank, this is an invalid and unsupported 
configuration.
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sip_ip_preference Specifies the IP family preference that should be used for SIP call 
control.

The following are the allowable parameter values:

ipv4_only Only IPv4 supported for SIP calls

ipv6_only Only IPv6 supported for SIP calls

ipv4_preferred IPv4 and IPv6 supported for SIP calls. If both IPv4
 and IPv6 addresses  resolved for destination of

outbound SIP call upon DNS lookup, IPv4 will 
be selected.

ipv6_preferred IPv4 and IPv6 supported for SIP calls.
If both IPv4 and IPv6 addresses resolved for
destination of outbound SIP call upon DNS lookup,

 IPv6 will be selected.

Value Type: character string 

Default: ipv4_only

sip_ip_interface_portV6 Specifies the IPv6 port that should be used for SIP call control. This 
parameter is used when the parameter IPv6 Interface For SIP 
[sip_ip_interfaceV6] has been set.

Range: 1 – 65535 for the port number 

Value Type: integer

Default: 5060

sip_max-forwards Indicates the value provided in the SIP header for the Max-Forwards 
parameter. The value in the Max-Forwards parameter serves to 
prevent loops by limiting the number of hops a SIP request can make 
on the way to its destination. The value consists of an integer that the 
system decrements by one at each hop. When this value reaches 0, 
the system discards the request.

Range: 1 – 200 inclusive

Value Type: decimal

Default: 70
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sip_registration_interval Indicates the frequency for sending REGISTER requests to a 
registration server.

0 Indicates that the system does not send REGISTER 
requests to the registration server.

Unit: minutes

Range: 1 to 65535 inclusive

Value Type: decimal

Default: 60

sip_registration_
server<n>_aor

Indicates the address or record (aor) SIP uniform resource identifier 
(URI) that is bound to the sip_Contact (see page 1255). Currently, 
the SIP host module only allows one contact for each address of 
record. The address of record is set in the To: and From: fields in the 
SIP REGISTER message. Set the n value to the applicable number of 
the registration server. 

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string indicating no username 
defined)

sip_registration_
server<n>_expires

Indicates a value in seconds that defines how long the address of 
record or contact remains valid in the registration server. Set the n 
value to the applicable number of the registration server.

Unit: seconds

Range: 1 to 1,000,000 inclusive

Value Type: decimal

Default: 3600

sip_registration_
server<n>_password

Indicates the password used as part of the authentication process 
when the registration servers require authentication. Authentication 
is based on RFC2617. Set the n value to the applicable number of the 
registration server.

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string indicating that the password is 
NULL)
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sip_registration_
server<n>_username

Indicates the username used as part of the authentication process 
when the registration servers require authentication. Authentication 
is based on RFC2617. Set the n value to the applicable number of the 
registration server.

Range: 1 – 255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string indicating no username 
defined)

sip_registration_
proxied

This parameter selects if the SIP REGISTER will be sent to the 
active SIP Proxy Server. The following are the allowable parameter 
values:

True: Send all REGISTER mesages via the configuration SIP
Proxy Server

False: Send all REGISTER messages directly to the SIP
Register

sip_reject_call_not_answered This parameter specifies the SIP response code to transmit when an 
inbound SIP call is received and a call is not answered by the 
application. This can occur when all channels are busy, when a call is 
completed but the application has not restarted ring detection, or 
when the Boston Host Service has been started and a call arrives 
before the application is started.

Range: 400 to 699 

Value Type: Unsigned integer 

Default: 486 (Busy Here)

sip_reject_unsupported_media This parameter specifies the SIP response code to transmit when an 
inbound SIP INVITE is received and the SDP does not contain any 
supported media types.

Range: 400 to 699 

Value Type: Unsigned integer 

Default: 488 (Not Acceptable)
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sip_reject_t38_renegotiation This parameter specifies the SIP response code to transmit when an 
inbound SIP INVITE is received that specifies a codec of T.38 in the 
SDP and the Fax Transporting Protocol parameter 
[fax_transport_protocol] is set to G.711 pass-through only (that is, 
t38_never).

Range: 400 to 699 

Value Type: Unsigned integer 

Default: 488 (Not Acceptable)

sip_route Indicates the value provided in the SIP header for the Route 
parameter. The Route parameter contains the address or multiple 
addresses of proxy servers. The system uses the Route parameter to 
force routing of a request through the listed set of proxies.

Range: 1 – 255 characters (multiple addresses separated by a 
comma ",")

Value Type: character string (up to 256 characters)

Default: <blank> (empty string indicating no forced routing)

sip_session_timer_minse Establishes the lower bound for the session refresh interval in 
seconds. The Min-SE header is not normally present in the sent 
request (except all requests following a 422 response. Additionally, if 
this parameter is set to any other value other than the default, the 
Min-SE header will appear in all sent requests. To prevent the 
exchange of an excessive number of session refresh messages, the 
minimum non-zero value allowed for this parameter is 90.

Range: -1 to 65535 seconds. Values of 0 to 89 will use 90

Value Type: Signed integer

Default: -1 (do not send Min-SE header)

sip_session_timer_
refresh_method

Defines whether the refresh method uses the INVITE or UPDATE 
transaction to refresh the session. The session must be identified as 
the refresher side to send the refresh transaction; otherwise, the 
remote session is responsible for session refresh.

Range: 0 - Use the INVITE method

1 - Use the UPDATE method

Value Type: Unsigned integer

Default: 0 - Use the INVITE method
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sip_session_timer_
session_expires

Defines the maximum time in seconds before a session is considered 
timed out without a successful INVITE or OPTIONS transaction.

Range: 0 – 65535

Value Type: Signed integer

Default: 0 - Session Timer Disabled

sip_redirect_as_calling_
party

Specifies whether or not to report the redirect number as the calling 
party number to the application. Set the parameter as follows: 

Range: 0 - Causes the system to use the original calling party
number as the number reported to the application.

1 - Causes the system to use the redirect number as 
the calling party number reported to the 
application. Selecting this option removes any 

      association between the original calling party 
      number and the call.

Value Type: Unsigned integer

Default: 0 for backward compatibility

sip_redirect_as_called_party Specifies whether or not to report the redirect number as the called 
party number to the application. Set the parameter as follows: 

Range: 0 - Causes the system to use the original called party
number as the number reported to the application.

1 - Causes the system to use the redirect number as 
the called party number reported to the application.
Selecting this option removes any association

      between the original called party number and
      the call.

Value Type: Unsigned integer

Default: 0 for backward compatibility
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sip_RFC3325_Identity Inserts an Identity header and Privacy header with the identity of 
the call originator specified in the args_cc.calling_party. The value of 
the Identity header will be authenticated by the application when 
required. 

Range: 0 - No RFC 3325 Identity or Privacy headers will be
inserted. 

1 - Insert the header Privacy=noe and 
P-Asserted-Identity with the calling_party for
outbound calls. 

2 - Insert the header Privacy=none and 
P-Preferred_Identity with the calling_party for
outbound calls. 

Value Type: Unsigned integer 

Default: 0 - No RFC 3325 Identity or Privacy headers will be
inserted.

sip_tcp_enable Indicates that support for the Transmission Control Protocol (TCP) 
transport protocol should be enabled for SIP call processing. Note 
that setting this parameter value to TRUE enables simultaneous 
support for receiving SIP calls using either the TCP or User 
Datagram Protocol (UDP) transport protocols. 

For outbound SIP calls, when this parameter is set to TRUE, the 
transport protocol used (either UDP or TCP) for the SIP call control 
messages is determined by the value of the sip_ transport_protocol 
call control configuration file parameter or can be specified at 
runtime via the call_transport field in either the args_cc or 
args_telephone structures, as appropriate to your application. 

The following are the allowable parameter values:

TRUE Enable TCP transport protocol functionality for the 
SIP stack

FALSE Disable TCP transport protocol functionality for the
SIP stack

Default: FALSE
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sip_transport_protocol Indicates the transport protocol, either Transmission Control 
Protocol (TCP) or User Datagram Protocol (UDP) to use for outbound 
SIP calls. 

The following are the allowable parameter values:

UPD Use UDP transport protocol for outbound SIP calls. 

TCP Use TCP transport protocol for outbound SIP calls.

TLS Use TLS transport protocol for outbound SIP calls.

Default: UDP

NOTE: This parameter specifies the default transport protocol to use 
for outbound SIP calls. However, if a value is specified at runtime via 
the call_transport field in either the args_cc or args_telephone 
structures, as appropriate to your application, that value will take 
precedence over the value specified for this parameter. 

sip_T1_timeout Specifies the SIP T1 timeout and is an estimate of the Round Trip 
Time (RTT) of transactions between a client and server. For example, 
a SIP Client will attempt to send a request to a SIP Server. The time 
it takes between sending out the request to the point of getting a 
response is the SIP T1 timer. If no response is received the timeout is 
increased to (2*T1) and then (4*T1) doubling the previous timeout 
each time the SIP request is retransmitted. 

Unit: milliseconds

Range: 100 – 60000

Value Type: decimal

Default: 500

sip_max_invite_retransmissions Specifies the maximum number of SIP INVITE request 
transmissions. A call will terminate after the INVITE has been 
transmitted this many times. If no response is received after T1 
Timeout (sip_T1_timeout), the INVITE will be retransmitted at an 
interval of double the previous timeout.

Range: 1 – 255

Value Type: integer

Default: 7
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sip_RFC6913_enable Indicates that support for RFC 6913 (Indicating Fax over IP 
Capability in the Session Initiation Protocol (SIP)) should be enabled 
for SIP call processing. When this parameter is set to TRUE, 
outbound SIP REGISTER requests will include a "sip.fax" media 
feature tag appended to the SIP Contact header. The value of the 
"sip.fax" media feature tag transmitted in SIP REGISTER messages 
will be determined by the value of the fax_transport_protocol 
parameter in the t38parameters section of the callctrl.cfg file as 
follows:

fax_transport_protocol value             "sip.fax" value

t38_never                                                   passthrough

t38_only                                                            t38

t38_first                                                      t38

Not specified in callctrl.cfg file                  t38

In addition to this, when this parameter is set to TRUE, outbound 
SIP INVITE requests will include a "sip.fax" media feature tag in an 
Accept-Contact header. The value of the "sip.fax" media feature tag 
in transmitted SIP INVITE requests is determined by the value of 
the fax_transport_protocol call control configuration file 
parameter as noted in the table above or can be specified at runtime 
via the fax_media_feature_tag field in either the args_cc or 
args_telephone structures, as appropriate to your application.

The following are the allowable parameter values: 

TRUE     Enable RFC 6913 functionality for the SIP stack.

FALSE     Disable RFC 6913 functionality for the SIP stack.

Default: FALSE

srtp_enabled Indicates SR140 support for SDES SRTP. This feature requires a 
valid security license to be installed on the system. When set to 
TRUE, the srtp_config_filename must point to a valid SRTP 
configuration file.

The following are the allowable parameter values:

TRUE     Enable SDES SRTP support for the SR140.

FALSE     Disable SDES SRTP support for the SR140.

Default: FALSE
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srtp_config_filename Full path and filename of the SRTP configuration parameters file. 
This file contains the SRTP configuration parameters used by the 
SR140 when SRTP is enabled. If SRTP is enabled and the 
configuration file cannot be found, an error will be generated in the 
ECC log.

FULLPATH       Contains the full path to the SRTP configuration file.

Value Type: character string

Default: srtp.cfg

fips_enable Indicates SR140 support for using the FIPS Object Module. The FIPS 
Object Module was designed and implemented to meet FIPS 140-2 
requirements. The FIPS publication standards are available at: 
http://csrc.nist.gov/publications/PubsFIPS.html.

The following are the allowable parameter values:

TRUE     Enable FIPS object module.

FALSE     Disable FIPS object module.

Default: FALSE

sip_tls_enabled Indicates SR140 support for TLS. This feature requires a security 
license. When enabled, the sip_tcp_enable parameter must be set to 
TRUE. When enabled, requires tls_config_filename to be set to a 
valide filename.

The following are the allowable parameter values:

TRUE     Enable TLS support for the SR140.

FALSE     Disable TLS support for the SR140.

Default: FALSE

tls_config_filename Full path and filename of the TLS configuration parameters file. This 
file contains the TLS configuration parameters used by the SR140 
when TLS is enabled.

FULLPATH       Contains the full path to the TLS configuration file.

Value Type: character string

Default: siptls.cfg

sip_tls_port Specifies the port that should be used for SIP TLS call control.

Range: 1 - 65535 for the port number

Value Type: integer

Default: 5061
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block_udp_port When TLS is enabled, this flag is used to indicate if the SR140 should 
block the usage of UDP.

The following are the allowable parameter values:

TRUE     UDP port blocked.

FALSE     UDP port allowed.

Default: TRUE

block_tcp_port When TLS is enabled, this flag is used to indicate if the SR140 should 
block the usage of TCP.

The following are the allowable parameter values:

TRUE     TCP port blocked.

FALSE     TCP port allowed.

Default: TRUE
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Configuring Ethernet Interface 
Parameters
In the module.#/ethernet.# section of the configuration file, 
identify the module’s interface x using the 1-based index of the 
Ethernet interface. This index allows an application to configure 
modules with multiple interfaces. Set the following parameters for a 
module configured to use an Ethernet interface.

Parameter Value
dhcp Specifies whether the Ethernet interface uses dynamic host 

configuration protocol (DHCP) to request an IP address. Set this 
parameter to:

DISABLED Indicates that the ip_address parameter provides the IP 
address for the port.

ENABLED Configures the Ethernet interface to use DHCP to request 
an IP address.

Value Type: character string

Default: DISABLED

Note: This parameter is ignored and reserved for future use.
ethernet_speed Specifies the speed of the module’s Ethernet interface. Set this 

parameter to:

AUTO Configures the interface to automatically sense the speed 
of the network.

10 Sets the speed of the interface to 10 Mbps.

100 Sets the speed of the interface to 100 Mbps.

Unit: Mbps

Range: 10, 100, or AUTO

Value Type: character string

Default: AUTO
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ip_address Specifies the IPv4 IP address of the module’s Ethernet interface. Set this 
parameter only if you set the value in the dhcp parameter to DISABLED.

xxx.xxx.xxx.xxx Configures the Ethernet interface to use the 
specified IP address.

Value Type: dotted decimal

Default: None

Note: The Dialogic® Brooktrout® module does not support the domain 
naming system (DNS) data base. Your application has the 
responsibility of converting domain names into resolved dotted-
decimal notation IP addresses.

ip_addressV6 Specifies the IPv6 IP address of the module's Ethernet interface. 

[<IPv6 Address>%<Scope ID>] 

Where:

 IPv6 addresses must be enclosed in brackets.
 "Link-Local IPv6 addresses must have their Scope ID specified after 

the IPv6 address separated by a % character

Value Type: character string (up to 256 characters)

Default:  None 

Note: The Dialogic® Brooktrout® module does not support the 
domain naming system (DNS) data base. Your application has 
the responsibility of converting domain names into resolved IP 
addresses. 

ip_arp_timeout Specifies the arp (address resolution protocol) timeout value that the 
module’s Ethernet interface uses. Set this parameter to:

Unit: minutes
Range: 0 – 1,000,000 where 0 indicates that the timeout is 

disabled.

Value Type: decimal
Default: 10

ip_broadcast Specifies the IP broadcast address of the module’s Ethernet interface. 
Set this parameter to:

xxx.xxx.xxx.xxx Configures the Ethernet interface to use the 
specified broadcast address.

Value Type: dotted decimal

Default: None

Parameter Value
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ip_gateway Specifies the gateway address of the module’s Ethernet interface. Set 
this parameter to:

xxx.xxx.xxx.xxx Configures the Ethernet interface to use the 
specified gateway address.

Value Type: dotted decimal

Default: None
ip_interface Specifies the identity of the device on the PC with the IP interface that 

the virtual module can use for sending/receiving IP messages to/from an 
IPv4 IP address. 

Note: This parameter only applies to host-based fax applications using a 
virtual module. 

Set the value of this parameter to the name of any device in the PC with 
an IP interface. If you do not provide a value (blank string), the virtual 
module will use the value specified for the ip_address keyword. If no 
value is specified for either keyword, the first available IPv4 address on 
the PC will be selected for the PC to send its messages.

Note: The format for the value provided by this parameter is operating 
system dependent. 

The Windows format for the value provided in this parameter is:

 The name of the IP device (Global Unique IDentifier (GUID)) followed 
by

 A colon (:) character followed by
 The index number of the device’s IP address

For example:

{4D36E96E-E325-11CE-BFC1-08002BE10318}:0

The Linux format is the ethernet device name.

For example: 

ip_interface=eth0

Value Type: character string (up to 256 characters)

Default: <blank> (the virtual module uses the first interface in 
the PC for sending IP messages)

Parameter Value
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ip_interfaceV6 Specifies the identity of the device on the PC with the IP interface that 
the virtual module can use for sending/receiving IP messages to/from an 
IPv6 IP address. 

Set the value of this parameter to the name of any device in the PC with 
an IP interface. If you do not provide a value (blank string), the virtual 
module will use the value specified for the ip_addressV6 keyword. If no 
value is specified for either keyword, the first available IPv6 address on 
the PC will be selected for the PC to send its messages. 

Note: The format for the value provided by this parameter is operating  
system dependent. 

The Windows format for the value provided in this parameter is:

 The name of the IP device (Global Unique IDentifier (GUID)) followed 
by 

 A colon (:) character followed by 
 The index number of the IPv6 IP address on the device

For example: {4D36E96E-E325-11CE-BFC1-08002BE10318}:0 

The Linux format is the ethernet device name. 

For example: 

ip_interfaceV6=eth0 

Value Type: character string (up to 256 characters) 

Default: <blank> 

If the default (i.e. <blank>) value is specified for this parameter, the 
virtual Module will use the value specified for the ip_addressV6 
parameter.

ip_netmask Specifies the netmask address of the module’s Ethernet interface. Set 
this parameter only if you set the value in the dhcp parameter to 
DISABLED.

xxx.xxx.xxx.xxx Configures the Ethernet interface to use the 
specified netmask address.

Value Type: dotted decimal

Default: 0.0.0.0

Parameter Value
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ip_preference Specifies the IP family preference that should be used by the virtual 
module for sending IP messages.

The following are the allowable parameter values:

ipv4_only Only IPv4 supported

ipv6_only Only IPv6 supported

ipv4_preferred IPv4 and IPv6 both supported. For outbound 
SIP calls, the specific IP family type used for the 
IP messages sent by the virtual module will be

 determined by the SIP Call Control stack.

ipv6_preferred IPv4 and IPv6 both supported. For outbound SIP 
calls, the specific IP family type used for the 
IP messages sent by the virtual module will 
be determined by the SIP Call Control stack.

Value Type: character string 

Default: ipv4_only
media_port_max Specifies the highest IP port number that the module can use. Set this 

value to a value 1000 above the value specified for the media_port_min 
parameter.

57000 Sets this value as the highest port number.

Range: 2024 – 65535

Value Type: decimal

Default: 57000

media_port_min Specifies the lowest IP port number that the module can use for media 
transmissions. Set this value to a value 1000 below the value specified 
for the media_port_max parameter.

56000 Sets this value as the lowest port number.

Range: 1024 – 64535

Value Type: decimal

Default: 56000

t38_offer_as_ced Specifies whether to generate a CED detected event when receiving a 
T.38 offer. A T.38 offer is a SIP re-Invite or H.323 requestMode message 
indicating an IP endpoint wishes to switch the IP call to T.38. This 
allows applications performing call progress to detect the T.38 offer and 
transition to fax.

   false - Don't send CED tone detected. 

   true - Send CED tone detected.

Value Type: Boolean 

Default: TRUE

Parameter Value
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Configuring A Module To Use An IP Call 
Control Stack
In the module.#/host_cc.# section of the configuration file, 
identify each IP call control stack that a module can use. You can:

 Specify the same stack for more than one module.

 Configure each module to support a maximum of 9 different 
stacks.

Add one module.#/host_cc.# section for each IP call control stack 
the module can use, starting at 1 (host_cc.1 through host_cc.9).

Set the following parameters for each host_cc.# section of the call 
control configuration file. 

Parameter Value
host_module Specifies the number that identifies the IP call control stack that the 

module can use.

Set this parameter to match the host_module number identifier (see 
page 1234) associated with the IP call control stack the module can use. 
Valid values are:

Range: 1 – 9

Value Type: decimal

Default: 1

number_of_channels Specifies the number of channels enabled to use the specified stack. This 
number must not exceed the number of available channels on the 
module.

The Bfv API allocates the first available channels on the module to this 
stack. When the module can use multiple stacks, the Bfv API maps the 
channels to the stacks in the order that the stacks appear in the 
configuration file. If you configure a module to use telephony ports and 
an IP call control stack, the Bfv API allocates channels to the telephony 
interface first.

Range: 1 – 1024 (not to exceed the maximum number of available
channels on the module)

Value Type: decimal

Default: 1
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Configuring A Module To Use An RTP 
Stack

host_module.#/rtp The host_ module.#/rtp section provides parameters to configure 
an RTP stack on the SR140 virtual modules and IP-enabled boards. 
If a value provided for a parameter is out of range, the parameter's 
default value will be used instead.

Parameter Value
rtp_frame_duration Specifies the duration of outbound RTP packets in multiple of 10ms. 

SR140 virtual modules do not support outbound 10ms packets.

Unit: ms
Range:  10 - 30
Value Type:  decimal
Default:        20

rtp_voice_frame_replacement Specifies how to treat missing inbound voice frames.

0 Missing frame is replaced with silence.
1 Missing frame is replaced with the previous frame.

Value Type:  decimal
Default:        0 (Silence)

rtp_jitter_buffer_depth Specifies the depth of the RTP jitter buffer in multiples of 10ms.

The depth of the jitter buffer determines the playout delay imposed by 
the RTP stack before passing data to the signal processing 
algorithms. This delay should be considered when performing time 
sensitive tone detection in IVR applications. A longer playout delay 
also provides a better opportunity for recovering from RTP packets 
received out of order.

Unit: ms
Range: 0 - 500
Value Type:  decimal
Default:  100

rtp_silence_control Determines how silence, in an outbound RTP stream, is treated.

inband - RTP silence is not suppressed
suppress - RTP silence is suppressed 

Value Type: character string
Default: inband
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rtp_type_of_service Determines how the first six bits of the ToS DCSP (Differentiated 
Services Point Code) field in the IP header are set for RTP packets.

This parameter is available for Linux and Solaris only. For Windows, 
the value of the DSCP bits is set from a group policy.

Unit: none
Range: 0 - 63
Value Type:  decimal
Default:  0

rtp_codec Defines the codecs supported and codec order offered to a remote 
device during call negotiation. This parameter may be set to one or 
two codecs. Codec names should be entered without quotes and 
separated by a space. The first codec after the keyword is given the 
highest order of priority. For example, rtp_codec=pcmu pcma will 
offer both codecs, but pcmu will be the preferred one. Another option 
is to set rtp_codec=pcmu followed by rtp_code=pcma on the next line. 
This will offer both codecs, but pcmu will be the preferred one.

Unit: none
Range: pcmu (PCM Mu-law), pcma (PCM A-law)
Value Type:  null-terminated case insensitive string
Default:  pcmu

rtp_timing_control Specifies whether to enable an alternate interval timing between RTP 
packets. A value of false will not change the interval timing between 
RTP packets. A value of true will enable an alternate interval timing 
between RTP packets. This parameter is only valid for the SR140 
under Windows operating systems. It should not be used in a system 
using only TR1034 IP boards. This parameter should only be used 
when directed to do so by Dialogic Technical Services and Support.

Value Type:  Boolean
Default:  FALSE

Parameter Value
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Examples of PSTN Call Control (callctrl.cfg) Files 
This section provides example settings in call control configuration 
files for the following port-specific configurations:

 Analog DID ports — see page 1283

 Analog loop start ports — see page 1284

 ISDN BRI ports — see page 1286

 E1 ISDN ports — see page 1287

 E1 R2 CAS ports — see page 1288

 T1 ISDN ports — see page 1289

 T1 QSIG ports — see page 1290

 T1 Robbed Bit Signaling ports — see page 1292

To use one of the sample call control configuration files, select the 
file that most closely matches the desired configuration of your 
system.

Note: If a parameter specifies a file name, specify the full path to the 
file.
For example, if the install location is C:Brooktrout/Boston
then specify the following parameter as:

protocol_file=C:/Brooktrout/Boston/config/
   analog_loopstart_us.lec

Refer to Sample Configuration Files on page 1304 for a listing of 
sample configuration files included with the Brooktrout SDK that 
provide a good starting point for your configuration. You might need 
to customize them for your system.
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Analog DID Port-Specific Configuration 
File Example
The following code shows an example configuration file for ports 
using analog DID interfaces. The code specifies values for module 
number zero that automatically configure all the modules in the 
system to the settings in the file.

l3l4_trace=none
l4l3_trace=none
api_trace=none
trace_file=ecc.log
[module.0]

pcm_law=mulaw
[module.0/port.1]

port_config=analog_did
line_coef=0
protocol_file=winkstart.lec
reject_incomplete_did=false
max_did_digits=0
did_offset=0
did_timeout=5

[module.0/port.2]
port_config=analog_did
line_coef=0
protocol_file=winkstart.lec
reject_incomplete_did=false
max_did_digits=0
did_offset=0
did_timeout=5

[module.0/port.3]
port_config=analog_did
line_coef=0
protocol_file=winkstart.lec
reject_incomplete_did=false
max_did_digits=0
did_offset=0
did_timeout=5

[module.0/port.4]
port_config=analog_did
line_coef=0
protocol_file=winkstart.lec
reject_incomplete_did=false
max_did_digits=0
did_offset=0
did_timeout=5
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Analog Loop Start Port-Specific 
Configuration File Example
The following code shows an example configuration file for ports 
using analog loop start interfaces. The code specifies values for 
module number zero that automatically configure all the modules in 
the system to the settings in the file.

l3l4_trace=basic
l4l3_trace=basic
api_trace=verbose
internal_trace=verbose
trace_file=call_control_trace.txt
max_trace_file_size=10
[module.0]
    pcm_law=mulaw
[module.0/port.1]
    port_config=analog
    protocol_file=analog_loopstart_us.lec
    num_rings=2
    input_gain=0
    output_gain=0
    caller_id=enabled
    country=us600.qslac
[module.0/port.2]
    port_config=analog
    protocol_file=analog_loopstart_us.lec
    num_rings=2
    input_gain=0
    output_gain=0
    caller_id=enabled
    country=us600.qslac
[module.0/port.3]
    port_config=analog
    protocol_file=analog_loopstart_us.lec
    num_rings=2
    input_gain=0
    output_gain=0
    caller_id=enabled
    country=us600.qslac
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[module.0/port.4]
    port_config=analog
    protocol_file=analog_loopstart_us.lec
    num_rings=2
    input_gain=0
    output_gain=0
    caller_id=enabled
    country=us600.qslac
[module.0/port.5]
    port_config=analog
    protocol_file=analog_loopstart_us.lec
    num_rings=2
    input_gain=0
    output_gain=0
    caller_id=enabled
    country=us600.qslac
[module.0/port.6]
    port_config=analog
    protocol_file=analog_loopstart_us.lec
    num_rings=2
    input_gain=0
    output_gain=0
    caller_id=enabled
    country=us600.qslac
[module.0/port.7]
    port_config=analog
    protocol_file=analog_loopstart_us.lec
    num_rings=2
    input_gain=0
    output_gain=0
    caller_id=enabled
    country=us600.qslac
[module.0/port.8]
    port_config=analog
    protocol_file=analog_loopstart_us.lec
    num_rings=2
    input_gain=0
    output_gain=0
    caller_id=enabled
    country=us600.qslac
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BRI Port-Specific Configuration File 
Example
The following code shows an example configuration file for ports 
using ISDN BRI. The code specifies values for module number zero 
that automatically configure all the modules in the system to the 
settings in the file.

l3l4_trace=basic
l4l3_trace=basic
api_trace=verbose
internal_trace=basic
trace_file=call_control_trace.txt
max_trace_file_size=10

[module.0]
    pcm_law=alaw
[module.0/port.1]
    emulation=CPE
    port_config=BRI
    default_caller_id_channel_0=12344
    default_caller_id_channel_1=67890
    max_did_digits=0
    did_timeout=10
    reject_incomplete_did=false
[module.0/port.2]
    emulation=CPE
    port_config=BRI
    default_caller_id_channel_0=12344
    default_caller_id_channel_1=67890
    max_did_digits=0
    did_timeout=10
    reject_incomplete_did=false
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E1 ISDN Port-Specific Configuration 
File Example
The following code shows an example configuration file for ports 
using E1 ISDN. The code specifies values for module number zero 
that automatically configure all the modules in the system to the 
settings in the file. This example also configures the trunks as 
fractional E1 lines, and sets each trunk with 15 channels available.

l3l4_trace=basic
l4l3_trace=basic
api_trace=verbose
internal_trace=basic
trace_file=call_control_trace.txt
max_trace_file_size=10

[module.0]
    pcm_law=alaw
    auto_connect=true
[module.0/clock_config]
    clock_mode=master
    clock_source=TrunkA
[module.0/port.1]
    emulation=CPE
    port_config=E1_ISDN
    line_coding=HDB3
    crc=enabled
    protocol=EURO
    max_did_digits=5
    did_timeout=10
    reject_incomplete_did=false
    default_caller_id=12344
    fractional_channel_count=15
    fractional_start_channel=0
[module.0/port.2]
    emulation=CPE
    port_config=E1_ISDN
    line_coding=HDB3
    crc=enabled
    protocol=EURO
    max_did_digits=5
    did_timeout=10
    reject_incomplete_did=false
    default_caller_id=12344
    fractional_channel_count=15
    fractional_start_channel=0
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E1 R2 CAS Port-Specific Configuration 
File Example
The following code shows an example configuration file for ports 
using an R2 variant of the E1 CAS protocol. The code specifies values 
for module number zero that automatically configure all the modules 
in the system to the settings in the file.

l3l4_trace=none
l4l3_trace=none
api_trace=none
internal_trace=none
# Most of the time a path should be used for this file 
name.
trace_file=ecc.log

[module.0]
    auto_connect=true
    pcm_law=alaw
[module.0/clock_config]
    clock_mode=master
    clock_source=TrunkA
[module.0/port.1]
    port_config=e1_r2_cas
# Most of the time a path should be used for this file 
name.
    protocol_file=itu_china.r2
    CRC=enabled
    line_coding=hdb3
    line_impedance=120
    max_did_digits=4
[module.0/port.2]       
    port_config=e1_r2_cas
# Most of the time a path should be used for this file 
name.
    protocol_file=itu_china.r2
    CRC=enabled
    line_coding=hdb3
    line_impedance=120
    max_did_digits=4



Call Control Configuration File

October 2017 1289

T1 ISDN Port-Specific Configuration 
File Example
The following code shows an example configuration file for ports 
using T1 ISDN. The code specifies values for module number zero 
that automatically configure all the modules in the system to the 
settings in the file.

l3l4_trace=basic
l4l3_trace=basic
api_trace=verbose
internal_trace=basic
trace_file=call_control_trace.txt
max_trace_file_size=10

[module.0]
    pcm_law=mulaw
    auto_connect=true
[module.0/clock_config]
    clock_mode=master
    clock_source=TrunkA
[module.0/port.1]
    emulation=CPE
    port_config=T1_ISDN
    line_coding=B8ZS
    protocol=ATT
    max_did_digits=5
    did_timeout=10
    reject_incomplete_did=false
    default_caller_id=12344
[module.0/port.2]
    emulation=CPE
    port_config=T1_ISDN
    line_coding=B8ZS
    protocol=ATT
    max_did_digits=5
    did_timeout=10
    reject_incomplete_did=false
    default_caller_id=12344
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T1 QSIG Port-Specific Configuration 
File Example
The following code shows an example configuration file for ports 
using T1 QSIG. The code specifies values for module number zero 
that automatically configure all the modules in the system to the 
settings in the file.

l3l4_trace=basic
l4l3_trace=basic
api_trace=verbose
internal_trace=basic
trace_file=call_control_trace.txt
max_trace_file_size=10

[module.0]
  channels=46
  set_api=bfv
  auto_connect=true
  pcm_law=mulaw
[module.0/clock_config]
  clock_mode=master
  clock_source=trunka
  clock_compatibility=none
  bus_speed=2
  master_ref_fallback=disabled
  master_drive=clock_a
[module.0/port.1]
  port_config=t1_qsig
  collision_priority=B
  call_diversion_completion_timer=3000
  default_caller_id=
  did_offset=0
  disable_alerting=true
  disable_call_proceed=false
  disable_conn_ack=false
  enable_call_diversion=false
  request_aoc=false
  fractional_channel_count=-1
  fractional_start_channel=0
  did_timeout=5
  max_overlapped_digits=20
  numbering_plan=unknown
  numbering_type=unknown
  call_type=auto
  presentation=allowed
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  qsig_support=new
  sabme=true
  screening=user_not_screened
  send_dialcomplete=true
  transfer_variant=qsig
  wait_for_service_timeout=10
  emulation=slave
  line_coding=b8zs
  line_build_out=0_133
  max_did_digits=0
  reject_incomplete_did=false
[module.0/port.2]
  port_config=t1_qsig
  collision_priority=B
  call_diversion_completion_timer=3000
  default_caller_id=
  did_offset=0
  disable_alerting=true
  disable_call_proceed=false
  disable_conn_ack=false
  enable_call_diversion=false
  request_aoc=false
  fractional_channel_count=-1
  fractional_start_channel=0
  did_timeout=5
  max_overlapped_digits=20
  numbering_plan=unknown
  numbering_type=unknown
  call_type=auto
  presentation=allowed
  qsig_support=new
  sabme=true
  screening=user_not_screened
  send_dialcomplete=true
  transfer_variant=qsig
  wait_for_service_timeout=10
  emulation=slave
  line_coding=b8zs
  line_build_out=0_133
  max_did_digits=0
  reject_incomplete_did=false
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T1 Robbed Bit Signaling Port-Specific 
Configuration File Example
The following code shows an example configuration file for ports 
using T1 with robbed bit signaling. The code specifies values for 
module number zero that automatically configure all the modules in 
the system to the settings in the file.

l3l4_trace=basic
l4l3_trace=basic
api_trace=verbose
internal_trace=basic
trace_file=call_control_trace.txt
max_trace_file_size=10

[module.0]
    pcm_law=mulaw
    auto_connect=true
[module.0/clock_config]
    clock_mode=master
    clock_source=TrunkA
[module.0/port.1]
    port_config=T1_ROBBED_BIT
    protocol_file=winkstart.lec
    line_coding=B8ZS
    line_type=ESF
    max_did_digits=4
    did_timeout=10
    reject_incomplete_did=false
[module.0/port.2]
    port_config=T1_ROBBED_BIT
    protocol_file=winkstart.lec
    line_coding=B8ZS
    line_type=ESF
    max_did_digits=4
    did_timeout=10
    reject_incomplete_did=
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Examples of IP Call Control Configuration File 
This section contains several coded examples of call control 
configuration files set up to support use of an IP call control stack:

Note: Only the TR1034 and SR140 support use of an IP call control 
stack.

 Single Module, Single SIP Stack — see page 1294

 Single Module, Single H.323 Stack — see page 1296

 Multiple Modules, Single Stack — see page 1298

 Multiple Modules, Multiple Stacks — see page 1300

 Single Virtual Module, Single Stack — see page 1303

Note: If a parameter specifies a file name, specify the full path to the 
file.
For example, if the install location is C:Brooktrout/Boston
then specify the following parameter as:

protocol_file=C:/Brooktrout/Boston/config/
   analog_loopstart_us.lec

Refer to Sample Configuration Files on page 1304 for a listing of 
sample configuration files included with the Brooktrout SDK that 
provide a good starting point in your configuration. You might need 
to customize them for your system.
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Single Module, Single SIP Stack
[host_module.1]
    module_library=brktsip.dll
    enabled=true
[host_module.1/t38parameters]
    fax_transport_protocol=t38_only
    t38_fax_rate_management=transferredTCF
    t38_max_bit_rate=33600
    t38_fax_version=3

 t38_fax_udp_ec=t38UDPRedundancy
 rtp_ced_enable=true

    media_renegotiate_delay_inbound=4000
    media_renegotiate_delay_outbound=-1
    t38_fax_fill_bit_removal=false
    t38_fax_transcoding_jbig=false
    t38_fax_transcoding_mmr=false
    t38_t30_fastnotify=true
    t38_UDPTL_redundancy_depth_control=5
    t38_UDPTL_redundancy_depth_image=2
[host_module.1/parameters]
    sip_Contact=0.0.0.0:0
    sip_description_URI=http:www.brooktrout.com
    sip_default_gateway=0.0.0.0:0
    sip_email=default@brooktrout.com
    sip_From=from@brooktrout.com
    sip_Max-Forwards=20
    sip_max_sessions=30
    sip_phone=+1-4085551212
    sip_proxy_server1=
    sip_proxy_server2=
    sip_proxy_server3=
    sip_registration_interval=60
    sip_registration_server1=
    sip_registration_server2=
    sip_registration_server3=
    sip_session_description=description_brooktrout
    sip_session_name=session_brooktrout
    sip_username=brooktrout

[host_module.1/rtp]
rtp_frame_duration=20
rtp_jitter_buffer_depth=100
rtp_silence_control=inband
rtp_type_of_service=0
rtp_voice_frame_replacement=0
rtp_codec=pcmu
rtp_codec=pcma
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[module.2]
[module.2/clock_config]
    clock_source=internal
    clock_mode=master
    clock_compatibility=none

[module.2/ethernet.1]
    dhcp=disabled
    ip_address=192.168.0.100
    ip_netmask=255.255.255.0
    ip_gateway=192.168.0.1
    ip_broadcast=192.168.0.255
    ip_arp_broadcast=10
    media_port_min=1000
    media_port_max=2000
    ethernet_speed=auto
[module.2/host_cc.1]
    host_module=1
    number_of_channels=24
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Single Module, Single H.323 Stack
[host_module.1]
    module_library=brkth323.dll
    enabled=true
[host_module.1/t38parameters]
    t38_fax_rate_management=transferredTCF
    t38_max_bit_rate=14400
    t38_fax_udp_ec=t38UDPRedundancy

 rtp_ced_enable=true
    media_renegotiate_delay_inbound=4000
    media_renegotiate_delay_outbound=-1
    t38_fax_fill_bit_removal=false
    t38_fax_transcoding_jbig=false
    t38_fax_transcoding_mmr=false
    t38_t30_fastnotify=true
    t38_UDPTL_redundancy_depth_control=5
    t38_UDPTL_redundancy_depth_image=2
[host_module.1/parameters]
    h323_e164alias=5551212
    h323_e164alias=5553434
    h323_e164alias=5556767
    h323_default_gateway=208.242.16.158:1720
    h323_gatekeeper_id=
    h323_gatekeeper_ip_address=0.0.0.0:0
    h323_gatekeeper_ttl=10
    h323_h323IDalias=yourname
    h323_h323IDalias=companyname
    h323_local_ip_address=0.0.0.0:0
    h323_max_sessions=256
    h323_register=0
    h323_support_alternate_gk=0

[host_module.1/rtp]
rtp_frame_duration=20
rtp_jitter_buffer_depth=100
rtp_silence_control=inband
rtp_type_of_service=0
rtp_voice_frame_replacement=0
rtp_codec=pcmu
rtp_codec=pcma

[module.2]
[module.2/clock_config]
    clock_source=internal
    clock_mode=master
    clock_compatibility=none
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[module.2/ethernet.1]
    ip_address=192.168.0.100
    ip_netmask=255.255.255.0
    ip_gateway=192.168.0.1
    ip_broadcast=192.168.0.255
    ip_arp_timeout=600
    media_port_min=56000
    media_port_max=57000
    ethernet_speed=auto
[module.2/host_cc.1]
    host_module=1
    number_of_channels=24
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Multiple Modules, Single Stack
[host_module.1]
    module_library=brktsip.dll
    enabled=true
[host_module.1/t38parameters]
    t38_fax_rate_management=transferredTCF
    t38_max_bit_rate=14400
    t38_fax_udp_ec=t38UDPRedundancy
  rtp_ced_enable=true
    media_renegotiate_delay_inbound=4000
    media_renegotiate_delay_outbound=-1
    t38_fax_fill_bit_removal=false
    t38_fax_transcoding_jbig=false
    t38_fax_transcoding_mmr=false
    t38_t30_fastnotify=true
    t38_UDPTL_redundancy_depth_control=5
    t38_UDPTL_redundancy_depth_image=2

[host_module.1/rtp]
rtp_frame_duration=20
rtp_jitter_buffer_depth=100
rtp_silence_control=inband
rtp_type_of_service=0
rtp_voice_frame_replacement=0
rtp_codec=pcmu
rtp_codec=pcma

[host_module.1/parameters]
    sip_Contact=0.0.0.0:0
    sip_description_URI=http:www.brooktrout.com
    sip_default_gateway=0.0.0.0:0
    sip_email=default@brooktrout.com
    sip_From=from@brooktrout.com
    sip_Max-Forwards=20
    sip_max_sessions=30
    sip_phone=+1-4085551212
    sip_proxy_server1=
    sip_proxy_server2=
    sip_proxy_server3=
    sip_registration_interval=60
    sip_registration_server1=
    sip_registration_server2=
    sip_registration_server3=
    sip_session_description=description_brooktrout
    sip_session_name=session_brooktrout
    sip_username=brooktrout
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[module.2]
[module.2/clock_config]
    clock_source=internal
    clock_mode=master
    clock_compatibility=none
[module.2/ethernet.1]
    ip_address=192.168.0.100
    ip_netmask=255.255.255.0
    ip_gateway=192.168.0.1
    ip_broadcast=192.168.0.255
    ip_arp_timeout=600
    media_port_min=56000
    media_port_max=57000
    ethernet_speed=auto
[module.2/host_cc.1]
    host_module=1
    number_of_channels=24

[module.3]
[module.3/clock_config]
    clock_source=internal
    clock_mode=master
    clock_compatibility=none
[module.3/ethernet.1]
    ip_address=192.168.0.100
    ip_netmask=255.255.255.0
    ip_gateway=192.168.0.1
    ip_broadcast=192.168.0.255
    ip_arp_timeout=600
    media_port_min=56000
    media_port_max=57000
    ethernet_speed=auto
[module.3/host_cc.1]
    host_module=1
    number_of_channels=24
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Multiple Modules, Multiple Stacks
[host_module.1]
    module_library=brktsip.dll
    enabled=true

[host_module.1/t38parameters]
    t38_fax_rate_management=transferredTCF
    t38_max_bit_rate=14400
    t38_fax_udp_ec=t38UDPRedundancy

 rtp_ced_enable=true
    media_renegotiate_delay_inbound=4000
    media_renegotiate_delay_outbound=-1
    t38_fax_fill_bit_removal=false
    t38_fax_transcoding_jbig=false
    t38_fax_transcoding_mmr=false
    t38_t30_fastnotify=true
    t38_UDPTL_redundancy_depth_control=5
    t38_UDPTL_redundancy_depth_image=2

[host_module.1/rtp]
rtp_frame_duration=20
rtp_jitter_buffer_depth=100
rtp_silence_control=inband
rtp_type_of_service=0
rtp_voice_frame_replacement=0
rtp_codec=pcmu
rtp_codec=pcma

[host_module.1/parameters]
    sip_Contact=0.0.0.0:0
    sip_description_URI=http:www.brooktrout.com
    sip_default_gateway=0.0.0.0:0
    sip_email=default@brooktrout.com
    sip_From=from@brooktrout.com
    sip_Max-Forwards=20
    sip_max_sessions=30
    sip_phone=+1-4085551212
    sip_proxy_server1=
    sip_proxy_server2=
    sip_proxy_server3=
    sip_registration_interval=60
    sip_registration_server1=
    sip_registration_server2=
    sip_registration_server3=
    sip_session_description=description_brooktrout
    sip_session_name=session_brooktrout
    sip_username=brooktrout
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[host_module.2]
    module_library=brkth323.dll
    enabled=true
[host_module.2/t38parameters]
    t38_fax_rate_management=transferredTCF
    t38_max_bit_rate=14400
    t38_fax_udp_ec=t38UDPRedundancy
  rtp_ced_enable=true
    media_renegotiate_delay_inbound=4000
    media_renegotiate_delay_outbound=-1
    t38_fax_fill_bit_removal=false
    t38_fax_transcoding_jbig=false
    t38_fax_transcoding_mmr=false
    t38_t30_fastnotify=true
    t38_UDPTL_redundancy_depth_control=5
    t38_UDPTL_redundancy_depth_image=2

[host_module.2/rtp]
rtp_frame_duration=20
rtp_jitter_buffer_depth=100
rtp_silence_control=inband
rtp_type_of_service=0
rtp_voice_frame_replacement=0
rtp_codec=pcmu
rtp_codec=pcma

[host_module.2/parameters]
    h323_e164alias=5551212
    h323_e164alias=5553434
    h323_e164alias=5556767
    h323_default_gateway=0.0.0.0:0
    h323_gatekeeper_id=
    h323_gatekeeper_ip_address=0.0.0.0:0
    h323_gatekeeper_ttl=10
    h323_h323IDalias=yourname
    h323_h323IDalias=companyname
    h323_local_ip_address=0.0.0.0:0
    h323_max_sessions=256
    h323_register=0
    h323_support_alternate_gk=0

[module.2]
[module.2/clock_config]
    clock_source=internal
    clock_mode=master
    clock_compatibility=none
[module.2/ethernet.1]
    dhcp=disabled
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    ip_address=192.168.0.100
    ip_netmask=255.255.255.0
    ip_gateway=192.168.0.1
    ip_broadcast=192.168.0.255
    ip_arp_broadcast=10
    media_port_min=1000
    media_port_max=2000
    ethernet_speed=auto
[module.2/host_cc.1]
    host_module=1
    number_of_channels=24

[module.3]
[module.3/clock_config]
    clock_source=internal
    clock_mode=master
    clock_compatibility=none
[module.3/ethernet.1]
    dhcp=disabled
    ip_address=192.168.0.100
    ip_netmask=255.255.255.0
    ip_gateway=192.168.0.1
    ip_broadcast=192.168.0.255
    ip_arp_broadcast=10
    media_port_min=1000
    media_port_max=2000
    ethernet_speed=auto
[module.3/host_cc.2]
    host_module=2
    number_of_channels=24
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Single Virtual Module, Single Stack
[module.41]
# This parameter should be modified to point to the correct location of the
# bostvb.dll

    vb_firm=C:\Brooktrout\Boston\fw\bostvb.dll

# This parameter should be set to the number of channels licensed for the
# SR140 product

    channels=4

[module.41/ethernet.1]
       ip_interface=
       media_port_min=56000
       media_port_max=57000
[module.41/host_cc.1]
       host_module=1
       number_of_channels=4
[host_module.1]
    module_library=brktsip.dll
    enabled=true
[host_module.1/t38parameters]
    t38_fax_rate_management=transferredTCF
    t38_max_bit_rate=14400
    t38_fax_udp_ec=t38UDPRedundancy
  rtp_ced_enable=true
    media_renegotiate_delay_inbound=1000
    media_renegotiate_delay_outbound=2000
    t38_fax_fill_bit_removal=false
    t38_fax_transcoding_jbig=false
    t38_fax_transcoding_mmr=false
    t38_t30_fastnotify=true
    t38_UDPTL_redundancy_depth_control=5
    t38_UDPTL_redundancy_depth_image=2

[host_module.1/rtp]
rtp_frame_duration=20
rtp_jitter_buffer_depth=100
rtp_silence_control=inband
rtp_type_of_service=0
rtp_voice_frame_replacement=0
rtp_codec=pcmu
rtp_codec=pcma

[host_module.1/parameters]
    sip_Contact=0.0.0.0:0
    sip_description_URI=http:www.brooktrout.com
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    sip_default_gateway=0.0.0.0:0
    sip_email=default@brooktrout.com
    sip_From=from@brooktrout.com
    sip_Max-Forwards=20
    sip_max_sessions=30
    sip_phone=+1-4085551212
    sip_proxy_server1=
    sip_proxy_server2=
    sip_proxy_server3=
    sip_registration_interval=60
    sip_registration_server1=
    sip_registration_server2=
    sip_registration_server3=
    sip_session_description=description_brooktrout
    sip_session_name=session_brooktrout
    sip_username=brooktrout

Sample Configuration Files
The following are sample configuration files (with brief descriptions) 
that provide a good starting point for your configuration. You might 
need to customize them for your system. 

Several call control configuration files, for example "callctrl.cfg", are 
provided in the config directory for some of the most common 
configurations. 

The .lec, .qslac, and .r2 files may also be required for use for call 
control configuration. They are referred to by name from within the 
call control configuration files. For a quick start, copy all files to a 
test directory and then choose the files to configure.

callctrl.cfg

This is an all-in-one file that contains examples for several different 
types of boards. All of the configuration lines have been commented 
out. You should uncomment the lines that are appropriate for your 
configuration.

callctrl_analog.cfg

8 loop-start analog ports

Each port connected to a logical channel
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callctrl_bri.cfg

BRI

All BRI channels are connected through to the logical channels.

callctrl_did.cfg

DID

4 winkstart analog DID ports

All DID channels are connected through to the logical channels.

callctrl_e1.cfg

E1

Robbed Bit Signaling

H.100 bus master

HDB3

120 Ohms

All E1 timeslots are connected through to the logical channels.

callctrl_e1_isdn.cfg

E1

ISDN

Bus master

HDB3

All E1 timeslots are connected through to the logical channels.
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callctrl_e1_qsig.cfg

E1

QSIG

Bus master

HDB3

All QSIG timeslots are connected through to the logical channels.

callctrl_h323.cfg

 Board based with host based H.323 stack

 t.38

callctrl_h323_hbf.cfg

Host based H.323

t.38

callctrl_r2.cfg

R2 CAS

HDB3

CRC

120-Ohm

Bus master

All E1 timeslots are connected through to the logical channels.

callctrl_sip.cfg

Board based with host based SIP stack

t.38
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callctrl_sip_hbf.cfg

Host based SIP

t.38

callctrl_t1.cfg

T1

Robbed Bit Signalling

E&M wink start

Bus master

Extended Superframe (ESF)

B8ZS

All T1 timeslots are connected through to the logical channels.

callctrl_t1_isdn.cfg

T1

ISDN

Bus master

Extended Superframe (ESF)

B8ZS

All T1 timeslots are connected through to the logical channels.

callctrl_t1_qsig.cfg

T1

QSIG

Bus master

HDB3

All QSIG timeslots are connected through to the logical channels.
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Routing Table Configuration File

The optional routing table configuration file is an ASCII file that 
contains one or more routing rules which define how inbound calls 
should be routed. The routing_table parameter in the Call 
Control Configuration File (see page 1158) specifies the path and 
filename of the routing table configuration file.

This section describes the content of the routing table configuration 
file as follows:

 Routing Table Configuration File Format

 Routing Rule Parameters

 Examples of Routing Table Configuration Files

Note: The Routing Table Configuration file only supports routing 
rules for inbound calls using the SIP IP call control protocol 
and can only route these calls to channels on SR140 modules.
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Routing Table Configuration File Format
The general format of the file is:

Routing Rule Parameters Parameters that specify routing rule settings.

[routing.#]
   channel=XXXX
   called_address=XXXX
   calling_address=XXXX

All routing rule indexes and channel numbers are specified as 
decimal numbers. Text strings are not case sensitive and only use 
ASCII format. Comment lines in the file should start with a ‘;’ 
(semicolon) or a ‘#’ (pound or number) symbol.

routing.# The routing keyword allows users to specify the start of a new 
routing rule in the routing table configuration file.

Each routing rule has a 1-based index associated with it. Routing 
rules also have a priority associated with them with 
[routing_rule.1] being the highest priority, [routing_rule.2] 
being the second highest priority, etc.

When an inbound SIP call is received and inbound call routing is 
enabled, an attempt will be made to match the call to one of the 
configured routing rules starting with the highest priority routing 
rule and ending with the lowest priority routing rule. If a match is 
found, the call will be routed to the SR140 channel that's been 
waiting the longest for an inbound call and is assigned to the routing 
rule.

Within the routing table configuration file, the routing rules do not 
need to be specified in consecutive order.
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For example, the routing rules could be specified in a configuration 
file in the following order: 1, 2, 99:

[routing_rule.1]
.
.
.
[routing_rule.2]
.
.
.
[routing_rule.99]
.
.
.

A maximum of 100 routing rules may be specified in a routing table 
configuration file.



Routing Table Configuration File

October 2017 1311

Routing Rule Parameters
Set the following parameters to define configuration information 
that applies to the routing rule (routing.#).

Parameter Value
channel The channel parameter is required for all valid routing rules and 

allows users to specify an SR140 channel or range of SR140 channels 
that a routing rule applies to. When a single channel is specified, the 
format for the channel parameter is:

channel=<number>

When a range of channels is specified, the format is:

channel=<min> - <max>

A routing rule can have channel parameter values that overlap 
channels specified for a different routing rule. For example, 
[routing_rule.1] could specify channels 0 through 4 and 
[routing_rule.2] could specify channels 3 through 4.

If a routing rule is encountered that doesn't have a channel 
parameter specified, the routing rule will be considered invalid and 
won't be used at runtime to route inbound calls. The Boston Host 
Service will not treat this as a severe error and will successfully 
initialize when one or more invalid routing rules are detected.

If, during initialization, all of the specified routing rules are 
determined to be invalid, then the Boston Host Service will initialize 
successfully with inbound call routing functionality disabled.

Range: 0 through 512

Default: N/A

Note: While the maximum supported channel number for routing 
rules is 512, the maximum valid channel number for any 
specific configuration is the highest ordinal number for an 
SR140 channel. For example, if a system has two SR140 
modules in a system with each module configured for 4 
channels, then the valid range of channel parameter values 
would be 0 to 7.
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called_address The called_address parameter allows users to specify a string 
containing a pattern to use when matching inbound calls to routing 
rules. The called address of an inbound SIP call is extracted from the 
To SIP header. For example, if an inbound SIP call contains the 
following To header:

To: <sip:1001@10.128.22.6:5060>

The called address of the call would be “1001” and this is what the 
pattern specified by the called_address parameter of a routing rule 
would be matched against.

The pattern specified for the called_address parameter value can 
consist of any of the decimal digits (0, 1, 2, 3, 4, 5, 6, 7, 8, 9) as well as 
the special characters identified in the following table:

Dial Plan Character        Character Description

             x or X                       Matches any digit from 0-9

                 [                            Specify start of digit range

                 -                            Specify range of digits

                 ]                            Specify end of digit range

Match ranges are created using [min-max]. A left bracket, hyphen (-) 
and a right bracket are required. Minimum and maximum values 
may range from 0 through 9. Brackets may be repeated, but not 
nested.

An empty called_address string (or a routing rule where the 
called_address parameter isn't specified) indicates that the 
called_address information associated with the inbound call should 
not be checked against this parameter setting. If the inbound call 
matches the calling_address pattern of a routing rule and the 
called_address parameter value for the same routing rule is an 
empty string, this would constitute a match and the call would be 
routed to one of the SR140 channels associated with this routing 
rule.

A routing rule that has both the called_address and calling_address 
parameters set to empty strings is invalid and will not be used at 
runtime for routing inbound calls.

Range: 1-255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string)

Parameter Value
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calling_address The calling_address parameter allows users to specify a string 
containing a pattern to use when matching inbound calls to routing 
rules. The calling address of an inbound SIP call is extracted from 
the From SIP header. For example, if an inbound SIP call contains 
the following From header:

From: <sip:7814499009@10.128.22.6:5060>;tag=XXXXXX

The calling address of the call would be “7814499009” and this is 
what the pattern specified by the calling_address parameter of a 
routing rule would be matched against.

The pattern specified for the calling_address parameter value can 
consist of any of the decimal digits (0, 1, 2, 3, 4, 5, 6, 7, 8, 9) as well as 
the special characters identified in the following table:

Dial Plan Character        Character Description

             x or X                       Matches any digit from 0-9

                 [                            Specify start of digit range

                 -                            Specify range of digits

                 ]                            Specify end of digit range

Match ranges are created using [min-max]. A left bracket, hyphen (-) 
and a right bracket are required. Minimum and maximum values 
may range from 0 through 9. Brackets may be repeated, but not 
nested.

An empty calling_address string (or a routing rule where the 
calling_address parameter isn't specified) indicates that the 
calling_address information associated with the inbound call should 
not be checked against this parameter setting. If the inbound call 
matches the called_address pattern of a routing rule and the 
calling_address parameter value for the same routing rule is an 
empty string, this would constitute a match and the call would be 
routed to one of the SR140 channels associated with this routing 
rule.

A routing rule that has both the called_address and calling_address 
parameters set to empty strings is invalid and will not be used at 
runtime for routing inbound calls.

Range: 1-255 characters

Value Type: character string (up to 256 characters)

Default: <blank> (empty string)

Parameter Value
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Examples of Routing Table Configuration Files
This section contains an example of a routing table configuration file 
set up to specify inbound call routing rules:

 Routing Rules for Eight Channel Configuration
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Routing Rules for Eight Channel 
Configuration
The following routing table configuration file example contains valid 
routing rules for a system that has 8 SR140 channels configured:

# Rule to match inbound calls that have a called
# address of "1001" and calling address that's
# 10 digits long and starts with "781449".
# Route matching calls to SR140 channel 0
[routing.1]
   channel 0
   called_address = "1001"
   calling_address= "781449XxXx"
# Rule to match inbound calls that have a called
# address that's 4 digits long and begins with '2'
# and ends with '5'. Ignore the calling address
# when checking if the inbound call matches this
# routing rule. Route matching calls to SR140
# channels 0 or 1.
[routing.2]
   channel 0-1
   called_address = "2xx5"
   calling_address =""
# Rule to match inbound calls that have a called
# address that's 4 digits long and begins with
# either '2' or '3' and ends with "234" (i.e.
# "2234" or "3234"). The calling address must also
# be 10 digits long and start with "973". Route
# matching calls to SR140 channels 2, 3, 4, or 5.
[routing.3]
   channel 2-5
   called_address = "[2-3]234"
   calling_address="973xxxXXXX"
# Rule to match inbound calls that have a called
# address that's 4 digits long and begins with
# '4'. The second digit must be '0', '1', '2',
# '3' or '4'. The third digit must be '8' or
# '9' and the fourth digit must be '5', '6', '7',
# '8' or '9'. The calling address must also be 11
# digits long and set to "18007554444". Route
# matching calls to SR140 channels 0 thru 7.
[routing.4]
   channel 0-7
   called_address="4[0-4][8-9][5-9]"
   calling_address="18007554444"
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# Rule to match inbound calls that have a called
# address that's 7 digits long. Since the
# calling_address parameter isn't specified for
# this routing rule, ignore the calling address
# when checking if the inbound call matches this
# routing rule. Route matching calls to SR140
# channel 4. Note that routing rule indexes do
# not have to be consecutive.
[routing.50]
   channel 4
   called_address="XXXXXXX"
# Rule to match inbound calls that have a calling
# address that's 11 digits long and begins with
# "1781". Since the called_address parameter
# isn't specified for this routing rule, ignore
# the called address when checking if the inbound
# call matches this routing rule. Route matching
# calls to SR140 channels 3 thru 7.
[routing.60]
   channel 3-7
   calling_address="1781xxxxxxx"
# Rule to match inbound calls that have a calling
# address that's 7 digits long and begins with
# '4' followed by '7', '8' or '9'followed by '1'
# or '2' followed by 4 other digits. (e.g. 4712468
# or 4821357). Since the called_address parameter
# is set to an empty string, ignore the called
# address when checking if the inbound call
# matches this routing rule. Route matching calls
# to SR140 channel 6.
[routing.100]
   channel 6
   called_address=""
   calling_address="4[7-9][1-2]XXXX"
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SRTP Configuration File

The srtp_config_filename in the Call Control Configuration 
File (see page 1158) specifies the path and filename of the SRTP 
configuration file.

This section describes the content of the SRTP configuration file. 
This file is an ASCII file that contains key parameters and values 
used to configure SRTP.

Key Name Description

srtp_accept With SRTP enabled, the SR140 can be configured to reject SRTP by 
setting this parameter to FALSE.

The following are the allowable parameter values: 

TRUE     Both RTP and SRTP streams accepted.

FALSE     RTP only accepted.

Default: TRUE

srtp_enforce With SRTP enabled, the SR140 can be configured to reject RTP by 
setting this parameter to TRUE.

The following are the allowable parameter values: 

TRUE     SRTP only accepted.

FALSE     Both RTP and SRTP streams accepted.

Default: TRUE

srtp_crypto_suite The crypto-suite field is an identifier that describes the encryption and 
authentication algorithm used for SRTP.

Default: AES_CM_128_HMAC_SHA1_80

srtp_master_key_len The length (in bits) of the master key. The only value currently 
supported is 128 for use with AES_CM_128_HMAC_SHA1.

Default: 128

srtp_salting_key_len The length in bits of the master salt key. The only value currently 
support is 112.

Default: 112

srtp_num_keys The number of master keys generated and associated with each 
outgoing SRTP stream.

Default: 1
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srtp_mki_len The length in bytes of the Master Key Identifier (MKI) associated with 
the SRTP master key.

Default: 4

srtp_lifetime The lifetime of the master keys, that is, the maximum number of SRTP 
packets that need to be secured with the master key. Default is 48, 
corresponding to a lifetime of 2^48.

Default: 48

srtcp_lifetime The lifetime of the master keys, that is, the maximum number of 
SRTCP packets that need to be secured with the master key. Default is 
31, corresponding to a lifetime of 2^31.

Default: 31

srtp_kdr The Key Derivation Rate (KDR) is the rate at which session keys are 
derived from the master key and master salt key. If KDR is set to 0, the 
key is derived only once. This field takes an integer value in the range 
1 to 24, which corresponds to a KDR value in the range 2^1 to 2^24.

The following are the allowable parameter values: 

TRUE     Both RTP and SRTP streams accepted.

FALSE     RTP only accepted.

Range: 0 (No MKI), 1 - 24

Default: 0

srtp_window_size A parameter that protects against replay attacks (that is, the 
capturing of a packet and later reinsertion into a stream).

Range: 64 - 256

Default: 64

srtp_unencrypted_flag Enables or disables the encryption of SRTP packets or the use of the 
NULL cipher in SRTP.

The following are the allowable parameter values: 

TRUE     SRTP messages are not encrypted.

FALSE     SRTP are encrypted.

Default: FALSE

srtcp_unencrypted_flag Enables or disables the encryption of SRTCP packets or the use of the 
NULL cipher in SRTCP.

The following are the allowable parameter values: 

TRUE     SRTCP messages are not encrypted.

FALSE     SRTCP are encrypted.

Default: FALSE

Key Name Description
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srtp_unauthenticated_flag Enables or disables SRTP authentication.

The following are the allowable parameter values: 

TRUE     SRTP messages are not authenticated.

FALSE     SRTP messages are authenticated.

Default: FALSE

Key Name Description
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TLS Configuration File

The tls_config_filename in the Call Control Configuration File 
(see page 1158) specifies the path and filename of the TLS 
configuration file.

This section describes the content of the TLS configuration file.

Key Name Description

sip_tls_method TLS mode version.

The following are the allowable parameter values: 

tls1.2

tls1.1

tls1.0

sslv3

Default: tls1.2

local_rsa_private_key_filena
me

Full path and filename of the RSA private key.

FULLPATH    Contains the full path to the TLS configuration file.

Default: character string

local_rsa_private_key_passw
ord

Password for the RSA certificate.

Value Type: character string

Default: null

local_rsa_cert_filename Full path and filename of the RSA certificate.

FULLPATH    Contains the full path to the TLS configuration file.

Value Type: character string

local_dss_private_key_filena
me

Full path and filename of the DSS private key.

FULLPATH    Contains the full path to the TLS configuration file.

Value Type: character string

local_dss_private_key_passw
ord

Password for the DSS certificate.

Value Type: character string

Default: null

local_dss_cert_filename Full path and filename of the DSS certificate.

FULLPATH    Contains the full path to the TLS configuration file.

Value Type: character string
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ca_cert_number Number of root CA certificates.

Range: 0 - 128

Default: 0

ca_cert_filename Full path and filename of the root CA certificate.

FULLPATH    Contains the full path to the TLS configuration file.

Value Type: character string

chain_cert_number Number of chained certificates.

Range: 0 - 128

Default: 0

chain_cert_filename Full path and filename of the chained certificate.

FULLPATH    Contains the full path to the TLS configuration file.

Value Type: character string

crl_number Number of certificate revocation list files.

Range: 0 - 128

Default: 0

crl_filename Full path and filename of the certificate revocation list.

FULLPATH    Contains the full path to the TLS configuration file.

Value Type: character string

local_cipher_suite Local cipher suite string. This string defines the allowed local cipher 
suites to be used by the SR140. See Volume 6, Appendix I, SR140 
Security Capabilities for further details.

Default: "ALL:!EXPORT:!LOW:!aNULL:!eNULL:!SSLv2"

dh_param_512_filename Filename to override generation of new DH key. Filename points to a 
PEM format file that contains DH parameters with 512-bit key.

Default: SR140 will use the pre-build default DH parameters for DH 
key exchanger ciphers.

dh_param_1024_filename Filename to override generation of new DH key. Filename points to a 
PEM format file that contains DH parameters with 1024-bit key.

Default: SR140 will use the pre-build default DH parameters for DH 
key exchanger ciphers.

dh_param_2048_filename Filename to override generation of new DH key. Filename points to a 
PEM format file that contains DH parameters with 2048-bit key.

Default: SR140 will use the pre-build default DH parameters for DH 
key exchanger ciphers.

Key Name Description
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session_id An application may optionally enable server session caching by setting 
session_id string. If the string is set, the SR140 will enable session 
caching on server side and session identifier will be provided to client 
during handshake. During a new handshake, if session_id in 
ClientHello is non-empty, the SR140 will look up the session cache for 
a match and resume a session if possible. The session timeout is 300 
seconds and currently not configurable. Server session cache 
terminates when the host module is terminated.

Default value of session_id is NULL and server returns an empty 
session_id to indicate that the session will not be cached and therefore 
cannot be resumed.

Default: NULL

client_cert_required During TLS handshake, TLS server may optionally require client 
certificate for mutual authentication. If enabled and the client fails to 
present its certificate or certificate verification fails, the handshake 
will fail.

The following are the allowable parameter values: 

TRUE     Application requires client certificate.

FALSE     Application does not require client certificate.

Default: FALSE

allow_self_signed_certs Allow the usage of self-signed certificates.

The following are the allowable parameter values: 

TRUE     Allow self-signed certificates.

FALSE     Do not allow self-signed certificates.

Default: FALSE

Key Name Description
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Parameters for Technical Support Purposes

The Bfv API provides the following parameters that might be used 
when getting help from Dialogic Technical Services and Support. 
These parameters should never be used unless explicitly directed to 
do so by Dialogic Technical Services and Support. If directed to use 
one of these parameters, enter the parameter and its value into the 
user-defined configuration file (see page 1140).

Parameter Purpose
adpcm_exp Directs how the firmware handles certain distortions in the data during 

playback of ADPCM (ADPCM expansion).

0  Bias removal.

1 High pass filter and bias removal.

2 "Leak" correction mode.

Range: 0, 1, 2

Value Type: decimal

Default: 1

cp_silence_duration Specifies the length of time in ms for a SILENCE call progress value to 
be generated when using CALL_PROTOCOL_VOICE or 
CALL_PROTOCOL_VOICE_NO_RAW.

Unit: ms

Value Type: decimal

Default: 8000
debug_control Turns on firmware debugging features. Supply two values – a facility 

number and a debug value. The debug_control and debug_var_control 
parameters may appear up to four times.

Value Type: hexadecimal

Default: none
debug_var_control Sets firmware debugging variables. Supply three values - a facility 

number, a variable ID, and a debug value. The debug_var_control and 
debug_control parameters may appear up to four times. 

Value Type: hexadecimal

Default: none
dtmf_rdelta Defines allowed fluctuations of the DTMF level.

Range: 0 – 10

Value Type: decimal

Default: 0
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error_enable Turns error detection on (1) or off (0) during fax reception in non-ECM 
mode.

Range: 0 to 1

Value Type: decimal

Default: 1 (enabled)
post_dialing_enable Enables or disables the feature for post-dialing of DTMF digits. See 

BfvLineOriginateCall args.phonenum for a description of this feature.

0 Turns post-dialing off.

1 Turns post-dialing on.

Range: 0 or 1 

Value Type: decimal

Default: 1

play_cdm Stops dynamic range control (DRC), gain, and preemphasis together if 
set to 0.

Range: 0 or 1

Value Type: decimal

Default: 1

play_drc Specifies whether dynamic range control (DRC) is on during speech 
playback.

0 DRC off.

1 DRC on.

Range: 0 or 1

Value Type: decimal

Default: 1

play_preemph Specifies the mode for high frequency preemphasis during speech 
playback.

0 Preemphasis is off.

1 Preemphasis version 1 is used.

2 Preemphasis version 2 is used.

The Bfv API performs pre-emphasis during playback. A pre-emphasis 
filter processes the outgoing signal, changing its frequency 
characteristics. The filter amplifies high frequency components of the 
outgoing signal, with the larger filter numbers indicating greater 
amplification. Preemphasis compensates for the loss of high frequencies 
that sometimes happens on analog lines. For T1, always select 0.

Range: 0, 1, 2

Value Type: decimal

Default: 0

Parameter Purpose
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T2_timer Specifies the length of the T2 timer. The ITU-T (previously CCITT) T.30 
specification contains the definition for the T2 timer. If this keyword is 
not in the user configuration file or has a value of 0 the T2 timer will use 
a default value of 6 seconds for PSTN and G.711 RTP and a default 
value of 6.95 seconds for T.38. If this keyword has a value from 3000 to 
90000 ms the T2 timer will use this value for the T2 timeout.

Unit: ms

Range: 0 and 3000 - 90000

Value Type: decimal

Default: 0

t4_recv_timer Specifies the length of the T4 timer. It is used to set the T4 timer on the 
answer side if it is set to a non-zero value in the user configuration file. 
See the keyword t4_timer_mode for more information. The ITU-T 
(previously CCITT) T.30 specification contains the definition for the T4 
timer.

Unit: ms

Range: 0 and 3000 - 15000

Value Type: decimal

Default: 0

t4_xmit_timer Specifies the length of the T4 timer. It is used to set the T4 timer on the 
originate side if it is set to a non-zero value in the user configuration file. 
See the keyword t4_timer_mode for more information. The ITU-T 
(previously CCITT) T.30 specification contains the definition for the T4 
timer.

Unit: ms

Range: 0 and 3000 - 15000

Value Type: decimal

Default: 0

t4_increment Specifies the T4 timer increment value used for mode 1 (see 
t4_timer_mode) for the T4 timer initialization.

Unit: ms

Range: 100 - 1000

Value Type: decimal

Default: 500

Parameter Purpose
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t4_timer_mode Specifies the mode for the T4 timer.

Mode 0 uses adaptation with a fixed 500 ms increment. If the value for 
t4_recv_timer on the answer side or t4_xmit_timer on the originate side 
is set to a non-zero value, adaptation is disabled. 

Mode 1 uses a programmable  increment for the T4 timer initialization. 
The t4_increment value is used for initializing the second T4 timer 
depending on the value of t4_recv_timer on the answer side, 
t4_xmit_timer on the originate side, the media type, and automatic or 
manual fax operation. Adaptation is always disabled for this mode.

Mode 2 allows the host application to adapt the T4 timer value via an 
API function. In this mode, the firmware will send an event (see the 
function BfvFaxT4TimerParams(lp, args)) to the host which informs 
the host application of the attempt number which just took place, the 
duration to receive the last response or the T4 timeout value if no 
response is received, the current value of the T4 timer setting and the 
T4 timeout flag indicating if a response was received or the T4 timer 
expired. The host application can then set the T4 timer value (limited by 
the firmware to 3,000 to 15,000 ms) with the BfvFaxT4TimerParams 
API function for the next command response exchange.

Unit: unitless

Range: 0 - 2

Value Type: decimal

Default: 0

ud_reset_timer Specifies a value that determines whether the DSP watchdog is enabled 
on digital TR1034 boards.

0 Off.

1 On.

Range: 0 or 1

Value Type: decimal

Default: 0

v34_transmit_only Specifies a value that determines whether the application transmits and 
receives in V.34 mode or only transmits in V.34 mode (fax reception 
occurs in V.17 mode). To use this parameter, you must set the 
v34_enabled parameter (see page 1156) to a value of 1 (enabled) and 
enable the V34Enab feature key value.

0 Allows reception and transmission in V.34 mode.

1 Only allows transmission in V.34 mode.

Range: 0 or 1

Value Type: decimal

Default: 0

Parameter Purpose
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B - Bfv API Structures

This appendix provides details about data structures used within the 
Bfv API.

It has the following sections:

 Address Structure
 Result Structures
 DCS and DIS/DTC Info Structures
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Address Structure
Several functions and macros use the type MILL_ADDR, which is a 
structure representing a Millennium (TR1000 Series board) address. 
It contains the following fields:

typedef struct {
    unsigned char mm_bFacility;
    unsigned char mm_bChannel;
    unsigned char mm_bModule;
    unsigned char mm_bMachine;
} MILL_ADDR;

The facility, channel, module, and machine components of an address 
are represented by the similarly named components of the structure.



Result Structures

October 2017 1329

Result Structures
The following result structures and their return values are used by 
many functions:

typedef struct {

    int status;

    int line_status;

} RES;

typedef struct {

    int call_type;

    char dest_id[MAX_DID];

    /* The rest are ISDN only */

#define called_party_number dest_id

    char called_party_subaddress[MAX_DID];

    char calling_party_number[MAX_DID];

    char calling_party_subaddress[MAX_DID];

    char redir_number[MAX_DID];

    int redir_reason;

    char name_ident;

    int name_char_set;

    char connected_num[MAX_CONN_NUM];

} CALL_RES;

typedef struct {

    char remote_id[21];

    unsigned char nsf_nss_frame[MAX_NSF];

    char subaddress[21];

    char password[21];

    char selective_polling[21];

} INFO_RES;
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typedef struct {

    int page_complete_type;

    int continue_breaks;

    unsigned ascii_bytes;

    unsigned bad_lines;

    unsigned total_lines;

    unsigned total_rcv;

    unsigned bit_rate;

    unsigned page_status;

    unsigned char pc_fifo[PC_FIFO_NBYTES];

    unsigned sig_level;

    unsigned line_noise;

    unsigned sig_quality;

    unsigned char lp_fifo[LP_FIFO_NBYTES];

    unsigned char confirm_value;

    int direction;

    int resolution;

    int width;

    unsigned long eff_page_type;

    struct page_res *next;

    unsigned bad_lines_NS;

    unsigned bad_lines_N23;

    unsigned bad_lines_N4;

    unsigned num_ECM_frames;

    unsigned num_PPR;

    unsigned num_PPR_NS;

    unsigned num_PPR_N23;

    unsigned num_PPR_N4;

    unsigned time_t4;

    unsigned time_training;

    unsigned iaf_initial_speed;

    unsigned iaf_final_speed;

} PAGE_RES;

typedef struct {

    int number_of_pages;
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    int bad_pages;

    char remote_id[21];

    long duration;

    PAGE_RES *reslist_head;

    PAGE_RES *reslist_tail;

    unsigned initial_bit_rate;

    unsigned ffom;

    unsigned time_t1;

    unsigned time_t38;

    unsigned termination_phase;

    unsigned count_RTP;

    unsigned count_RTN;

    unsigned count_CRP;

    unsigned count_CTC;

    enum TRxMediaType media_type;

    unsigned RTPRcvrPackets;

    unsigned RTPSenderPackets;

    unsigned RTPRcvrLostPackets;

    unsigned RTPRcvrLostPackets_NS;

    unsigned RTPRcvrLostPackets_N23;

    unsigned RTPRcvrLostPackets_N4;

    unsigned RTPRcvrJitter;

    unsigned RTPRcvrOOSPackets;

    unsigned RTPRcvrRedundancyLevel;

    unsigned T38RcvrPackets;

    unsigned T38RcvrOctets;

    unsigned T38SenderPackets;

    unsigned T38SenderOctets;

    unsigned T38RcvrLostPackets;

    unsigned T38RcvrLostPackets_NS;

    unsigned T38RcvrLostPackets_N23;

    unsigned T38RcvrLostPackets_N4;

    unsigned T38RcvrOOSPackets;

    unsigned T38RcvrUsedRedundacy;

    unsigned T38RcvrImageRedundancyLevel;
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    unsigned T38RcvrControlRedundancyLevel;

int RTPRcvrClockSkew; 

} FAX_RES;
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RES Structure Parameters
The RES structure is used by many functions to return status 
information to the caller. In addition, the RES, INFO_RES, and 
FAX_RES structures are embedded in the args_fax structure. 

The possible res.status values are:

BT_STATUS_OK

In some cases the res.line_status value gives more information 
about the results. When the status value is BT_STATUS_OK, no 
associated line_status value exists for most functions. However, 
where noted, certain functions (for example, 
BfvLineOriginateCall) set the line_status value for 
BT_STATUS_OK.

BT_STATUS_ERROR

When the status value is BT_STATUS_ERROR, line_status gives 
more detailed information about the error that occurred. Possible 
res.line_status values for BT_STATUS_ERROR are:

BT_STATUS_OK
Normal return.

0

BT_STATUS_ERROR
Error return.

2

BT_STATUS_ERROR_DIAL
Dialing error.

3

BT_STATUS_ERROR_HANGUP
Hangup error.

4

BT_STATUS_USER_TERMINATED
User function caused termination.

5

BT_STATUS_TIMEOUT
Timeout occurred.

6

BT_STATUS_ALERT
Alert occurred.

7

APIERR_UNCLASSIFIED
No further info provided.

0

APIERR_FILEIO
File I/O error occurred.

1

APIERR_FILEFORMAT
Bad file format.

2
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APIERR_BOARDCAPABILITY
Hardware or firmware does not support capability.

3

APIERR_NOTCONNECTED
Channel not in proper state.

4

APIERR_BADPARAMETER
Bad parameter value used.

5

APIERR_MEMORY
Memory allocation error.

6

APIERR_BADSTATE
The channel is not in a required state.

7

APIERR_TOOSOON
Dialing was attempted too soon.

8

APIERR_BUSY
Resource busy.

9

APIERR_DRV_OPEN_ERROR
Driver open call failed, invalid channel or driver not 
correctly installed.

10

APIERR_DRV_IOCTL_ERROR
Driver call failed.

11

APIERR_VERSION
Incompatible driver version.

12

APIERR_INVALID_PORT
Invalid port; faxinit probably not run correctly.

13

APIERR_RINGING
Ringing during dialing attempt.

14

APIERR_INFOPKT_NESTING
Indir infopkt nesting level too deep.

15

APIERR_MAX_TAGS
Maximum number of TIFF tags exceeded.

16

APIERR_LOCK_FAILED
An attempt to gain a lock failed.

17

APIERR_INSUFF_BUFFER
Buffer size too small to receive data.

18

APIERR_INVALID_DEST_ADDR
Destination address not found or invalid.

19

APIERR_PACKET_CREATION
Packet or command creation error.

20

APIERR_PACKET_PARSE
Packet or command parse error.

21
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BT_STATUS_ERROR_DIAL

When the status value is BT_STATUS_ERROR_DIAL, line_status 
gives more detailed information about the dialing error that occurred. 
Possible res.line_status values for BT_STATUS_ERROR_DIAL 
are:

APIERR_PACKET_SEND
Packet send error.

22

APIERR_PACKET_RECEIVE
Packet receive error.

23

APIERR_DATA
DATA encountered during command processing.

24

APIERR_INVAL_BOARD_PARAM
Invalid parameter values received from firmware.

25

APIERR_FIRMWARE_ERR_DETECTED
Firmware detected an error.

26

APIERR_MODULE_REMOVED
Module was removed.

27

APIERR_BOARD_NO_RESPONSE
Board not responding.

28

APIERR_ASYNC_LP_ERR
Async_lp value error.

29

APIERR_ASYNC_CONTEXT_ERR
Async context error.

30

APIERR_DRV_RESOURCES
Driver out of resources.

31

APIERR_MODULE_RESET_FAILURE
Module reset failure.

32

APIERR_MODULE_I20_FAILURE
Module I20 enable failure.

33

APIERR_MODULE_CONFIG_TIMEOUT
No valid response for module configuration.

34

DIAL_OK
Dialing completed successfully.

257

DIAL_NO_DIAL_TONE
No dial tone detected.

258

DIAL_NO_LOOP_CUR
No loop current detected.

259
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Note: To determine the corresponding return value that the 
BfvLineDialString function returns, subtract 257 
DIAL_OK) from each of the above res.line_status values 
for BT_STATUS_ERROR_DIAL. See BfvLineDialString, for 
more detailed information.

BT_STATUS_ERROR_HANGUP

When the status value is BT_STATUS_ERROR_HANGUP, line_status 
always contains a hangup code; see Appendix , Hangup Codes on 
page 1356.

BT_STATUS_TIMEOUT

Possible res.line_status values for BT_STATUS_TIMEOUT are:

Anytime the application uses a BfvSpeechRecord... function, and 
the function returns with a res.status value of 
BT_STATUS_TIMEOUT, the res.line_status value will indicate the 
type of timeout that occurred (total time or silence). Not all 
res.status or res.line_status values are possible with all 
functions.

Use the BfvErrorMessage function to get a textual description of 
the error stored in a RES structure.

DIAL_LOCAL_IN_USE
Local phone in use successfully.

260

DIAL_TRUNK_BUSY
Busy trunk line detected.

261

DIAL_SLOT_BUSY
T1 time slot busy.

265

DIAL_CALL_COLLISION
Ringing detected during dialing.

266

DIAL_NO_WINK
2nd or later wink missing for Feature Group D.

267

API_TO_TIME
Timeout due to total time elapsed.

0

API_TO_SILENCE
Timeout due to silence timeout (speech record only).

1
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CALL_RES Structure Parameters
The following functions use this structure to return status 
information while waiting to detect an incoming call.

 BfvCallWaitForComplete
 BfvCallWaitForSetup

call_type

A value indicating the type of incoming call detected. This field 
only returns the following value:

CALL_TYPE_ISDN

Note: Dialogic only maintains the call_type field for backward 
compatibility and does not recommend its use for applications 
developed with Brooktrout SDK 6.0 or later. 

dest_id

A null-terminated ASCII string that identifies the captured DID 
digits.

called_party_subaddress

A null-terminated ASCII string that identifies the received called 
party subaddress. This value is only indicated for certain 
protocols.

calling_party_number

A null-terminated ASCII string that identifies the received 
calling party number (also known as caller ID).

calling_party_subaddress

A null-terminated ASCII string that identifies the received 
calling party subaddress.
When the call control configuration file (callctrl.cfg) has the 
caller_id parameter turned on for an analog port, the Bfv API 
returns the name of the caller in this field of the CALL_RES 
structure and also in the name_ident field (see page 1339).
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redir_number

A null-terminated ASCII string that identifies the received 
redirection number or the destination number when diverting the 
call. The Bfv API only indicates this value for certain protocols 
(for example, QSIG).

redir_reason

A value identifying the reason for sending or receiving a 
destination number for a redirected or diverted call. This value is 
only indicated for certain protocols (for example, QSIG). Values 
are:

BT_REDIR_UNKNOWN
No redirection or unknown reason.

BT_REDIR_CALL_FWD_BUSY

Call forwarding busy or called Data Terminal Equipment 
(DTE) busy.

BT_REDIR_CALL_FWD_NOANS
Call forwarding no reply.

BT_REDIR_OOS
Called DTE out of service.

BT_REDIR_CALL_FWD_DTE
Call forwarding by called DTE.

BT_REDIR_CALL_FWD_ALL
Call forwarding unconditional or systematic call 
redirection.

DIVERT_NONE
Value used for call that does not divert.

DIVERT_BUSY
Call diverted for busy condition.

DIVERT_UNCONDITIONAL
Call diverted without conditions.

DIVERT_NO_RESPONSE
Call diverted for unresponsive line.
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name_ident

A null-terminated ASCII string that identifies the name 
associated with the received call (also known as caller ID name). 
The field allows a maximum of 50 characters 
(ECC_MAX_NAME_STR)
When the call control configuration file (callctrl.cfg) has the 
caller_id parameter enabled for an analog port or an E1 or T1 port 
using the QSIG protocol, the Bfv API returns the name of the 
caller in this field of the CALL_RES structure.

name_char_set

Indicates the international standard specification (ISOxxx) of the 
character set in use. Values are:

NAME_CHAR_SET_UNKNOWN –1

Unknown character set in use.
NAME_CHAR_SET_NOT_INCLUDED 0

Name does not identify a character set and the Bfv API does not 
send one.

NAME_CHAR_SET_ISO8859_1 1

Indicates use of character set defined by ISO 8859-1 international 
standard.

NAME_CHAR_SET_ISO8859_2 3

Indicates use of character set defined by ISO 8859-2 international 
standard.

NAME_CHAR_SET_ISO8859_3 4

Indicates use of character set defined by ISO 8859-3 international 
standard.

NAME_CHAR_SET_ISO8859_4 5

Indicates use of character set defined by ISO 8859-4 international 
standard.

NAME_CHAR_SET_ISO8859_5 6

Indicates use of character set defined by ISO 8859-5 international 
standard.

NAME_CHAR_SET_ISO8859_7 7

Indicates use of character set defined by ISO 8859-7 international 
standard.
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NAME_CHAR_SET_ISO10646_BMP 8

Indicates use of character set defined by ISO 10646-1 and ITU-T 
Recommendation X.680 international standards.

NAME_CHAR_SET_ISO10646_UTF 9

Indicates use of character set defined by UTF-8-STRING Annex 
R in ISO 10646-1 international standard.

connected_num

Indicates a null-terminated string of up to 31 characters 
(MAX_CONN_NUM) that provides the telephone number of the 
connected party.

referred_id

A null-terminated ASCII string that identifies the referrer. 
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INFO_RES Structure Parameters
The BFVFaxGetRemoteInfo function uses this structure to report 
the remote ID and any NSF/NSS/NSC or SUB/PWD/SEP information 
from the remote fax device.

remote_id

A null-terminated ASCII string indicating the ID (CSI, TSI, or 
CIG) of the remote fax device. The remote fax provides its ID as a 
means of identification.

nss_nsf_frame

A parameter used to report any non-standard facilities FSK 
(NSF, NSS, or NSC) data received from the remote fax device. See 
the BfvFaxGetRemoteInfo function in Volume 4 for the format 
of this data.

subaddress

A null-terminated ASCII string that contains a subaddress FSK 
(SUB) received from the remote fax device.

password

A null-terminated ASCII string that contains an FSK (PWD) 
password received from the remote fax device.

selective_polling

A null-terminated ASCII string that provides the contents of a 
selective polling FSK (SEP) received from the remote fax device.
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PAGE_RES Structure Parameters
A linked list of PAGE_RES structures is generated by the Bfv API. One 
structure is defined for each page-complete interrupt. These 
structures are accessed through the reslist_head and 
reslist_tail fields of the FAX_RES structure. The FAX_RES 
structure is used by the BfvFaxSend, BfvFaxReceive, and 
BfvFaxPoll functions but, in other cases, can be set with the 
LINE_FAX_RES macro. For more information on the LINE_FAX_RES 
macro, see Volume 4.

The PAGE_RES structures contain information that is useful to an 
application, and the application must free this memory when it is no 
longer needed. If you do not want to use the linked list, set the 
max_pagelist field in the user-defined configuration file to 0.

page_complete_type

Defines the page break type. Two types are defined: 

 Noncontinuing (2a) types are expected page breaks resulting 
from an end-of-page command sent to the channel by the Bfv 
API. 

 Continuing (2b) types are unexpected page breaks generated 
by the channel during its ASCII text to G3 conversion 
process.

continue_breaks

Depends on the page_complete_type parameter. 

 If the page_complete_type parameter is (2b), continue_breaks 
is 0 and is ignored. 

 If the page_complete_type parameter is (2a), continue_breaks 
is the number of channel-generated page breaks (2b) since 
the last application-generated page break (2a).

ascii_bytes

The number of bytes of ASCII data converted to G3 format for this 
particular transmitted page. Currently returns 0.

bad_lines

The total number of error-containing G3 lines detected on this 
particular page, (maximum of 255 errors reported).
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total_lines

The total number of G3 lines that the channel has transmitted or 
received for this particular page.

total_rcv

The total number of G3 lines that the host has received for this 
particular page. This value may differ from total_lines.

bit_rate

The bit rate at which this particular page was transmitted or 
received.

BITRATE_RSLT_2400_V27 0   2400 bps (V.27)

BITRATE_RSLT_4800_V27 1   4800 bps (V.27)

BITRATE_RSLT_7200_V29 2   7200 bps (V.29)

BITRATE_RSLT_9600_V29 3   9600 bps (V.29)

BITRATE_RSLT_7200_V17 4   7200 bps (V.17)

BITRATE_RSLT_9600_V17 5   9600 bps (V.17)

BITRATE_RSLT_12000_V17 6 12000 bps (V.17)

BITRATE_RSLT_14400_V17 7 14400 bps (V.17)

BITRATE_RSLT_12000_V33 8 12000 bps (V.33)

BITRATE_RSLT_14400_V33 9 14400 bps (V.33)

BITRATE_RSLT_2400_V34 10   2400 bps (V.34)

BITRATE_RSLT_4800_V34 11   4800 bps (V.34)

BITRATE_RSLT_7200_V34 12   7200 bps (V.34)

BITRATE_RSLT_9600_V34 13   9600 bps (V.34)

BITRATE_RSLT_12000_V34 14 12000 bps (V.34)

BITRATE_RSLT_14400_V34 15 14400 bps (V.34)

BITRATE_RSLT_16800_V34 16 16800 bps (V.34)

BITRATE_RSLT_19200_V34 17 19200 bps (V.34)

BITRATE_RSLT_21600_V34 18 21600 bps (V.34)

BITRATE_RSLT_24000_V34 19 24000 bps (V.34)

BITRATE_RSLT_26400_V34 20 26400 bps (V.34)

BITRATE_RSLT_28800_V34 21 28800 bps (V.34)

BITRATE_RSLT_31200_V34 22 31200 bps (V.34)

BITRATE_RSLT_33600_V34 23 33600 bps (V.34)
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sig_level

The signal level at which this particular page was transmitted or 
received. Computed at the time of last training. Not valid for T.38 
or V.34.
Typical values are:
    -40 dBm    marginal
    -35 dBm    weak
    -30 dBm    acceptable
    -25 dBm    good
    -20 dBm    strong
    -15 dBm    very strong

line_noise

The ambient line noise present when this particular page was 
transmitted or received. Computed at the time of last training. 
Not valid for T.38 or V.34.
Typical values are:
    -65 dBm    extremely quiet
    -60 dBm    very quiet
    -55 dBm    quiet
    -50 dBm    acceptable
    -45 dBm    noisy
    -40 dBm    almost unusable

sig_quality

The signal quality present when this particular page was 
received. Computed at the time of last training. Not valid for T.38 
or V.34. Lower values (positive) are better. A value of 1 would 
represent an extremely good signal quality.

confirm_value

The FSK command sent by the receiving fax machine to the 
transmitting fax machine after a single-page transmission ends. 
For example, MCF is a typical confirmation value for a page with 
no errors, and RTN is a typical value for a page with many errors. 
Many symbols defined for use with FSK data are defined in a 
header file - boston/driver/inc/fsk.h.

direction

Contains 1 if this page was transmitted, or 0 if this page was 
received.
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resolution

Contains a value indicating the resolution of the transmitted 
page. See the BfvFaxBeginSendRaw function for resolution 
values.

width

Contains a value indicating the width of the transmitted page. 
See BfvFaxBeginSendRaw in Volume 4 for width values.

eff_page_type

If nonzero, indicates that this page contained enhanced fax 
format data. The value indicates the specific type. 
See BfvFaxBeginSendRaw in Volume 4 for eff_page_type 
values.

PAGE_RES *next

Pointer to the next page result structure.

bad_lines_NS

Number of single bad lines (scaled by resolution).

bad_lines_N23

Number of 2-3 consecutive bad lines (scaled by resolution).

bad_lines_N4

Number of 4 or more consecutive bad lines (scaled by resolution).

num_ECM_frames

Number of ECM frames.

num_PPR

Total number of PPRs.

num_PPR_NS

Number of single PPRs.

num_PPR_N23

Number of 2-3 consecutive PPRs.

num_PPR_N4

Number of 4 or more consecutive PPRs.

time_t4

Maximum time to receive responses to commands, in ms.
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time_training

Duration of training zeroes, in ms.

iaf_initial_speed

The initial IAF speed for the current page in bits per second.

iaf_final_speed

The final IAF speed for the current page in bits per second.

sig_level

The signal level at which this particular page was transmitted or 
received. Computed at the time of last training. Not valid for T.38 
or V.34.
Typical values are:
    -40 dBm    marginal
    -35 dBm    weak
    -30 dBm    acceptable
    -25 dBm    good
    -20 dBm    strong
    -15 dBm    very strong

sig_quality

The signal quality present when this particular page was 
received. Computed at the time of last training. Not valid for T.38 
or V.34. Lower values (positive) are better. A value of 1 would 
represent an extremely good signal quality.

line_noise

The ambient line noise present when this particular page was 
transmitted or received. Computed at the time of last training. 
Not valid for T.38 or V.34.
Typical values are:
    -65 dBm    extremely quiet
    -60 dBm    very quiet
    -55 dBm    quiet
    -50 dBm    acceptable
    -45 dBm    noisy
    -40 dBm    almost unusable
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FAX_RES Structure Parameters
The Bfv API uses this structure to report information about the 
completed fax session. The Bfv API automatically allocates and stores 
PAGE_RES structures in a linked list within args.fax_res. The 
application must free these structures after use to release the 
memory.

number_of_pages

The total number of pages sent or received. These pages are the 
total of both noncontinuing and continuing types that are 
generated by the application, up to a maximum of max_pagelist 
(see User-Defined Configuration File on page 1140).

bad_pages

The number of pages that had bad lines or a confirmation value 
that indicated the page was received with bad lines.

remote_id

The identification of the remote fax machine. This field is used 
only when the application calls the BfvFaxSend, 
BfvFaxReceive, or BfvFaxPoll function.

PAGE_RES *reslist_head

Pointer to the beginning of the linked list of the PAGE_RES 
structure. This memory is available for reading by the application 
after fax transmission/reception is complete. The application 
must free this memory.

PAGE_RES *reslist_tail

Pointer to the end of the linked list of the PAGE_RES structure. 
This memory is available for reading by the application after fax 
transmission/reception is complete. The application must free 
this memory.

initial_bit_rate

Initial bit rate at which negotiation was first attempted. Same 
format as the bit_rate field of PAGE_RES.
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ffom

Facsimile figure of merit (integer 1-7), defined by E.458 standard.

        One of the FFOM_... definitions:

        FFOM_COMPLETE_MAXSP_ERROR_FREE 1
        FFOM_COMPLETE_MAXSP_ERRORED 2
        FFOM_COMPLETE_MAXSP_SEV_ERRORED 3
        FFOM_COMPLETE_NONMAXSP_ERROR_FREE 4
        FFOM_COMPLETE_NONMAXSP_ERRORED 5
        FFOM_COMPLETE_NONMAXSP_SEV_ERRORED 6
        FFOM_INCOMPLETE 7

time_t1

Time for both fax devices to identify each other, in seconds. Rcv 
only.

time_t38

Time to switch into T.38, in ms.

termination_phase

The phase in which the call terminated.
One of the TERM_PHASE_... definitions:
TERM_PHASE_A                        0
TERM_PHASE_B_PRE_MSG    1
TERM_PHASE_B_POST_MSG  2
TERM_PHASE_C                        3
TERM_PHASE_D                        4
TERM_PHASE_E                        5

count_RTP

Count of RTPs (non-ECM).

count_RTN

Count of RTNs (non-ECM).

count_CRP

Count of CRPs.

count_CTC

Count of CTCs.
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TRxMediaType media_type

The media type of the call. One of the MEDIA_TYPE_... 
definitions:
MEDIA_TYPE_NONE       1
MEDIA_TYPE_T38            2
MEDIA_TYPE_RTP            3

RTPRcvrPackets

        Number of received RTP packets.

RTPSenderPackets;

        Number of sent RTP packets.

RTPRcvrLostPackets

Number of lost/late RTP packets.

RTPRcvrLostPackets_NS

Number of single lost packets.

RTPRcvrLostPackets_N23

Number of 2-3 consecutive lost packets.

RTPRcvrLostPackets_N4

Number of 4 or more consecutive lost packets.

RTPRcvrJitter

        Average jitter.

RTPRcvrOOSPackets

Out of Sequence Packets.

RTPRcvrRedundancyLevel

 Level of redundancy used for received packets.

T38RcvrPackets

        Number of T.38 packets received.

T38RcvrOctets

Number of T.38 octets received.

T38SenderPackets

 Number of T.38 packets sent.

T38SenderOctets
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  Number of T.38 octets sent.

T38RcvrLostPackets

 Number of T.38 packets lost and not recovered on receive.

T38RcvrLostPackets_NS

  Number of single lost and not recovered packets.

T38RcvrLostPackets_N23

 Number of 2-3 consecutive lost and not recovered packets.

T38RcvrLostPackets_N4

Number of 4 or more consecutive lost and not recovered packets.

T38RcvrLostOctets

Number of T.38 octets lost on receive.

T38RcvrOOSPackets

Out of Sequence Packets.

T38RcvrUsedRedundacy

Number of times redundant packets were required.

T38RcvrImageRedundancyLevel

Level of redundancy used for received image packets. Rcv only.

T38RcvrControlRedundancyLevel

Level of redundancy used for received control packets.

int RTPRcvrClockSkew

RTP clock skew is calculated with the following equation, which 
makes use of the least squares estimator with a single predictor 
value.  T_i is the local clock time when packet i arrives, S_i is the 
RTP packet timestamp of packet i, "n " is the total number of RTP 
packets received, and D is the duration of the RTP session. 
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The least squares estimator result is the slope equal to the correlation 
between the local clock timestamps of the arriving RTP packets and 
the corresponding RTP header timestamps. A slope value that is 
greater than one indicates that the remote end's clock is faster than 
the local clock. A slope value that is less than one indicates a slower 
remote clock. Subtracting one from the calculated slope and 
multiplying the result by the duration of the RTP session, yields the 
total time contributed by the skew in microseconds.    
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DCS and DIS/DTC Info Structures
These structures contain information decoded from the DCS, DIS, 
and DTC FSK messages sent between the transmitter and receiver. 
The structures are defined and fully documented in the dcs.h header 
file. The application program can access them with the LINE_DCS and 
LINE_DIS_DTC macros (see Macros in Volume 4 for more detailed 
information on these macros).

struct dcs_info {

    unsigned char sent;

    unsigned char Receiver_t4;

    unsigned char Data_Signalling_Rate;

    unsigned char Resolution;

    unsigned char TwoD_Coding;

    unsigned char Recording_Width;

    unsigned char Max_Recording_Length;

    unsigned char Min_Scan_Line_Time;

    unsigned char Handshake_2400_bit;

    unsigned char Uncompressed_Mode;

    unsigned char Error_Correction_Mode;

    unsigned char Error_Limiting_Mode;

    unsigned char MMR;

    unsigned char Resolution_Unit;

    unsigned char Binary_File_Transfer;

    unsigned char Document_Transfer_Mode;

    unsigned char Edifact_Transfer;

    unsigned char Basic_Transfer_Mode;

    unsigned char Character_Mode;

    unsigned char Mixed_Mode;

    unsigned char Processable_Mode_26;

    unsigned char Store_And_Fwd_Internet_Fax;

    unsigned char Real_Time_Internet_Fax;

    unsigned char Lossless_Mode;

    unsigned char Plane_Interleave_Mode;

    unsigned char ADPCM;
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    unsigned char Digital_Network;

    unsigned char FullDuplex;

    unsigned char JPEG_Coding;

    unsigned char JPEG_FullColor;

    unsigned char JPEG_Default_Tables;

    unsigned char JPEG_12Bit;

    unsigned char JPEG_NoSubSampling;

    unsigned char JPEG_CustomIlluminant;

    unsigned char JPEG_CustomGamut;

    unsigned char NA_Letter;

    unsigned char NA_Legal;

    unsigned char JBIG_Coding;

    unsigned char JBIG_L0;

    unsigned char HKM_Key_Mgt;

    unsigned char RSA_Key_Mgt;

    unsigned char Override_Mode;

    unsigned char HFX40_Cipher;

    unsigned char HFX40_Hashing;

    unsigned char MRC_Mode;

    unsigned char MRC_Page_Length_Strips;

    unsigned char PhaseC_BFT_Negotiations;

    unsigned char IRA;

};

struct dis_dtc_info {

    unsigned char sent;

    unsigned char Transmitter_t4;

    unsigned char Receiver_t4;

    unsigned char Data_Signalling_Rate;

    unsigned char Resolution;

    unsigned char TwoD_Coding;

    unsigned char Recording_Width;

    unsigned char Max_Recording_Length;

    unsigned char Min_Scan_Line_Time;

    unsigned char Handshake_2400_bit;



DCS and DIS/DTC Info Structures

October 2017 1354

    unsigned char Uncompressed_Mode;

    unsigned char Error_Correction_Mode;

    unsigned char Error_Limiting_Mode;

    unsigned char MMR;

    unsigned char Resolution_200H_400V;

    unsigned char Resolution_300H_300V;

    unsigned char Resolution_400H_400V;

    unsigned char Resolution_Unit;

    unsigned char Min_Scan_Higher;

    unsigned char Selective_Polling;

    unsigned char Subaddressing_Capability;

    unsigned char Password_Capability;

    unsigned char Data_File_Capable;

    unsigned char Binary_File_Transfer;

    unsigned char Document_Transfer_Mode;

    unsigned char Edifact_Transfer;

    unsigned char Basic_Transfer_Mode;

    unsigned char Character_File_Capable;

    unsigned char Character_Mode;

    unsigned char Mixed_Mode;

    unsigned char Processable_Mode_26;

    unsigned char Store_And_Fwd_Internet_Fax;

    unsigned char Real_Time_Internet_Fax;

    unsigned char V8_Capability;

    unsigned char Num_Preferred_Octets;

    unsigned char Mult_Selective_Polling;

    unsigned char Polled_SubAddress;

    unsigned char Lossless_Mode;

    unsigned char Plane_Interleave_Mode;

    unsigned char ADPCM;

    unsigned char Digital_Network;

    unsigned char FullDuplex;

    unsigned char JPEG_Coding;

    unsigned char JPEG_FullColor;

    unsigned char JPEG_12Bit;
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    unsigned char JPEG_NoSubSampling;

    unsigned char JPEG_CustomIlluminant;

    unsigned char JPEG_CustomGamut;

    unsigned char NA_Letter;

    unsigned char NA_Legal;

    unsigned char JBIG_Coding;

    unsigned char JBIG_L0;

    unsigned char HKM_Key_Mgt;

    unsigned char RSA_Key_Mgt;

    unsigned char Override_Mode;

    unsigned char HFX40_Cipher;

    unsigned char HFX40_Hashing;

    unsigned char MRC_Mode;

    unsigned char MRC_Page_Length_Strips;

    unsigned char ColorRes_300x300_400x400;

    unsigned char ColorRes_100x100;

    unsigned char PhaseC_BFT_Negotiations;

    unsigned char ISP;

    unsigned char IRA;

    unsigned char Resolution_600H_600V;

    unsigned char Resolution_1200H_1200V;

    unsigned char Resolution_300H_600V;

    unsigned char Resolution_400H_800V;

    unsigned char Resolution_600H_1200V;

};
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C - Hangup Codes

This appendix explains the codes returned when a disconnect occurs.

Hangup codes identify disconnections that have occurred and the 
reasons for these. For example, these codes can be returned because 
a loss of loop current or a serious error occurred that the Bfv API 
needs to report to the application.

When:

res.status = BT_STATUS_ERROR_HANGUP

res.line_status contains a hangup code. The hangup codes are 
grouped according to classification (usually by T.30 protocol phase). 
The code values are in decimal format.

This appendix explains the code types as follows:

 Call Placement Codes on page 1358
 Transmit Phase A Codes on page 1358
 Transmit Phase B Codes on page 1359
 Transmit Phase D Codes on page 1361
 Receive Phase B Codes on page 1365
 Receive Phase D Codes on page 1367
 Phase C Codes on page 1368
 Miscellaneous Codes on page 1369
 Bfv API-Created Codes on page 1370
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The fax protocol itself has a diverse set of precisely identified failure 
reasons. The ITU-T (previously CCITT) T.30 specification describes 
this fax protocol, and you should obtain a copy of it to gain a better 
understanding of both the protocol and the failure conditions that 
generate the hangup codes listed and described in this appendix. You 
can obtain a copy of ITU-T T.30 fax protocol from:

http://www.itu.int

http://www.itu.int
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Call Placement Codes

Transmit Phase A Codes

Value 0

Hangup Code HNG_NORMAL_XMIT

Description Normal and proper end of connection. While this 
value is considered by the firmware to be a successful 
fax transmit result, if it occurs in conjunction with 
BT_STATUS_ERROR_HANGUP, it still indicates that an 
error has occurred.

Value 1

Hangup Code HNG_RNG_DET

Description Ring detected without a successful handshake.

Value 2

Hangup Code HNG_ABORT

Description Call Aborted.

Value 3

Hangup Code HNG_NO_LOOP_CURRENT

Description No loop current or A/B signaling bits.

Value 4

Hangup Code HNG_ISDN_DISCONNECT

Description ISDN disconnection.

Value 11

Hangup Code HNG_T1_TIMEOUT

Description No answer, T.30 T1 timeout.
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Transmit Phase B Codes
Value 5

Hangup Code HNG_INVAL_POLL_ATT

Description Invalid Polling Attempt

Value 20

Hangup Code HNG_XMITB_TIMEOUT

Description Unspecified transmit Phase B error.

Value 21

Hangup Code HNG_XMITB_NORM

Description Remote cannot receive or send.

Value 22

Hangup Code HNG_XMITB_MISC

Description COMREC error, Phase B transmit.

Value 23

Hangup Code HNG_XMITB_COMREC_VCNR

Description COMREC invalid command received.

Value 24

Hangup Code HNG_XMITB_SE

Description RSPREC error.

Value 25

Hangup Code HNG_XMITB_DCS_FTC

Description DCS sent three times without response.
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Value 26

Hangup Code HNG_XMITB_DIS_FTC

Description DIS/DTC received three times; DCS not recognized.

Value 27

Hangup Code HNG_XMITB_TRAINFAIL

Description Failure to train.

Value 28

Hangup Code HNG_XMITB_RSPREC_VCNR

Description RSPREC invalid response received.

Value 29

Hangup Code HNG_XMITB_COMREC_DCN

Description DCN received in COMREC.

Value 30

Hangup Code HNG_XMITB_RSPREC_DCN

Description DCN received in RSPREC.

Value 33

Hangup Code HNG_PHASEB_INCOMPAT_FMT

Description Incompatible fax formats, for example, a page width 
mismatch.

Value 34

Hangup Code HNG_XMITB_INVAL_DMACNT

Description Invalid DMA count specified for transmitter.

Value 35

Hangup Code HNG_XMITB_FTM_NOECM

Description Binary File Transfer specified, but ECM not enabled 
on transmitter.
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Transmit Phase D Codes

Value 36

Hangup Code HNG_XMITB_INCMP_FTM

Description Binary File Transfer mode specified, but not supported 
by receiver.

Value 37

Hangup Code HNG_XMITB_INCMP_EFF

Description Remote does not support EFF page options required by 
host.

Value 38

Hangup Code HNG_XMITB_NOEFF

Description Remote does not support EFF page coding.

Value 40

Hangup Code HNG_XMITD_RR_NORES

Description No response to RR after three tries.

Value 41

Hangup Code HNG_XMITD_CTC_NORES

Description No response to CTC, or response was not CTR.

Value 42

Hangup Code HNG_XMITD_T5TO_RR

Description T5 time out since receiving first RNR.

Value 43

Hangup Code HNG_XMITD_NOCONT_NSTMSG

Description Do not continue with next message after receiving 
ERR.
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Value 44

Hangup Code HNG_XMITD_ERRRES_EOREOP

Description ERR response to EOR-EOP or EOR-PRI-EOP.

Value 45

Hangup Code HNG_XMITD_RTN_DCN

Description Transmitted DCN after receiving RTN.

Value 46

Hangup Code HNG_XMITD_PPR_EOR

Description EOR-MPS, EOR-EOM, EOR-NULL, EOR-PRI-MPS, 
or EOR-PRI-EOM sent after fourth PPR received.

Value 51

Hangup Code HNG_XMITD_SE

Description RSPREC error.

Value 52

Hangup Code HNG_XMITD_MPS_FTC

Description No response to MPS, repeated three times.

Value 53

Hangup Code HNG_XMITD_MPS_VCNR

Description Invalid response to MPS.

Value 54

Hangup Code HNG_XMITD_EOP_FTC

Description No response to EOP repeated three times.
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Value 55

Hangup Code HNG_XMITD_EOP_VCNR

Description Invalid response to EOP.

Value 56

Hangup Code HNG_XMITD_EOM_FTC

Description No response to EOM, repeated three times.

Value 57

Hangup Code HNG_XMITD_EOM_VCNR

Description Invalid response to EOM.

Value 60

Hangup Code HNG_XMITD_RSPREC_DCN

Description DCN received in RSPREC.

Value 61

Hangup Code HNG_XMITD_PPSNULL_NORES

Description No response received after third try for PPS-NULL.

Value 62

Hangup Code HNG_XMITD_PPSMPS_NORES

Description No response received after third try for PPS-MPS.

Value 63

Hangup Code HNG_XMITD_PPSEOP_NORES

Description No response received after third try for PPS-EOP.

Value 64

Hangup Code HNG_XMITD_PPSEOM_NORES

Description No response received after third try for PPS-EOM.
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Value 65

Hangup Code HNG_XMITD_EORNULL_NORES

Description No response received after third try for EOR-NULL.

Value 66

Hangup Code HNG_XMITD_EORMPS_NORES

Description No response received after third try for EOR-MPS.

Value 67

Hangup Code HNG_XMITD_EOREOP_NORES

Description No response received after third try for EOR-EOP.

Value 68

Hangup Code HNG_XMITD_EOREOM_NORES

Description No response received after third try for EOR-EOM.
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Receive Phase B Codes
Value 5

Hangup Code HNG_INVAL_POLL_ATT

Description Invalid Polling Attempt

Value 70

Hangup Code HNG_RCVB_TIMEOUT

Description Unspecified receive Phase B error.

Value 71

Hangup Code HNG_RCVB_SE

Description RSPREC error.

Value 72

Hangup Code HNG_RCVB_MISC

Description COMREC error.

Value 73

Hangup Code HNG_T2_PNOTREC

Description T.30 T2 timeout, expected page not received.

Value 74

Hangup Code HNG_RCVB_T1_TIMEOUT

Description T.30 T1 timeout after EOM received.

Value 75

Hangup Code HNG_NORMAL_RCV

Description DCN received in COMREC. While this value is 
considered by the firmware to be a successful fax 
receive result, if it occurs in conjunction with 
BT_STATUS_ERROR_HANGUP, it still indicates that an 
error has occurred.
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Value 76

Hangup Code HNG_RCVB_RSPREC_DCN

Description DCN received in RSPREC.

Value 77

Hangup Code HNG_T2_TIMEOUT

Description T.30 T2 timeout, expected page received.

Value 78

Hangup Code HNG_RCVB_INVAL_DMACNT

Description Invalid DMA count specified for receiver.

Value 79

Hangup Code HNG_RCVB_FTM_NOECM

Description Binary File Transfer specified, but ECM not 
supported by receiver.
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Receive Phase D Codes
Value 101

Hangup Code HNG_RCVD_SE_VCNR

Description RSPREC invalid response received.

Value 102

Hangup Code HNG_RCVD_COMREC_VCNR

Description COMREC invalid response received.

Value 103

Hangup Code HNG_RCVD_T3TO_NORES

Description T3 timeout; no local response for remote voice 
interrupt.

Value 104

Hangup Code HNG_RCVD_T2TO

Description T2 timeout; no command received after responding 
RNR.

Value 105

Hangup Code HNG_RCVD_DCN_COMREC

Description DCN received for command received.

Value 106

Hangup Code HNG_RCVD_COMREC_ERR

Description Command receive error.

Value 107

Hangup Code HNG_RCVD_BLKCT_ERR

Description Receive block count error in ECM mode.
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Phase C Codes

Value 108

Hangup Code HNG_RCVD_PGCT_ERR

Description Receive page count error in ECM mode.

Value 109

Hangup Code HNG_RCVD_EOR

Description EOR received in phase D.

Value 110

Hangup Code HNG_RCVD_RNRTO

Description Timeout while repeating RNR.

Value 150

Hangup Code HNG_RCVC_EOL_TIMEOUT

Description No EOL received in a 5-second period.

Value 151

Hangup Code HNG_RCVC_BAD_MMR

Description Bad MMR data received from remote.

Value 152

Hangup Code HNG_RCVC_ECM_ZERO_LINES

Description Zero lines received from remote in ECM mode.
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Miscellaneous Codes
Value 240

Hangup Code HNG_INTERRUPT_ACK

Description No interrupt acknowledge, timeout.

Value 241

Hangup Code HNG_COMM_FAULT

Description Loop current still present while playing recorder tone 
after timeout.

Value 242

Hangup Code HNG_T30_HOLDUP

Description T.30 holdup timeout.

Value 243

Hangup Code HNG_HOLDUP_DCN

Description DCN received from host in receive holdup section for 
FAX PAD mode.

Value 244

Hangup Code HNG_HOLDUP_DCN_NON_FPAD

Description DCN received from host in receive holdup section for 
non-FAX PAD mode.
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Bfv API-Created Codes
Value 500

Hangup Code HNG_ERROR_INTERRUPT

Description An error interrupt occurred, indicating a problem with 
the channel too severe to continue. The value of the 
error interrupt can be obtained with the 
LINE_ERROR_INTR macro.

Value 501

Hangup Code HNG_INTERRUPT_OVERRUN

Description The application was unable to process incoming 
interrupts/commands fast enough, and information 
was lost. See LINE_INTR_OVERRUN in Macros 
section of Volume 1, Chapter 6.

Value 502

Hangup Code HNG_UNEXPECTED_IRSDONE

Description The channel generated an unexpected 03 (reset done) 
or 7F interrupt, indicating the existence of a firmware 
or hardware problem.

Value 503

Hangup Code HNG_IOCTL_ERROR

Description An Bfv API command to the driver returned an error 
value, indicating that the driver or the operating 
system detected an error.

Value 504

Hangup Code HNG_OVERLAY_DLOAD_ERR

Description Error reported at termination of fax overlay download. 

Value 505

Hangup Code HNG_MAX_TIMEOUT

Description Maximum timeout exceeded. This code occurs when 
the user configuration file parameter max_timeout has 
been enabled and the specified timeout has expired.
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D - BSMI and ISDN Cause Codes

This appendix defines and lists the BSMI and ISDN cause codes.

It has the following sections:

 Defining BSMI Cause Codes
 Defining ISDN Cause Codes 

Defining BSMI Cause Codes
The cause data structure defined in Volume 5, Chapter 2, provides 
information relating to the source and reason for generation of a 
certain ISDN message. The Cause IE consists of:

 Coding standard in use
 Location of the equipment generating the message
 Additional diagnostic information

Table 28 contains the listing of possible cause values encountered by 
Dialogic during product testing and is provided here and in IISDN.h 
to assist application developers.

The Cause Data structure is used in the following messages:

Call Control
 L4L3mCLEAR_REQUEST
 L3L4mCLEAR_REQUEST
 L3L4mDISCONNECT
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Supplemental
 L4L3mSUSPEND_REJECT
 L4L3mRESUME_REJECT
 L3L4mSUSPEND_REJECT
 L3L4mRESUME_REJECT

Table 28.   BSMI Cause Codes

Decimal 
Value Mnemonic Message Generated Because

0 IISDNcausDEFAULT Default cause or value not available.

1 IISDNcausUNALOC_NUM The number was unallocated (unassigned).

2 IISDNcausNO_ROUTE No route was specified to the Transit network.

6 IISDNcausBAD_CHAN The channel specified was unacceptable.

16 IISDNcausNORML_CLR Part of normal call clearing procedures.

17 IISDNcausUSER_BUSY Called party was busy.

18 IISDNcausNO_USE_RSP Message generated because no user responded.

21 IISDNcausCALL_REJ Message generated because the call was rejected.

22 IISDNcausNUM_CHANGED The called party number changed.

27 IISDNcausDEST_OOO The destination was out of order.

28 IISDNcausINVALID_NUM The number was in an invalid format.

29 IISDNcausFACIL_REJ A facility reject.

30 IISDNcausSTAT_RESP A response to a STATUS enquiry.

31 IISDNcausNRML_UNSPEC Normal or unspecified reason.

34 IISDNcausNO_CHAN_AVL No circuit/channel was available.

38 IISDNcausNET_OOS The network was out of order.

41 IISDNcausTEMP_FAILURE A temporary failure.

42 IISDNcausSW_CONJEST Switching equipment congestion.

43 IISDNcausACCESS_DISC The access information was discarded.

44 IISDNcausCKT_NOT_AVAIL The requested circuit or channel was not available.
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45 IISDNcausPREEMPT Preempted (AT&T special defined).

47 IISDNcausRES_UNAVAIL The resource was unavailable or unspecified.

50 IISDNcausFAC_NOT_SUSC The requested facility was not subscribed.

52 IISDNcausOUT_BARRED Outgoing calls are not permitted.

54 IISDNcausIN_BARRED Incoming calls are not permitted.

57 IISDNcausBR_CAP_AUTH The requested bearer capability is not authorized.

58 IISDNcausBR_CAP_NA The requested bearer capability is not available.

63 IISDNcausSRVC_NA The service or option is not available or unspecified.

65 IISDNcausBR_SVC_NIMP The bearer service is not implemented.

66 IISDNcausCHNTYP_NIMP The channel type is not implemented.

69 IISDNcausFAC_NIMP The requested facility is not implemented.

70 IISDNcausBR_REST_ONLY Only restricted digital data is available for the bearer 
capability.

79 IISDNcausSVC_NIMP The requested service is not implemented or unspecified.

81 IISDNcausINV_CALL_REF An invalid call reference value was used.

82 IISDNcausCHAN_DNE The identified channel does not exist.

88 IISDNlcausINCOMPAT_DST An incompatible destination.

95 IISDNcausINVL_MSG The transmitted Q.931 message was invalid.

96 IISDNcausMAND_IE Mandatory Information Element missing.

97 IISDNcausMSGTYP_BAD The message type does not exist or is not implemented.

98 IISDNcausINCOMPAT_MSG The message was incompatible for the state of call.

99 IISDNcaus IE_NOT_EXIST The transmitted Q.931 message included an IE that does 
not exist.

Table 28.   BSMI Cause Codes (Continued)

Decimal 
Value Mnemonic Message Generated Because
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100 IISDNcausINVL_IE_CONT Invalid content in the Information Element.

101 IISDNcausMSG_COMPAT Q.931 message which was transmitted was not 
compatible with the call state during which it was sent.

102 IISDNcausTIMER_EXPIR Recovery on timer expiration.

111 IISDNcausPROTO_ERR Protocol error.

127 IISDNcausINTERWORK Interworking or an unspecified reason.

Table 28.   BSMI Cause Codes (Continued)

Decimal 
Value Mnemonic Message Generated Because
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Defining ISDN Cause Codes
ISDN cause codes can be used as input or output arguments 
(args.cause or args.cause_code) when calling the following call control 
functions:

Some cause codes are grouped by class number, see:

 Table 29 on page 1376
 Table 30 on page 1377
 Table 31 on page 1377
 Table 32 on page 1378
 Table 33 on page 1378
 Table 34 on page 1380
 Table 35 on page 1381
 Table 36 on page 1381
 Table 37 on page 1381

Tables 29 through 37 provide Hex and Value columns along with the 
description and meaning of each of the ISDN cause codes. The Hex 
column is the information contained in the Cause Information 
Element (IE) used in the Q.931 messages. This number is generated 
by logically ORing a 0x80 value with the hexadecimal conversion of 
the Value column. The Value column indicates the decimal 
representation of the ISDN cause code as defined in the ITU-T Q.850 
specification.

Function1

1. Function details found in Volume 2.

Input Output

BfvCallDisconnect args.cause

BfvCallReject args.cause

BfvCallWaitForAccept args.cause

BfvCallWaitForComplete args.cause

BfvCallWaitForRelease args.cause

BfvLineAnswer args.cause_code

BfvLineTerminateCall args.cause_code
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Table 29.   Class 000 - Normal Events

Hex Value Description Meaning

81 1 Unallocated number Indicates that the requested destination, although 
valid, cannot be reached.

82 2 No route to specified network Sending equipment (sending the cause) is requested to 
route call through an unrecognized transit network.

83 3 No route to destination Called user cannot be reached because the network 
does not serve the destination.

86 6 Channel unacceptable The last identified channel is not acceptable to the 
sending entity.

87 7 Call awarded Incoming call is connected to a channel already 
established for similar calls (for example: packet-mode 
X.25 virtual calls).

90 16 Normal call clearing Call is cleared at the request of one of the users 
involved.

91 17 User busy Called user cannot accept another call although 
compatibility is established.

92 18 No user responding When a user does not respond to call establishment 
messages with either an alerting or connect indication 
within the allowed time.

93 19 User alerted, no answer User provided an alerting indication but has not 
provided a connect indication within the allowed time.

95 21 Call rejected Equipment sending the cause does not want to accept 
this call even though the equipment is not busy or 
incompatible.

96 22 Number changed Indicates called party number is not assigned.

9A 26 Nonselected user clearing User not awarded the incoming call.

9B 27 Destination out of order Destination interface is not functioning correctly. 

9C 28 Invalid number format Called party number is invalid or incomplete.

9D 29 Facility rejected Network cannot provide the facility requested.

9E 30 Response to STATus 
ENQuiry

The reason for generating the STATUS message was 
the prior receipt of a STATUS ENQUIRY message.

9F 31 Normal, unspecified Used to report normal events only when no other cause 
in the normal class applies.



Defining ISDN Cause Codes

October 2017 1377

Table 30.   Class 010 - Network Congestion 

Hex Value Description Meaning

A2 34 No channel available An appropriate channel is not currently available to 
handle the call.

A3 35 Call queued (AT&T) Network is not functioning. Immediate redial is 
unlikely to succeed.

A6 38 Network out of order Network is not functioning. Immediate redial is 
unlikely to succeed.

A9 41 Temporary failure Network is not functioning. Immediate redial is 
unlikely to succeed.

AA 42 Switching equipment 
congestion

Switching equipment generating this cause is 
experiencing a period of high traffic. AB 42 user 
information is discarded. The network cannot deliver 
access information to the remote user as requested. 
For example:

 User-to-user information 
 Low-layer compatibility
 Sub-address as indicated in the diagnostic

The particular type of discarded access information is 
optionally included in the diagnostic.

AC 44 Requested channel not 
available

The channel indicated by the requesting entity cannot 
be provided by the other side of the interface.

AF 47 Resource unavailable, 
unspecified

A resource unavailable event only when no other cause 
in the resource unavailable class applies.

Table 31.   Class 011 - Service or Option Not Available

Hex Value Description Meaning

B1 49 Quality of service 
unavailable

Throughput or transit delay cannot be supported. The 
Quality of Service (as defined in Recommendation 
X.213) cannot be provided.

B2 50 Requested facility not 
subscribed

Requested supplementary service not provided by the 
network because the user has not completed the 
necessary administrative arrangements with its 
supporting networks.

B4 52 Outgoing calls barred 
(AT&T)

Outgoing calls are not permitted.
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B6 54 Incoming calls barred Incoming calls are not permitted.

B9 57 Bearer capability not 
authorized

User is trying to make unauthorized use of equipment 
providing a bearer capability.

BA 58 Bearer capability not 
presently available

User has requested a bearer capability that is 
implemented by the equipment generating the cause, 
but is not available at this time. 

BF 63 Service or option not 
available, unspecified

A service or option not available event only when no 
other cause in the service or option not available class 
applies.

Table 31.   Class 011 - Service or Option Not Available (Continued)

Hex Value Description Meaning

Table 32.   Class 100 - Service or Option Not Implemented

Hex Value Description Meaning

C1 65 Bearer capability not 
implemented

Equipment sending this cause does not support the 
requested bearer capability.

C2 66 Channel type not 
implemented

Equipment sending this cause does not support the 
requested channel type.

C5 69 Requested facility not 
implemented

Equipment sending this cause does not support the 
requested supplementary service.

C6 70 Only restricted digital bearer 
capability available

Request for an unrestricted bearer service, but the 
equipment sending this cause only supports the 
restricted version.

CF 79 Service or option not 
implemented, unspecified

A service or option not implemented event only when 
no other cause in the service or option not 
implemented class applies.

Table 33.   Class 101 - Invalid Message

Hex Value Description Meaning

D1 81 Invalid call reference value A message with a call reference that is not currently in 
use on the user network interface, received by the 
equipment sending the cause.

D2 82 Channel does not exist Equipment sending this cause received a request to 
use a channel not activated on the interface for a call.
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D3 83 Suspended call exists, call 
identity does not

A call resume attempted with a call identity that 
differs from that in use for any currently suspended 
call.

D4 84 Call identity in use Network received a call suspended request. The 
request contained a call identity (including the null 
call identity) that is already in use for a suspended call 
within the domain of interfaces over which this call 
can be resumed.

D5 85 Invalid digit value for 
number

Network received a call resume request. The request 
contained a call identity information element that does 
not indicate any suspended call within the domain of 
interfaces over which the call can be resumed. 

D6 86 Call having the requested 
call identity is cleared

The network has received a call resume request. This 
request contained a call identity information element 
that once indicated a suspended call; the suspended 
call was cleared while suspended (either by network 
timeout, or by a remote user).

D8 88 Incompatible destination Equipment sending this cause received a request to 
establish a call that has low layer compatibility, high 
layer compatibility attributes (for example, data rate) 
that cannot be handled.

DB 91 Transit network does not 
exist

Incorrect format received for transit network 
identification (format defined in Annex C/Q.931).

DF 95 Invalid message, unspecified Invalid message event only when no other cause in the 
invalid message call applies.

Table 33.   Class 101 - Invalid Message (Continued)

Hex Value Description Meaning
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Table 34.   Class 110 - Protocol Error

Hex Value Description Meaning

E0 96 Mandatory information 
element is missing

Equipment sending this cause received a message that 
is missing an information element that must be 
present in the message before that message can be 
processed.1

E1 97 Message type nonexistent or 
not implemented

Equipment sending this cause received a message with 
a message type it does not recognize:

Undefined message.

Defined but not implemented by the equipment 
sending the cause.

E2 98 Message not compatible with 
call state or message type 
nonexistent or not 
implemented

Equipment sending this cause received a message that 
it considers non-permissible while in the call state; or 
a STATUS message received indicating an 
incompatible call state.

E3 99 Information element 
nonexistent or not 
implemented

Equipment sending this cause received a message that 
includes information elements not recognized because 
the information element identifier is not defined, or is 
defined but not implemented by the equipment 
sending the cause. However, the information element 
is not required to be present in the message to enable 
the equipment sending the cause to process the 
messages.1

E4 100 Invalid information element 
contents

Equipment sending this cause received an information 
element that it has implemented. However, the 
sending equipment was not able to implement the code 
because one or more of the fields were incorrectly 
coded.1

E5 101 Message not compatible with 
call state

The received message is incompatible with the call 
state.

E6 102 Recovery on timer expiry A timer expired and an associated Q.931 error 
handling procedure is initiated.

EF 111 Protocol error, unspecified An error event only when no cause in the protocol 
error class applies.

1. The particular Information Element is identified in the diagnostic byte. For example 81 E0 04 means that 
the bearer capability is not included by the PABX (Private Network) in the SETUP message. 0x04 is the 
Bearer Capability Information Element Identifier as specified in the standards.
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Table 35.   Class 111 - Inter-networking

Hex Value Description Meaning
FF 127 Interworking unspecified Interworking with a network that does not provide 

cause codes for its actions. Therefore, the precise cause 
for transmitting a message is unknown.

Table 36.   Dialogic (formerly Brooktrout) Proprietary ISDN Cause Codes 
Returned by High-Level Call Control Functions

Hex Value Name Meaning

3E8 1000 CLEARcausNO_DIALTONE No dial tone detected when placing a call.

3E9 1001 CLEARcausINTERNAL_DIAL_ERROR An internal dialing error has occurred.

3EA 1002 CLEARcausNO_LOOPCURRENT No loop current detected.

3EB 1003 CLEARcausJATE_REJECT Call failed to connect within the limits 
defined for the JATE standard’s redial 
restriction.

Table 37.   Diagnostic Byte

Hex Value Description

02 2 Transit network identity or network specific facility Information Element Identifier.

16 22 New destination number.

1D 29 Facility identification.

2B 43 Discarded Information Element Identifier.

2F 47 Information Element Identifier.

39 57 Attributes of bearer capability.

3A 58 Attributes of bearer capability.

41 65 Attributes of bearer capability.

42 66 Channel type.

58 88 Incompatible parameter.

5F 95 Message type.

60 96 Information Element Identifier.
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61 97 Message type.

62 98 Message type.

63 99 Information Element Identifier.

64 100 Information Element Identifier.

65 101 Message type.

66 102 Timer number.

Table 37.   Diagnostic Byte (Continued)

Hex Value Description
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E -  Infopkt Parameter Values

This appendix describes the voice and fax infopkt parameters.

It has the following sections:

 Voice Infopkt Parameters
 Fax Infopkt Parameters
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All infopkts consist of a four-byte header that precedes some data. 
The header defines the infopkt’s type and indicates its total length.

In each infopkt, define the header using struct infopkt hdr. It 
has the following format and parameters:

struct infopkt hdr

{

    unsigned short type;

    unsigned short length;

};

The following describes each of these parameters:

Parameter type
Units None.
Range See the infopkt.h file for a complete list of infopkt 

types.
Default None.

Parameter length
Units Bytes.
Range Total length of the infopkt, including header and 

data. Maximum 30,000 bytes; recommend 1K limit.
Default None.
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Voice Infopkt Parameters
The voice infopkt parameters include the following:

 End-of-Speech Parameter Infopkt on page 1385
 Prompt Map Infopkt on page 1386
 Speech Parameters Infopkt on page 1387

End-of-Speech Parameter Infopkt
The end-of-speech parameter infopkt struct eospkt, used by 
infopkt type INFOPKT_END_OF_SPEECH, contains the following 
programmable parameter:

struct eospkt 

{
struct infopkt hdr;
unsigned short mode;

};

The following describes this parameter:

Parameter mode

Units None.

Range 0  Stop accepting data from this file, and 
terminate speech playback.

1  Stop accepting data from this file, but do not 
terminate speech playback.

Default 0



Voice Infopkt Parameters

October 2017 1386

Prompt Map Infopkt
The prompt map infopkt struct promptpkt, used by infopkt type 
INFOPKT_PROMPT_MAP, contains the following programmable 
parameters:

struct promptpkt 

{
struct infopkt hdr;
long num_phrases;

/* map data follows: num_phrases prompt_phrase structures 
*/

};

struct prompt_phrase

{
long phrase_size;
long offset;

};

The following describes each of these parameters:

Parameter num_phrases 

Units None.

Range 1 – MAX_PHRASES_PER_MAP.

Description Number of phrases in prompt file.

Default None.

Parameter phrase_size

Units Bytes.

Range 1 – unlimited.

Description The size of a particular phrase.

Default None.

Parameter offset

Units Bytes.

Range 1 – unlimited.

Description Offset of a particular phrase.

Default None.
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Speech Parameters Infopkt
The speech parameters infopkt struct SPI, used by infopkt type 
INFOPKT_SPEECH_PARAMETERS, contains the following 
programmable parameters:

struct SPI 

{
struct infopkt hdr;
unsigned short sample_rate;
unsigned char coding_format;
unsigned char bits_per_sample;
unsigned char afe_rate;
unsigned char data_fmt;

};

The following describes each of these parameters:

  

Parameter sample_rate

Units Samples per second.

Range 0 = 6,000

1 = 8,000

6 = 16,000

2 = 20,000

3 = 24,000

4 = 28,000

5 = 32,000

9 = 5,300

10 = 6,300

11 = 13,000

Default 1
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Note: For a list of valid combinations of sample_rate and 
coding_format, see BfvSpeechRecord.

Parameter coding_format

Units None.

Range 0 = CVSD

1 = ADPCM

2 = μ - law PCM

7 = G723_1

8 = G729_A

9 = SX7300

10 = SX9600

14 = GSM 610

15 = GSM 660

16 Raw data pass through

Default 1

Parameter bits_per_sample

Units Bits per sample.

Range 0 = 1 bit

2 = 4 bits

3 = 8 bits

Default 2

Parameter afe_rate

Units Samples per second.

Range 0 = 8,000

Default 0

Parameter data_fmt

Units None.

Range 0 = MSB

Default 0xff

Parameter agc (not used, for compatibility only)

None.

A module reported optimal AGC value for playback.

Units

Range



Fax Infopkt Parameters

October 2017 1389

Fax Infopkt Parameters
Fax infopkt parameters include the following:

 ASCII Strip Infopkt on page 1389
 Document Parameters Infopkt on page 1391
 Enhanced Fax Format Page Infopkt on page 1393
 Fax Header Parameters Infopkt on page 1394
 G3 Strip Infopkt on page 1395
 Page Parameters Infopkt on page 1397
 T.30 Parameters Infopkt on page 1399
 Beginning of Page Infopkt on page 1401

ASCII Strip Infopkt
The ASCII strip infopkt struct asciistrippkt, used by infopkt 
type INFOPKT_ASCII_STRIP_PARAMETERS, contains the following 
programmable parameters:

struct asciistrippkt {

    struct infopkt hdr;

    unsigned short resolution;

    unsigned short width;

    unsigned short eof_char;

    unsigned short font_no;

    unsigned short left_margin;

    unsigned short right_margin;

    unsigned short line_spacing;

};

The following pages describe each of these parameters.
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Parameter resolution

Units None

Range 0 200H x 100V (Normal)

1 200H x 200V (Fine)

2 200H x 400V

3 300H x 300V

4 400H x 400V

5 600H x 600V

6 1200H x 1200V

7 300H x 600V

8 400H x 800V

9 600H x 1200V

Default 0

Parameter width

Units Pixels

Range 0 A4, 215 mm, 1728 pixels, normal resolution

1 B4, 255 mm, 2048 pixels, normal resolution

2 A3, 303 mm, 2432 pixels, normal resolution

Default 0

Parameter eof_char

Units None

Range ASCII only

Default 1A

Parameter font_no

Units None

Range 0 – 6
If this specified font has not been downloaded, a default 
font is used (see BfvFaxDownloadFont or the font_file 
parameter on page 1151).

Default 0
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Document Parameters Infopkt
The document parameters infopkt struct docpkt, used by infopkt 
type INFOPKT_DOCUMENT_PARAMETERS, contains the following 
programmable parameters:

struct docpkt {

    struct infopkt hdr;

    unsigned char resolution;

    unsigned char hor_width;

    unsigned char vert_length;

};

The following page describes each of these parameters.

Parameter left_margin

Units 1/10 inch

Range 0 Minimum

12 Maximum

Default 5

Parameter right_margin

Units 1/10 inch

Range 0 Minimum

12 Maximum

Default 0

Parameter line_spacing

Units Number of G3 lines between text lines.

Range 0 – 255

Default 2
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Parameter resolution

Units None

Range 0 200H x 100V (Normal)

1 200H x 200V (Fine)

2 200H x 400V

3 300H x 300V

4 400H x 400V

5 600H x 600V

6 1200H x 1200V

7 300H x 600V

8 400H x 800V

9 600H x 1200V

10 100H x 100V (for JPEG only)

Default 0

Parameter hor_width

Units Pixels

Range 0 A4, 215 mm, 1728 pixels, normal resolution

1 B4, 255 mm, 2048 pixels, normal resolution

2 A3, 303 mm, 2432 pixels, normal resolution

Default 0

Parameter vert_length 

Units None

Range Reserved, value must be 0

Default 0
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Enhanced Fax Format Page Infopkt
The enhanced fax format infopkt struct effpagepkt, used by 
infopkt type INFOPKT_EFF_PAGE_PARAMETERS, contains the 
following programmable parameter:

struct effpagepkt {

    struct infopkt hdr;

    unsigned long eff_page_type;

};

The following describes this parameter:

Parameter eff_page_type

Units None.

Range 0x1 JPEG

0x2 Full color (JPEG)

0x4 Default Huffman Tables (JPEG)

0x8 12 bits/pel, otherwise 8 (JPEG)

0x10 No subsampling (JPEG)

0x20 Custom Illuminant (JPEG)

0x40 Custom Gamut (JPEG)

0x0100 JBIG

0x0200 L0 Mode (JBIG)

Default 0x0
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Fax Header Parameters Infopkt
The fax header parameters infopkt struct faxhdrpkt, used by 
infopkt type INFOPKT_FAX_HDR, contains the following 
programmable parameters:

struct faxhdrpkt {

    struct infopkt hdr;

    unsigned char placement;

    unsigned char insert_mode;

};

The following describes each of these parameters:

Parameter placement

Units None

Range 0 Header

1 Footer

Default 0

Parameter insert_mode

Units None

Range 0x00 Disable

0x02 Replace

0x03 Insert

Default 0x03

ASCII data for the label format follows the fax header parameters 
infopkt structure (see the BfvFaxHeader function).
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G3 Strip Infopkt
The G3 strip infopkt struct g3strippkt, used by infopkt type 
INFOPKT_G3_STRIP_PARAMETERS, contains the following 
programmable parameters:

struct g3strippkt {

    struct infopkt hdr;

    unsigned short resolution;

    unsigned short width;

    unsigned short data_fmt;

};

The following describes each of these parameters:

Parameter resolution

Units None

Range 0 200H x 100V (Normal)
1 200H x 200V (Fine)
2 200H x 400V
3 300H x 300V
4 400H x 400V

5 600H x 600V

6 1200H x 1200V

7 300H x 600V

8 400H x 800V

9 600H x 1200V

Default 0

Parameter width

Units Pixels.

Range 0 A4, 215 mm, 1728 pixels, normal resolution

1 B4, 255 mm, 2048 pixels, normal resolution

2 A3, 303 mm, 2432 pixels, normal resolution

Default 0
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Parameter data_fmt

Units None

Range *********** MH data format ************
0x0 EOLs not byte-aligned, MSB.
0x1 EOLs not byte-aligned, LSB.
0x2 EOLs byte-aligned, MSB.
0x3 EOLs byte-aligned, LSB.

*********** MR data format *************
0x4 EOLs not byte-aligned, MSB.
0x5 EOLs not byte-aligned, LSB.
0x6 EOLs byte-aligned, MSB.
0x7 EOLs byte-aligned, LSB.

*********** PCX format ***************
0x9 Intel Bi-Level PCX.

********** MMR data format ***********
0x10 EOLs not byte-aligned, MSB.
0x11 EOLs not byte-aligned, LSB.
0x12 EOLs byte-aligned, MSB.
0x13 EOLs byte-aligned, LSB.

Default 0x0 for transmission
0x2 for reception
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Page Parameters Infopkt
The page parameters infopkt struct pageparampkt, used by 
infopkt type INFOPKT_PAGE_PARAMETERS, contains the following 
programmable parameters:

struct pageparampkt {

    struct infopkt hdr;

    unsigned short top_margin;

    unsigned short bottom_margin;

    unsigned short length;

    unsigned short ascii_pad;

    unsigned short image_pad; // no longer used

    unsigned short image_break; // no longer used

    unsigned short image_margin; // no longer used

};

The following describes each of these parameters:

Parameter top_margin

Units 1/10 inch

Range 0 Minimum
25 Maximum

Default 3

Parameter bottom_margin

Units 1/10 inch

Range 0 Minimum
25 Maximum

Default 3

Parameter length (page length) For compatibility only; no longer 
used.

Units Number of G3 lines per page in normal resolution (at 
98 lines per inch)

Range 0 – 65,535

Default 1,143



Fax Infopkt Parameters

October 2017 1398

Parameter ascii_pad

Replaces the image_pad parameter and pads all kinds 
of faxes (not limited only to ASCII images).

Units None.

Range 0 Do not pad short image pages.
1 Pad short image pages.

Default 1 (TR114); 0 (all other modules) 

Parameter image_pad

For compatibility only; no longer used.

Units None.

Range 0 Do not pad short image pages.
1 Pad short image pages.

Default 0

Parameter image_break

For compatibility only; no longer used.

When image_break is enabled and the 
BfvFaxHeader function is used, the firmware does 
not put the fax header data on the second page.

Units None.

Range 0 Do not break long image pages.
1 Break long image pages.

Default 0

Parameter image_margin

For compatibility only; no longer used.

Units None.

Range 0 Do not use margins for image pages.
1 Use margins for image pages.

Default 0
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T.30 Parameters Infopkt
The T.30 parameters infopkt struct t30parampkt, used by infopkt 
type INFOPKT_T30_PARAMETERS, contains the following 
programmable parameters:

struct t30parampkt {

    struct infopkt hdr;

    unsigned char bit_rate;

    unsigned char scan_time;

    unsigned char coding_type;

    unsigned char modulation_type;

    unsigned char line_compression;

};

The following describes each of these parameters:

Parameter bit_rate

Units Bits per second.

Range 0 2400 V.27, V.34.

1 7200 V.29, V.17, V.34.

2 4800 V.27, V.34.

3 9600 V.29, V.17, V.34.

4 12000 V.33, V.17, V.34.

5 14400 V.33, V.17, V.34.

6 16800, V.34.

7 19200, V.34.

8 21600, V.34.

9 24000, V.34.

10 26400, V.34.

11 28800, V.34.

12 31200, V.34.

13 33600, V.34.

0xFF Any, no restriction
Note: TruFax® does not support values 6 through 13. 

Default 0xFF
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Parameter scan_time 

Units Milliseconds.

Range 7 0 ms.

1 5 ms.

2 10 ms.

0 20 ms.

4 40 ms.

Default 7

Parameter coding_type 

Units None.

Range Reserved, value must be 0.

Default 0

Parameter modulation_type

Units None.

Range 0 Any, no restriction.

1 V.27 only.

2 V.29 only.

3 V.33 only.

4 V.17 only.

5 V.34 only. TruFax® does not support this 
value.

Default 0

Parameter line_compression

Units None.

Range 0 No restriction.

1 MH only.

2 MR or MH.

3 MMR, MR, or MH.

Default 0

Note: This parameter overrides the user configuration file 
line_compression parameter.
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Beginning of Page Infopkt
The beginning of page infopkt struct boppkt, used by infopkt type 
INFOPKT_BEGINNING_OF_PAGE, contains no programmable 
parameters. 

struct boppkt {
struct infopkt hdr;

};

This infopkt signals the end of a fax page and the beginning of a new 
one.
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F - Call Progress Notes

This appendix explains the Bfv API’s call progress capabilities.

It has the following sections:

 Processing Call Progress Signals
 Adapting to International Specs
 Reporting Call Progress Results
 Initiating Call Progress
 Setting the Call Progress Mode
 Special Call Progress Features
 Call Progress Signals
 Special Information Tones
 Custom Call Progress Results
 Final Call Progress Results

Central Offices (COs), telephone carriers, and Private Branch 
Exchanges (PBXs) generate call progress signals before, during, and 
after dialing. Dialogic® Brooktrout® boards receive these signals 
over the telephone lines, and the board’s call progress analysis 
process interprets them.

During call progress analysis, boards can report dial tone detection, 
ring-back, busy signals, remote fax tone detection, and other 
important information. Applications can use this information to 
determine their next course of action, to display the status of a call, 
or to track billing information. Applications can use postdialing 
results, such as HUMAN and BUSY, to decide what redialing strategy to 
use.
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Processing Call Progress Signals
All Dialogic® Brooktrout® boards process call progress signals 
similarly. Because the frequency characteristics of many of the 
signals the boards receive are between 300 and 640 Hz, the boards 
use a bandpass filter to detect energy within that range. The boards 
use discrete filters to detect other signals with frequency 
characteristics that fall outside the bandpass filter’s range, such as 
fax answer tone (CED) and Special Information Tones (S.I.T.).

The boards use the bandpass filter and a cadence detection algorithm 
to detect normal call progress signals (such as, ring-back, busies, and 
dial tone). When the bandpass filter detects energy in the 300 to 640 
Hz range, it generates an ON output. When the bandpass filter fails 
to detect energy in that range, it generates an OFF output. Over time, 
the received signals produce a cadence, or pattern of ON/OFF states. 
The cadence detection algorithm, executing in software and on-board, 
translates these patterns of ON/OFF states and their duration into 
call progress results. Because of the cadence algorithm, valuable 
processing resources on the host computer (PC) remain available for 
other uses.

The boards use several discrete filters to detect fax answer tone 
(CED), fax calling tone (CNG), Special Information Tones (S.I.T.), and 
G2 fax tones. Since some answering fax machines do not transmit the 
CED tone, the boards also detect fax V.21 signals. V.21 is the 
modulation that fax machines use to communicate protocol 
information to each other. So, to ensure that the boards properly 
detect all G3 fax machines when they dial out, the call progress 
analysis process must be able to detect V.21.

Although Dialogic® Brooktrout® boards support G3 facsimile only, if, 
during call progress analysis, the discrete filters detect a fax machine 
that supports G2 only, call progress analysis reports G2DETCT. 
However, when the boards dial out to fax machines that support both 
G2 and G3, call progress analysis reports ANSWER_TONE_DETECT.



Adapting to International Specs

October 2017 1404

Adapting to International Specs
Brooktrout’s call progress analysis process, detects a wide range of 
call progress signals, both inside and outside the United States.

The call progress analysis process automatically adapts to different 
signal characteristics that other countries may generate and 
recognizes them as call progress signals. For applications that run on 
boards operating outside the United States, this feature eliminates 
the need to download special parameters to those boards. When 
dialing to fax machines in other countries, this feature enables call 
progress analysis to automatically adapt to the proper call progress 
conditions at the remote end.
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Reporting Call Progress Results
Call progress analysis reports two types of call progress results: 
intermediate and final. Custom call progress values are treated as 
intermediate call progress results by BfvLineOriginateCall or 
BfvLineOrigCallDB.

Intermediate Results
Intermediate call progress results, such as ring-back and 
remote-off-hook, indicate that a call is progressing. Applications often 
use intermediate results to display the status of a call or to track 
billing information. The intermediate call progress results include: 
ANSWER, RING1, RMTOFFHK, and SILENCE.

RING1 indicates detection of the type of ring-back signal used in the 
U.S.A.

In digital environments, the boards report RMTOFFHK 
(remote-off-hook) when the A signaling bit goes active. Japanese 
boards with Polarity Reversal Detection report RMTOFFHK when the 
reverse side answers the call. Applications can use RMTOFFHK to 
determine exactly when the remote end answered the call. Many 
applications require tracking such information for billing purposes.

Final Results
Final call progress results, such as busy or fax tone detected, indicate 
that a call has reached a critical point and requires intervention. At 
that point, applications must stop call progress and initiate the next 
step, such as terminate the call or send a fax. The final call progress 
results are listed in Final Call Progress Results on page 1422. HUMAN 
is a special final result, and detecting it is a complex process (see 
Detecting Human below).

For a complete description of the call progress signals and the S.I.T. 
tones that the boards report, see Call Progress Signals on page 1411 
and Special Information Tones on page 1418.
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DISS - Limited Call Progress Mode
Detection of Incoming Signals during Speech (DISS) is a limited call 
progress mode. DISS is in effect when call progress is performed 
during speech record or play, or if explicitly requested by the 
diss_only option of BfvLineCallProgressEnable.

The final call progress results that are available include: 

 CS_BUSY1
 CS_ROBUSY
 CS_DIALTON
 CS_CNG
 CS_CED
 CS_CUSTOM_DIS_FREQ0
 CS_CUSTOM_DIS_CAD0
 No raw call progress data are available

Detecting Human
HUMAN is a final call progress result and means that a human 
probably answered the call. Because of the complexities involved, 
detecting HUMAN is not 100% accurate. Call progress analysis reports 
HUMAN when the results of the analysis do not match any other 
pattern. Typically, call progress analysis reports HUMAN after the 
board detects ring-back for a while and then detects a break in the 
energy pattern.

When call progress is enabled in fax mode and call progress analysis 
detects HUMAN, to compensate for intermediary intervention at the 
remote end, such as shared telephone lines and intelligent switching 
devices, the board does not report HUMAN immediately. For example, 
because many fax machines share the same phone line with a 
telephone, a person will often answer the call, realize the call is for 
the fax machine, and switch the fax machine on.

In fax mode, the board waits until a timeout period expires before 
reporting HUMAN (assuming it fails to detect another signal after 
HUMAN). The timeout period is the ced_timeout timeout, and it is 
programmable through the user configuration file (e.g., btcall.cfg). 
The default for ced_timeout is 40 seconds, but many applications 
increase this value to as high as 80 seconds.
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Initiating Call Progress
The Bfv API provides a high-level function, BfvLineOriginateCall, 
and a low-level function, BfvLineCallProgressEnable, to enable 
call progress analysis. In addition to enabling call progress analysis, 
the high-level function dials the telephone number. The low-level 
function simply enables call progress analysis for a particular calling 
mode.

BfvLineCallProgressEnable
Some applications use the BfvLineCallProgressEnable function to 
enable call progress. This function accepts several input parameters, 
including the call protocol code and the calling mode (ORIGINATE or 
ANSWER) to use.

After calling this function, applications access the call progress 
buffer, a 128-byte structure that contains up to sixty-four call 
progress samples. Each 2-byte sample consists of a code and its 
associated data.

The call protocol code sets the call progress mode, and the calling 
mode defines which call progress signals the board expects to receive.

Applications enable the ANSWER call mode when responding to an 
incoming call. For this purpose, applications check the contents of the 
call progress buffer in a loop, looking for CS_CNGDTCT to determine if 
the call is from a fax machine. When it is in ANSWER call mode, the 
board is also in voice protocol mode and does not transmit CNG tone.

Applications enable the ORIGINATE call mode when out dialing. For 
this purpose, applications check the contents of the call progress 
buffer in a loop, looking for call progress results to determine what 
action to take next. When it is in ORIGINATE call mode and in fax call 
protocol mode, the board transmits CNG tone.

The returned data values for call progress results that the board 
determined, corresponds to the names of the call progress signals 
described in Call Progress Signals on page 1411 and in Special 
Information Tones on page 1418, but with CS_ appended to the front 
of the name (for example, CS_BUSY1). The BfvDataCP function 
returns these values, and they are defined in the btlib.h file.
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BfvLineOriginateCall
Most applications use the high-level function 
BfvLineOriginateCall to initiate call progress. This function 
accepts several input parameters, including the phone number to 
dial, the call protocol code to use, and a user-defined function.

The BfvLineOriginateCall function commands the channel to dial 
the specified telephone number. Besides the dialing digits, the 
telephone number may include control parameters, such as “w” (wait 
for dial tone for the analog boards) and “p” (pulse dial). After dialing 
the dial string, the function commands the board to perform call 
progress analysis.

Applications often pass a user-defined function to 
BfvLineOriginateCall to interpret intermediate call progress 
results (such as, RING1 and RMTOFFHK).

The BfvLineOriginateCall function returns when one of the 
following occurs:

 An error occurs during dialing.
 The channel reports a final call progress result.
 The user-defined function aborts the call.

When BfvLineOriginateCall returns, the application can query the 
call_result structure to determine what happened.



Setting the Call Progress Mode

October 2017 1409

Setting the Call Progress Mode
In general, the call_protocol_code sets three call progress 
modes – VOICE, FAX, and RAW – that affect how the boards perform 
call progress analysis and report the call progress results. 
Applications use each of these modes for specific purposes.

Voice Mode
Applications enable this mode when dialing to a human for voice 
applications, such as voice notification or automated soliciting. For 
this purpose, we recommend that applications pass 
BfvLineOriginateCall the CALL_PROTOCOL_VOICE_NO_RAW 
protocol code. In this mode, the board reports HUMAN and other 
answer results immediately.

Fax Mode
Applications enable this mode when dialing to a fax machine. For this 
purpose, You should ensure that applications pass 
BfvLineOriginateCall, the CALL_PROTOCOL_FAX protocol code. In 
this mode, the module suppresses HUMAN and QUIET results until the 
ced_timeout timeout expires.

Note: CALL_PROTOCOL_FAX_NO_RAW (fax mode) and 
CALL_PROTOCOL_VOICE_NO_RAW (voice mode) report only the 
results of the module’s call progress analysis, not the raw call 
progress data.

Raw Mode
Applications enable this mode to receive the raw energy levels that 
the call progress filters detect directly from the board. Applications 
pass BfvLineOriginateCall, the CALL_PROTOCOL_FAX_NO_RAW 
protocols code and use this information to construct their own call 
progress algorithm. However, since the vast majority of applications 
are not interested in this information, we recommend that they 
enable one of the other modes to perform the required operation.

Applications can enable raw mode and voice mode or fax mode at the 
same time, but fax mode and voice mode are mutually exclusive.
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Special Call Progress Features
Dialogic® Brooktrout® boards can perform very useful tasks during 
call progress analysis.

Sending CNG
In fax mode, Dialogic® Brooktrout® boards transmit CNG tone (fax 
calling tone) while performing call progress analysis. Because this 
feature guarantees that the remote end will detect a CNG tone when 
it answers the call, this feature eliminates incompatibility problems 
with intelligent switching devices. When these devices go off-hook, 
they listen for CNG tone before deciding whether to connect the call 
to a fax machine or to a human.

Call Progress Analysis During Dialing
Using call progress analysis when dialing is very useful when the dial 
string includes the “W” control character.

The “W” control character directs the channel to wait for a dial tone 
before dialing the next digit in the dial string. Since dial tone is a 
continuous signal in many countries, to qualify a dial tone, call 
progress analysis simply looks for continuous energy output from the 
board’s bandpass filter.
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Call Progress Signals
FCP_ANSWER Remote end answered call; can occur immediately after a break in the 

ring-back cycle; like HUMAN, does not match any other call progress 
signal patterns, but is marked by silence.

Mode VOICE, ORIGINATE

Result Type Intermediate or final

Detection Cadence algorithm

Freq. (Hz) NA

On/Off secs NA

Action Voice applications only; stop call progress immediately and play 
speech or wait until HUMAN (and possibly SILENCE) detected and play 
speech.

FCP_ANSWER_TONE_DETECT

Fax machine detected; usually a fax CED tone, but also fax V.21 
signals when the remote machine does not send a CED tone before it 
sends the fax protocol information.

Mode FAX, VOICE, ORIGINATE, ANSWER

Result Type Final

Detection Discrete filters

Freq. (Hz) 2100 or V.21 (1650, 1850)

On/Off secs Continuous for >2.6 and <4 or V.21 (NIA)

Action Send a fax.

FCP_BUSY1 Normal busy; remote end busy (off-hook).

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Cadence algorithm

Freq (Hz) Country-specific (480+620 U.S.A.)

On/Off secs Country-specific (0.5/0.5 U.S.A.)

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
Employ suitable redial strategy; for example, redial every 10 minutes 
for several hours.
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FCP_BUSY2 Normal busy; remote end busy (off-hook). Used instead of BUSY1 in 
certain countries.

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Cadence algorithm

Freq (Hz) Country-specific

On/Off secs Country-specific

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
Employ suitable redial strategy; for example, redial every 10 minutes 
for several hours.

FCP_CNGDETCT CNG fax calling tone detected.

Mode ANSWER; typically, applications answer inbound calls, go off-hook, 
check for CNG, and depending on the results, determine whether to 
receive a fax or play speech. (Assuming the remote end started 
sending CNG when call progress was initiated, worst case detection 
time is 5 secs.)

Result Type Final

Detection Discrete filters

Freq (Hz) 1100

On/Off secs 0.5/3.0

Action If detected, terminate call progress with the 
BfvLineCallProgressDisable function or the user-defined function 
passed to the BfvLineOriginateCall function, and start fax receive 
mode.

FCP_CONFIRM Confirmation tone; automated equipment acknowledges successful 
completion of caller requested feature (for example, call forwarding). 
This is not G2 confirmation tone (CFR2).

Mode FAX, VOICE, ORIGINATE

Result Type Intermediate

Detection Cadence algorithm

Freq (Hz) 350+440

On/Off secs 2((0.1/0.1), 0.1/continuous

Action When the application receives this result, it should continue call 
progress analysis and use the user-defined function passed to 
BfvLineOriginateCall to check for CONFIRM and display the status 
of the call.
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FCP_DIALTON Dial tone detected; usually indicates the dialing sequence did not 
break dial tone.

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Cadence algorithm

Freq (Hz) 350+440

On/Off secs Continuous

Action Terminate the connection with BfvLineTerminateCall or 
BfvLineReset. Retry 10 minutes later. If still unsuccessful, have the 
telephone company check the line, and then check the Dialogic® 
Brooktrout® board (if the volume of the DTMF tones is too low, the 
PBX or the telephone company will fail to detect them).

FCP_G2DETCT Group 2 fax machine detected; remote machine is capable of sending 
and receiving G2 facsimiles only.

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Discrete filters

Freq (Hz) 1850

On/Off secs 1.5/3.0

Action Since the Bfv API does not support G2, terminate the call with 
BfvLineTerminateCall or BfvLineReset. Retry only once, 10 to 15 
minutes later. If still unsuccessful, check the telephone number.

FCP_HUMAN Answer (probable human) detected; does not match any other 
expected call progress signal patterns.

Mode FAX (suppressed until after ced_timeout timeout), VOICE, 
ORIGINATE, ANSWER

Result Type Final

Detection Cadence algorithm

Freq (Hz) NA

On/Off secs NA

Action Application specific. Fax applications: terminate the call with 
BfvLineTerminateCall or BfvLineReset. Employ a suitable retry 
strategy; for example, redial once 30 to 60 minutes later. Voice 
applications: play a speech file.
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FCP_ISDN_CALL_PROGRESS

By enabling call progress on an ISDN D channel, one of the following 
values will be in the second byte of the FIFO buffer:

4: CALL_PROCEEDING: Call is proceeding normally.
5: CALL_ALERTING: Ringback detected; remote end is

ringing.
6: CALL_CONNECTED: Call is connected.
7: CALL_DISCONNECTED: Call was disconnected.

Mode ORIGINATE

Result Type Intermediate

Detection NA

Freq (Hz) NA

On/Off secs NA

Action Depending on the call progress value, proceed as in fax or voice 
applications.

FCP_ISDN_CALL_COLLISION

Indicates that a call collision occurred on the ISDN line.

Mode Originate

Result Type Final

Detection NA

Freq (Hz) NA

On/Off secs NA

Action Terminate the call with BfvLineTerminateCall or BfvLineReset.

FCP_PULSE This result is reserved and should never occur.

Mode None.

Result Type NA

Detection NA

Freq (Hz) NA

On/Off secs NA

Action NA
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FCP_QUIET After dialing the number, no energy detected on the line for the 
ced_timeout timeout period; possible dead line.

Mode FAX, ORIGINATE

Result Type Final

Detection Cadence algorithm and discrete filters

Freq (Hz) None

On/Off secs None

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
Redial every 10 minutes, up to 2 hours. This result is atypical, so 
check the telephone number if redialing is unsuccessful. Check any 
channel that reports this result excessively.

FCP_RECALL Recall dial tone detected; signal generated when calling another 
party while already connected to one or more parties (for example, 
conference calling, call waiting).

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Cadence algorithm

Freq (Hz) 350+440

On/Off secs 3+(0.1/0.1), Continuous

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
This result is atypical, and unless specifically expected, it may be an 
invalid result. If detected after dialing to a fax machine, redial the 
number 10 minutes later.

FCP_RING1 Ringback detected; remote end is ringing. The Central Office 
connected to the dialed number generates this signal.

Mode FAX, VOICE, ORIGINATE

Detection Cadence algorithm

Result Type Intermediate

Freq (Hz) 440+480

On/Off secs 2/4 or 1/3 (PBX extensions)

Action Continue call progress analysis. Can use the user-defined function 
passed to BfvLineOriginateCall to check for ringback and display 
the status of a call.
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FCP_RMTOFFHK Remote fax machine went off-hook (also known as Answer 
Supervision). Depending on the configuration of the CO, T1 and E1 
connections may not use or provide in-band signaling.

Mode FAX, VOICE, ORIGINATE

Result Type Intermediate

Detection MVIP A signaling bit

Action Continue call progress analysis. Can pass a user function to 
BfvLineOriginateCall to check for this result and use it to track 
call status and billing information.

FCP_RNGNOANS Indicates the remote end was ringing but did not answer. In fax mode, 
this result occurs after the wait-for-ced timeout has expired and 
the line continues to ring. In voice mode, this result occurs after the 
v_timeout has expired and the line continues to ring. (You can 
adjust the value of these timeout parameters in the user 
configuration file, btcall.cfg.

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Cadence algorithm

Freq (Hz) 440+480

On/Off secs See FCP_RING1 on page 1415 .

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
The retry strategy depends on the application. For example, redial 
the number every 15 minutes for 2 hours. After that, redial only once 
every hour or two.

FCP_ROBUSY Reorder or fast busy; indicates that telephone company trunk lines 
are busy; on PBXs, indicates no available outside lines.

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Cadence algorithm

Freq (Hz) Country-specific (480+620 U.S.A.)

On/Off secs Country-specific (0.25/0.25 U.S.A.)

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
Redial the number every 10 minutes for 2 hours. After that, check the 
number.
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FCP_SILENCE In VOICE mode, after dialing, no signal detected during the silence 
timeout. In ANSWER mode, no fax CNG tone detected after answering 
a call.

Mode VOICE, ORIGINATE, ANSWER

Result Type Intermediate (usually)

Detection Bandpass filter (no energy detected)

Freq (Hz) None

On/Off secs None

Action Application specific. In ORIGINATE mode, use this result with the 
user-defined function passed to BfvLineOriginateCall to 
determine when a human on the remote end has stopped speaking; 
then abort call progress and play a speech file. In ANSWER mode, use 
this result to determine when the call is from a human; then stop call 
progress analysis immediately and play a speech file.

FCP_SPECIALCP Special call progress tone detected.

Mode FAX, VOICE, ORIGINATE

Result Type Intermediate

Detection Discrete filters

Freq (Hz) 950/1400

On/Off secs Greater than 0.1

Action Continue call progress analysis.
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Special Information Tones
Special Information Tones (S.I.T.) are useful in determining where 
and why an attempted call failed. This special information includes 
customer originating failures, intercept and vacant; end office 
originating failures, no circuit-BOC and reorder-BOC; and carrier 
failures, no circuit-CXR and reorder-CXR.

Note: Once it detects an S.I.T. tone, the board uses tone duration 
patterns, not tone frequencies, to identify the particular S.I.T. 
tone. So, the board does not distinguish between no circuit and 
reorder failures originating from an end office and those 
originating from the carrier.

FCP_SITINTC Intercept tone detected; remote end originating failure; invalid 
telephone number or class of service restriction.

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Discrete filters

Freq (Hz) 913.8/1370.6/1776.7

On/Off secs 0.274/, 0.274/, 0.380/

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
Redial 10 to 15 minutes later. If still unsuccessful, check the number.

FCP_SITNOCIR No circuit detected; end office or carrier originating failure, possible 
dead line.

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Discrete filters

Freq (Hz) 985.2(913.8)/1428.5(1370.6)/1776.7

On/Off secs 0.380/, 0.380/, 0.380/

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
Redial every 10 to 15 minutes for 2 hours. If still unsuccessful, check 
the telephone number. If correct, report it to the telephone company.
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FCP_SITREORD Reorder tone detected; end office (PBX) or carrier originating failure.

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Discrete filters

Freq (Hz) 985.2(913.8)/1428.5(1370.6)/1776.7

On/Off secs 0.274/, 0.380/, 0.380/

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
Redial every 10 to 15 minutes for 2 hours. If still unsuccessful, check 
the telephone number. If correct, report it to the telephone company.

FCP_SITVACODE Vacant tone detected; remote originating failure; invalid telephone 
number.

Mode FAX, VOICE, ORIGINATE

Result Type Final

Detection Discrete filters

Freq (Hz) 985.2/1370.6/1776.7

On/Off secs 0.380/, 0.274/, 0.380/

Action Terminate the call with BfvLineTerminateCall or BfvLineReset. 
Redial 10 to 15 minutes later. If still unsuccessful, check the 
telephone number.
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Custom Call Progress Results
The Brooktrout fax boards support custom programmable call 
progress detection. Call progress results may be programmed based 
on either frequencies or cadence. See 
BfvLineCallProgressProgram in Volume 3.

When programming a custom call progress value for standard call 
progress mode, one of eight templates may be chosen for frequency 
and one of three may be chosen for cadence. In limited call progress 
mode (DISS), only one template may be chosen which may be either 
frequency or cadence. The possible call progress results shown below 
reflect the template value chosen.

CS_CUSTOM_FREQ0
CS_CUSTOM_FREQ1
CS_CUSTOM_FREQ2
CS_CUSTOM_FREQ3
CS_CUSTOM_FREQ4
CS_CUSTOM_FREQ5
CS_CUSTOM_FREQ6
CS_CUSTOM_FREQ7

Custom programmed call progress frequency template N 
(where N= 0-7) was detected.

Mode All

Result Type Intermediate

Detection Cadence algorithm and discrete filters

Frequency 300 – 3200 Hz

Duration 10 ms units

Action Continue call progress analysis unless application terminates it.
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CS_CUSTOM_CAD0
CS_CUSTOM_CAD1
CS_CUSTOM_CAD2
CS_CUSTOM_CAD3
CS_CUSTOM_CAD4
CS_CUSTOM_CAD5
CS_CUSTOM_CAD6
CS_CUSTOM_CAD7

Custom programmed call progress cadence template N 
(where N= 0-7) was detected.

Mode All

Result Type Intermediate

Detection Cadence algorithm and discrete filters — 300 – 600 Hz

On/Off secs 10 ms units

Action Continue call progress analysis unless application terminates it.

CS_CUSTOM_DIS_FREQ0
Custom programmed call progress frequency template 0 for limited 
mode (DISS) was detected.

Mode All

Result Type Intermediate

Detection Cadence algorithm and discrete filters

Frequency 300 – 3200 Hz

Duration 10 ms units

Action Continue call progress analysis unless application terminates it.

CS_CUSTOM_DIS_CAD0
Custom programmed call progress cadence template 0 for limited 
mode (DISS) was detected.

Mode All

Result Type Intermediate

Detection Cadence algorithm and discrete filters — 300 – 600 Hz

On/Off secs 10 ms secs

Action Continue call progress analysis unless application terminates it.
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Final Call Progress Results
FCP_BUSY1 301

FCP_BUSY2 302

FCP_ROBUSY 303

FCP_RECALL 304

FCP_CONFIRM 305

FCP_PULSE 306

FCP_HUMAN 316

FCP_ANSWER 317

FCP_DIALTON 318

FCP_SILENCE 324

FCP_RNGNOANS 325

FCP_G2DETCT 326

FCP_SITINTC 327

FCP_QUIET 328

FCP_SITVACODE 329

FCP_SITREORD 330

FCP_SITNOCIR 331

FCP_CNGDETCT 332

FCP_ANSWER_TONE_DETECT 339

FCP_UNKNOWN 340

FCP_ISDN_CALL_PROGRESS 348

FCP_ISDN_CALL_COLLISION 349
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G - Country-Specific Parameter Files

This appendix describes the country-specific parameter files and 
dialing requirements.

It has the following sections:

 BT_CPARM.CFG Parameter File
 Using Dialing Database Functions and Dialing Parameters
 Country-Specific Dialing Requirements
 Examples of R2 Parameter Files

Many countries have dialing requirements that regulate how 
telephony equipment must interface with the telephone network. If 
an application dials a fax machine in one of these countries, it must 
use the appropriate country_code keyword in the user-defined 
configuration file and the dialing database functions. These tools, 
used in conjunction with the dialing database configuration 
parameters in the BT_CPARM.CFG configuration file, enable 
applications to conform to the target country’s PTT regulations.

The following countries have approved one or more Dialogic® 
Brooktrout® TR Series boards:

 Australia
 Canada
 EU (TBR 4)
 Japan
 United States

The section, Country-Specific Dialing Requirements on page 1434 
describes the unique dialing requirements for individual countries.
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For information about R2 parameter files for Argentina, Brazil, 
China, Korea and Mexico, see the examples on page 1443.

The application is responsible for enforcing the dialing restrictions of 
any country that requires it. For a description of the dialing 
restriction parameters in the BT_CPARM.CFG file, see 
BT_CPARM.CFG Parameter File. For specific details about the 
dialing database functions, see Volume 2, Chapter 4, Dialing 
Database Functions. 
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BT_CPARM.CFG Parameter File
The Brooktrout SDK includes a read-only file called the 
BT_CPARM.CFG parameter file. This file contains several sets of 
parameters that primarily relate to telephony configuration (for 
example: DTMF tone length, interdigit times). A set of parameters is 
specific to a country or to a group of countries. Since some PTTs 
require specific values for these parameters, Dialogic provides the 
values in this file. Dialogic also guarantees that parameter files 
created for subsequent Bfv API versions will be compatible with 
previous versions.

The BT_CPARM.CFG file resides in the app.src and bapp.src 
directories. You can create it with the mkparams program, included 
in source form in the app.src/params subdirectory. Dialogic strongly 
recommends that you use the supplied values.

The location of BT_CPARM.CFG must be specified in the 
user-defined configuration file (see the bt_cparm parameter on 
page 1140. The default value is BT_CPARM.CFG in the current 
directory).

All parameters are declared as unsigned chars unless otherwise 
noted, and are as follows:

Parameter Value
blind_dial Disables initial dial tone detection when any nonzero value is indicated. 

Dialing begins after this amount of time has expired and after going 
off-hook.

1 second units

data_level Indicates the data transmit level.

0.5 dBm units

dial_tone_min Indicates the minimum time to identify the presence of a dial tone as a 
dial tone during the initial “w” wait for dial tone command.

10 ms units

dtmf_high_level Indicates the DTMF upper frequency transmit level.

0.5 dBm units

dtmf_low_level Indicates the DTMF lower frequency transmit level.

0.5 dBm units
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dtone_len Indicates the minimum time to identify the presence of a dial tone as a 
dial tone during a wait for dial tone command. The time refers to the 
2nd, 3rd, 4th, ... “w” in the dial string. To allow the call progress 
algorithm to work properly, this parameter is set to a value that exceeds 
the longest expected ring-back “ON” period.

50 ms units

dtone_timeout_
highbyte

Indicates the timeout period to wait for a dial tone (high byte).

100 ms units

dtone_timeout_
lowbyte

Indicates the timeout period to wait for a dial tone (low byte).

If the system fails to detect a dial tone within the time period specified 
by these high and low byte parameters, the system considers the line 
dead and returns the corresponding indication to the application. 

100 ms units

enable_loop_cur Enables/disables loop current monitoring.

1 Enabled

0 Disabled

fixed_ced Defines a fixed or variable ced_timeout timeout. If variable, the 
timeout can be changed via the ced_timeout (see page 1142) user 
parameter.

1 Fixed

0 Variable

fixed_id Defines a fixed or variable local ID string. If fixed, the Bfv API uses the 
value specified in the id_string (see page 1152) parameter in the 
user-defined configuration file. If variable, the Bfv API still uses the 
id_string parameter but this value can be overridden by a call to the 
BfvFaxSetLocalId function.

1 Cannot change local ID for the CSI, TSI, and CIG CCITT 
frames.

0 Permit variable local ID strings.

loopcur_debounce Indicates the time allowed for interruptions in loop current. The system 
ignores any interruptions in loop current that occur for less than this 
limit.

50 ms units

Maximum 1.250 seconds

Default 14 hex (1 second)

Parameter Value
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loopcur_len Indicates the minimum amount of time that loop current must be 
present to indicate the presence of an incoming call.

50 ms units

Default 2 (100 ms)

loopcur_timeout Indicates the timeout period to wait for loop current.

If the system fails to detect loop current within the specified time period, 
the system considers the line dead and returns the corresponding 
indication to the application. 

50 ms units

loop_max_break Indicates the maximum break time for loop curent.

If the Bfv API does not detect loop current for this period of time during 
a call, it assumes the call disconnected.

5 ms units

loop_seizure Indicates the amount of loop seizure time required to indicate a valid 
incoming call.

5 ms units

max_bitrate Indicates the maximum transmission bit rate.

Valid values are (bps units):

0   2400

2   4800

1   7200

3   9600

4 12000

5 14400

6 16800

7 19200

8 21600

9 24000

10 26400

11 28800

12 31200

13 33600

0xFF generic; maximum supported by hardware/firmware

Parameter Value



BT_CPARM.CFG Parameter File

October 2017 1428

max_interdigit Indicates the maximum time between incoming DID digits.

50 ms units

max_sil_timeout Indicates the maximum silence timeout when recording speech.

When this value is nonzero, the Bfv API uses the shorter silence timeout 
period: either the value from this parameter or the value from the 
recording function. The range is 0–255.

100 ms units

min_on_hook Indicates the minimum length of time to maintain an on-hook state.

50 ms units

Default 28 hex (2 seconds)

post_wink Indicates the minimum length of time that must elapse at the end of the 
wink signal before the firmware generates a call detected interrupt, 
even if the system has detected all the expected incoming digits.

In wink mode, the timer starts at the end of the wink (before the 40-ms 
debounce begins). In immediate mode, the timer starts after detecting 
the end of a valid loop seizure that indicates receipt of a valid incoming 
call.

50 ms units

pre-wink Indicates the minimum length of time the system must wait (pause) 
after detecting the end of a valid loop seizure (incoming call) before it 
sends a wink signal.

5 ms units

pulse_break Indicates the break time for pulse dialing.

5 ms units

pulse_inter_time Indicates the time between digits during pulse dialing.

5 ms units

pulse_make Indicates the make time for pulse dialing.

5 ms units

pulse_max_break Indicates the maximum break time for pulse dialing.

When the system detects a break time between pulse-dialed digits that 
exceeds the value in this parameter, the system considers the digit 
invalid.

5 ms units

Parameter Value
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pulse_min_break Indicates the minimum break time for pulse dialing.

If the system fails to detect a pulse-dialed break time of this minimum 
duration, the system considers the digit invalid. The system uses the 
parameter for debouncing digits.

5 ms units

rec_level Data receive level.

0.5 dBm units

ring_blank Indicates ringing blank time. This parameter indicates the length of 
time to wait after detecting a burst of ringing before looking for another 
burst of ringing. 

50 ms units

ring_len Indicates the minimum length of the ring signal. This parameter 
indicates a value that the system uses to determine the frequency of the 
ring signal.

5 ms units

scan_time Indicates the minimum scan time.

Valid values:

7   0 ms

1   5 ms

2 10 ms

0 20 ms

4 40 ms

tone_inter_time Indicates the amount of silence allowed between DTMF tones during 
dialing.

5 ms units

tone_len Indicates the length of a DTMF tone. This parameter defines the basic 
unit used when playing a DTMF tone.

5 ms units

wait_for_ced_high Indicates the length of time to wait for the called station’s ID signal 
(high byte and low byte).

wait_for_ced_low 10 ms units

Parameter Value
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All of the remaining parameters provide control for the dialing 
restrictions specific to each country the Bfv API supports.

Parameter Value
dl_configuration Contains bits that specify the properties of the redial strategy for the 

country:

b0 (1) Restrict dialing based on the telephone number.

b1 (2) Restrict dialing based on the telephone line (channel).

If neither bit is set, the country has no dialing restrictions. If both bits 
are set, the restrictions apply only to the telephone numbers, and only 
minimum intercall delays will affect the telephone lines.

b2 (4): 1 The dl_uns_lmt_time or dl_wr_lmt_time applies after the 
call that exceeded the limit. Otherwise, the time applies 
after the first call.

b3 (8): 1 For phone line restrictions, do not treat wrong calls as 
successful. Otherwise, for phone line restrictions, treat 
wrong calls as successful.

dl_max_limit Indicates the maximum number of wrong and unsuccessful dial 
attempts permitted for any telephone number. The Bfv API blacklists a 
telephone number when this maximum is reached.

This value applies only when two maximum retry values, one on a per 
time basis and one on a forever (blacklist) basis, exist. In this case, the 
Bfv API assumes that only “sum limits” are in effect. The Bfv API uses 
dl_max_limit to control the forever (blacklist) limit and the 
dl_sum_limit with both the dl_wr_lmt_time and the dl_uns_lmt_time to 
control the per time limit.

When only one maximum retry value exists, it is either dl_sum_limit, 
dl_unsucc_limit, or dl_wrong_limit.

dl_min_unsucc Indicates the minimum time to delay redialing a telephone number after 
an unsuccessful dial attempt. This delay applies to all redial attempts 
after the first one.

1 second units

dl_min_unsucc_first Indicates the minimum time to delay redialing a telephone number after 
an unsuccessful dial attempt. This delay only applies to the first redial 
attempt.

1 second units

dl_min_wrong Indicates the minimum time to delay redialing a telephone number after 
a wrong dial attempt. This delay applies to all redial attempts after the 
first one.

1 second units
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dl_min_wrong_first Indicates the minimum time to delay redialing a telephone number after 
a wrong dial attempt. This delay only applies to the first redial attempt.

1 second units

dl_sum_limit Indicates the maximum number of the sum of unsuccessful and wrong 
dial attempts permitted. When this number is reached, the Bfv API 
either blacklists the telephone number or delays redialing it until 
dl_wr_lmt_time or dl_uns_lmt_time.

0 Disable.

dl_uns_lmt_time Indicates the time that applies to the _unsucc_ or _sum_ limit.

0 Forever (blacklisted).

Nonzero Reset the unsuccessful count to 0 after the time limit 
elapses.

If both dl_wr_lmt_time and dl_uns_lmt_time are nonzero, they must be 
equal.

Bit b2 of dl_configuration affects the application of this parameter.

1 second units

dl_unsucc_limit Indicates the maximum number of unsuccessful calls permitted. When 
this number is reached, the Bfv API blacklists the telephone number or 
delays redialing it until dl_uns_lmt_time.

0 Disable

dl_wr_lmt_time Indicates the time that applies to the _wrong_ or _sum_ limit.

0 Forever (blacklisted).

Nonzero Reset the wrong count to 0 after the time limit elapses.

If both dl_wr_lmt_time and dl_uns_lmt_time are nonzero, they must be 
equal.

Bits b2 and b3 of dl_configuration affect the application of this 
parameter.

1 second units

dl_wrong_limit Indicates the maximum number of wrong calls permitted. When this 
number is reached, the Bfv API blacklists the telephone number or 
delays redialing it until dl_wr_lmt_time.

0 Disable.

Parameter Value
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Using Dialing Database Functions and 
Dialing Parameters

The dialing database functions are BfvDialDBCheck, 
BfvDialDBUpdate, BfvLineOrigCallDB, and BfvDialDBList. To 
properly enforce the restrictions, the application must use either the 
BfvLineOrigCallDB function or the BfvDialDBCheck and 
BfvDialDBUpdate functions. See Volume 2, Chapter 4, Dialing 
Database Functions for specific details.

An application uses the dialing database functions only when sending 
a fax, when it expects a fax machine to answer. An application must 
not use the dialing database functions when it expects a human or a 
voice answering machine to answer.

An application uses the dialing database locally on a single computer 
only. It must not share the dialing database with multiple computers 
over a network. The Bfv API does not provide for sharing or for format 
differences in intercompiler time storage.

The dialing database functions use a lock file to ensure exclusive 
access to the database. The name of this file is btdb.lck, and it resides 
in the same directory as the dialing database. If execution of the 
program stops prematurely (for example, the system crashes) the lock 
file may remain. If this occurs, you must manually remove the lock 
file, so the dialing database functions can proceed.

The Bfv API uses the C library time() function for timing purposes. 
Some libraries implement this function slightly differently. Users 
must make sure that all programs using the DialDB... functions on a 
particular computer are linked with the same version of their 
compiler library.

The Bfv API can add trunk access information to the database at the 
same time as the telephone number or instead of the telephone 
number. For viewing and removal purposes, the database stores a 
trunk line under the telephone number xN, where N is the channel 
number.

The Bfv API implements the per-time-period restrictions so that a 
period normally starts with the first failed call. The next call after the 
period has ended, begins a new period. (So, even with a restriction of 
five calls per hour, it’s possible to have nine calls concentrated in a 
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very small time span.) Bit b2 in dl_configuration permits the 
period to start after the last call. No provision is made for a “sliding 
window”, which records the last N call times.

When restrictions are based on the telephone line, wrong calls may or 
may not cause delays, as determined by bit b3 in 
dl_configuration.

If a country requires a minimum delay between calls that varies 
depending on how many calls have been made, the Bfv API provides 
one value for the delay that follows the first call and another value for 
the delay that follows all subsequent calls. If a country requires a 
different setup, the Bfv API uses the same method, but with more 
conservative delay times. The Bfv API predefines a blacklist that 
contains several telephone numbers that are restricted in certain 
countries. The application must never dial these telephone numbers 
within the specified country. These telephone numbers are not 
specified through the BT_CPARM.CFG configuration file, but 
instead, are hard-coded within the Bfv API source. They include:

Japan 110, 119
Hong Kong 999
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Country-Specific Dialing Requirements
There are dialing requirements specific to individual countries. 
Country requirements which are defined, include the following:

Note: * Indicates countries not yet approved for Dialogic® 
Brooktrout® boards.

 Australia on page 1434
 Canada on page 1435
 Czech Republic on page 1435*
 Denmark on page 1436
 European Community (Boards Approved to TBR 4) on page 1436
 France on page 1436
 Germany on page 1437
 Hong Kong on page 1437*
 Ireland on page 1437
 Israel on page 1438*
 Italy on page 1438
 Japan on page 1438
 Malaysia on page 1439*
 Netherlands on page 1439
 New Zealand on page 1439*
 Norway on page 1440*
 Singapore on page 1440*
 Spain on page 1440
 Switzerland on page 1441*
 Turkey on page 1441*
 United Kingdom on page 1441
 United States on page 1442

Australia
 Regulatory authorities recommend that the application delay 

two seconds before answering an incoming call.
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 If the application does not wait for dial tone, it must wait at least 
two seconds after seizing the line before dialing. Include 
missing_wait 40 in your callctrl.cfg file to specify the 
two-second wait.

Canada
Unsuccessful calls are either unanswered calls or wrong calls. 
Unanswered calls occur when the called number fails to answer. In 
this case, the Bfv API reports BUSY1, BUSY2, ROBUSY, RECALL, 
DIALTON, SIT_, or RNGNOANS. Wrong calls occur when the called 
number answers but fails to send fax CED tone or V.21 signal to 
indicate a fax machine. In this case the Bfv API reports HUMAN, 
QUIET, SILENCE, ANSWER, or G2DETCT.

For transmission of any one document to any one telephone number:

 For unanswered calls, the application must:

 Make no more than fifteen call attempts in one hour (unless 
the retry detector is manually reset).

 Release the line within fifteen seconds after detection of one 
of the above call progress signals.

 For wrong calls, the application must:

 Make no more than two call attempts in one hour (unless the 
retry detector is manually reset).

 Release the line within fifteen seconds after detection of one 
of the above call progress signals.

Czech Republic
For transmissions of any one document to any one telephone number, 
the application must:

 Make no more than twelve call attempts.
 Delay five seconds between the first and second call attempts 

and between the second and third call attempts.
 Delay one minute between each subsequent call attempt.

For calls to different telephone numbers over the same trunk, the 
application must delay five seconds between releasing the line after 
an unsuccessful call attempt and seizing it for the next call attempt.
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Denmark
For transmission of any one document to any one telephone number, 
the application must:

 Make no more than fifteen call attempts.
 Delay five seconds between successive call attempts to the same 

number.

European Community (Boards Approved to TBR 4)
Pulse dialing is not supported in the European Community (EC) for 
TBR 4 boards.

For transmission of any one document to any one telephone number, 
the application must:

 Make no more than fifteen call attempts.
 Delay five seconds between successive call attempts to the same 

number.

France
In France, unsuccessful calls are categorized as one of two types: 
inefficient calls or wrong calls. Inefficient calls occur when the called 
number fails to answer. In this case, the Bfv API reports BUSY1, 
BUSY2, ROBUSY, RECALL, DIALTON, SIT_, or RNGNOANS. Wrong calls 
occur when the called number answers but fails to send fax CED tone 
or V.21 signal to indicate a fax machine. In this case the Bfv API 
reports HUMAN, QUIET, SILENCE, or ANSWER.

 For applications that differentiate between inefficient calls and 
wrong calls, the application must:

 Make no more than six call attempts per hour.
 Delay from one to twelve minutes between each call attempt.
 Add the telephone number to the blacklist and make no more 

attempts to send any document to that telephone number 
when it detects a wrong call twice during the hour.
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 For applications that do not differentiate between inefficient 
calls and wrong calls, the application must:

 Make no more than six call attempts per hour.
 Delay from one to twelve minutes between each call attempt.
 Add the telephone number to the blacklist and make no more 

attempts to send any document to that telephone number 
after six failed attempts to detect an answering fax machine.

 Only an operator issuing the command manually can remove a 
telephone number from the blacklist.

Germany
For calls to the same or different telephone numbers over the same 
trunk, the application must do either of the following:

 Delay thirty seconds between releasing the line after an 
unsuccessful call attempt and seizing it for the next call attempt.

 Delay five seconds between each call attempt and two hours 
after twelve successive unsuccessful call attempts.

Hong Kong
 For transmissions of any one document to any one telephone 

number, the application must make no more than eleven call 
attempts.
There are no restrictions on the interval between each call 
attempt.

 The application must not attempt to transmit documents to 999 
numbers.

Ireland
For calls to the same telephone number over the same trunk, the 
application must:

 Delay five seconds between the first and second call attempt.
 Delay sixty seconds between each subsequent call attempt.
 Make no more than four call attempts in one hour.
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Israel
For transmissions of any one document to any one telephone number, 
the application must:

 Make no more than fifteen call attempts.
 Delay 30 seconds between each call attempt.

Italy
For calls to the same telephone number over the same trunk, the 
application must:

 Delay five seconds between the first and second call attempt.
 Delay sixty seconds between each subsequent call attempt.
 Make no more than four call attempts in one hour.

Japan
 For transmissions of any one document to any one telephone 

number, the application must do either of the following:

 Make no more than three call attempts in a three minute 
period. New three minute periods begin three minutes after 
the beginning of the first attempt of the previous period.

 Delay one minute between each call attempt, with no other 
restrictions.

 The application must not attempt to transmit documents to 119 
or 110 numbers.

 If the application does not wait for dial tone, it must wait at least 
three seconds after seizing the line before dialing. Include 
missing_wait 60 in BT_CALL.CFG to specify the three-second 
wait.
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Malaysia
Pulse dialing is not supported in Malaysia.

For an unsuccessful attempt to dial any telephone number, the 
application must:

 Make no more than two additional call attempts.
 Delay a minimum of two minutes between each call attempt.

Netherlands
For transmissions of any one document to any one telephone number, 
the application must:

 Make no more than fifteen call attempts in one hour.
 Delay five seconds between the first and second call attempts.
 Delay one minute between each subsequent call attempt.

New Zealand
 For all outgoing calls, the application must:

 Go on-hook for a minimum of five seconds between the end of 
one call and the beginning of the next call.

 Clearly associate preprogrammed numbers with the names 
of the called parties and enable operators to easily modify 
the numbers.

 For transmissions of any one document to any one telephone 
number, the application must:

 Make no more than five call attempts in one hour.
 Make no more than a total of ten call attempts.
 Delay sixty seconds between each call attempt.

 For calls to different telephone numbers over the same trunk, 
the application must do either of the following:

 Delay sixty seconds between starting each call attempt.
 Delay thirty seconds between each call attempt if it delays 

the next attempt three minutes after detecting the 
congestion tone (ROBUSY).
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 For all incoming calls, the application must:

 Delay from three to fifteen seconds from the detection of 
ringing before automatically answering a call.

 Remain on-hook if the system has insufficient memory or 
disk space to perform its functions.

Norway
For calls to the same telephone number over the same trunk, the 
application must:

 Delay five seconds between the first and second call attempt.
 Delay sixty seconds between each subsequent call attempt.

Singapore
For an unsuccessful attempt to dial any telephone number, the 
application must:

 Make no more than ten additional call attempts.
 Delay a minimum of sixty seconds between each call attempt.

Spain
 For transmissions of any one document to any one telephone 

number, the application must:

 Make no more than five call attempts in one hour.
 Delay five seconds between the first and second call 

attempts.
 Delay one minute between each subsequent call attempt.

 For calls to different telephone numbers over the same trunk, 
the application must delay two seconds between releasing the 
line after an unsuccessful call attempt and seizing it for the next 
call attempt.
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Switzerland
 For an unsuccessful attempt to dial any telephone number, the 

application must:

 Make no more than four call attempts. Each transmission of 
dialing information counts as one dial attempt.

 Delay a minimum of thirty seconds between each call 
attempt.

 Release the line for a minimum of five seconds before dialing 
a different telephone number.

 For a successful dialing to any telephone number, the 
application must:

 Prevent automatic dial attempts to the same telephone 
number.

 Release the line for a minimum of five seconds before dialing 
a different telephone number.

Turkey
For transmissions of any one document to any one telephone number, 
the application must:

 Make no more than fifteen call attempts.
 Delay one minute between each call attempt.

United Kingdom
For transmission of any one document to any one telephone number, 
the application must:

 Make no more than sixteen call attempts
 Delay five seconds between each call attempt.
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United States
Unsuccessful calls are either unanswered calls or wrong calls. 
Unanswered calls occur when the called number fails to answer. In 
this case, the Bfv API reports BUSY1, BUSY2, ROBUSY, RECALL, 
DIALTON, SIT_, or RNGNOANS. Wrong calls occur when the called 
number answers but fails to send fax CED tone or V.21 signal to 
indicate a fax machine. In this case the Bfv API reports HUMAN, 
QUIET, SILENCE, ANSWER, or G2DETCT.

For transmission of any one document to any one telephone number:

 For unanswered calls, the application must:

 Make no more than fifteen call attempts in one hour (unless 
the retry detector is manually reset).

 Release the line within fifteen seconds after detection of one 
of the above call progress signals.

 For wrong calls, the application must:

 Make no more than two call attempts in one hour (unless the 
retry detector is manually reset).

 Release the line within fifteen seconds after detection of one 
of the above call progress signals.
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Examples of R2 Parameter Files
The following R2 parameter file examples are country-specific. The 
country parameters files include:

 Argentina R2 Parameter File on page 1443.

 Brazil R2 Parameter File on page 1446.

 China R2 Parameter File on page 1453.

 Korea R2 Parameter File on page 1456.

 Mexico R2 Parameter File on page 1459.

Argentina R2 Parameter File
The following R2 parameter file example is used to configure IISDN R2-MFC for operation in 
Argentina.

/************************************************************************
 * r2Argentina.h - Argentina R2 parameters
 * Description:
 *
 * This include file contains the parameters needed to configure IISDN’s
 * R2-MFC for operation in Brazil.
 *
 * Certain parameters are network specific and cannot be modified.
 *
 * (C)-Copyright Dialogic Corporation. 2000
 ********************************************************************** /
#define R2_MF_PARAM_NOT_USED(0)/* clarify params not currently implemented */

static IISDN_E1_CAS_R2_DATA r2_Argentina = 
{
// IISDN_R2_DIGITAL_LINE_SIG_PARAMS: 
200, /* (unsigned short) r2OutSeizeTimer */
90, /* (unsigned short) r2OutAnswerTimeOut (s) */  
200, /* (unsigned short) inboundReleaseGuardTime */
0, /* (unsigned short) inboundLineQualTimerIdle */  
0, /* (unsigned short) DebugBitMask */  

1, /* (unsigned char)  c_d_cas_bits ------> C=0 D=1 */
1, /* (unsigned char)  clearbackControl --> release guard / forced release */
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/*
 * IISDN_R2_INTERREGISTER_PARAMS:
 *
 * NOTE!: Only the R2 in-dial application parameters may be modified by the
 user. All others are network specific and modification would likely cause
 malfunction.
 */
7, /* (unsigned short)dnisMaxNumDigits: max # of DNIS digits required */
7, /* (unsigned short)aniMaxNumDigits: max # of ANI digits required */
1, /* (unsigned short)dnisNumDigitsBeforeANI */

/*
 * R2 Inbound Timers
 */
15, /* (short) interForwardToneTimeOut: units in s or DISABLED */
IISDN_INBOUND_PULSE_MIN_DELAY_ITU_MSEC, /* (short) prePulseToneDelay (s) */
IISDN_INBOUND_PULSE_DURATION_ITU_MSEC, /* (short) pulseToneDuration (s) */

/*
 * R2 Outbound Timers
 */
17, /* (short) forwardToneMaxOnTime: units in sec or DISABLED */
27, /* (short) forwardToneMaxOffTime: units in sec or DISABLED */
17, /* (short) forwardGroup2MaxOnTime: units in sec or DISABLED */

/*
 * R2 Backward Protocol Params
 */
IISDN_INDIAL_DNIS_TIME_OUT_PULSE_GROUPII_REQUEST, /* (unsigned short)
dnisTimeOutAction */

/*
 * Forward R2 Signals. Use IISDN_R2F_XX’s 
 */ 
IISDN_R2F_INVALID, /* endOfDNIS */
IISDN_R2F_15, /* endOfANI_Available */
IISDN_R2F_INVALID, /* halfEchoSuppressorRequired */
IISDN_R2F_INVALID, /* noSatelliteLinkInCircuit */
IISDN_R2F_INVALID, /* satelliteLinkInCircuit */
IISDN_R2F_01, /* aniCategoryDefault */

/* 
 * Backward R2 signals. Use IISDN_R2B_XX’s 
 */
IISDN_R2B_01, /* sendNextDigitDNIS */
IISDN_R2B_02, /* sendLastButOneDigitDNIS */
IISDN_R2B_03, /* sendCallCategoryAndSwitchToGroupB_DNIS */
IISDN_R2B_04, /* congestion */
IISDN_R2B_05, /* sendCallingPartyCategory */
IISDN_R2B_06, /* callComplete_SetUpSpeechPath - Group A */
IISDN_R2B_07, /* sendLastButTwoDigitDNIS */
IISDN_R2B_08, /* sendLastButThreeDigitDNIS */
IISDN_R2B_13, /* requestNatureOfCircuit */
IISDN_R2B_14, /* requestIfHalfEchoSuppressorNeeded */



Examples of R2 Parameter Files

October 2017 1445

IISDN_R2B_10, /* sendFirstDigitDNIS */
IISDN_R2B_05, /* sendNextDigitANI */
IISDN_R2B_INVALID, /* changeFrom_ANI_To_DNIS_SendNextDigit */
IISDN_R2B_09, /* changeFrom_ANI_To_DNIS_SendLastDigit */

{ /* GroupB_LineConditions */
IISDN_R2B_06, /* called Line Free, Charge */
IISDN_R2B_07, /* called Line Free, No Charge */
IISDN_R2B_INVALID, /* alternate Line Free, Charge */ 
IISDN_R2B_03, /* called Line Busy */
IISDN_R2B_08, /* called Line Out Of Order */
IISDN_R2B_05, /* called Line Unallocated */
IISDN_R2B_INVALID, /* spare */
IISDN_R2B_INVALID, /* spare */ 
IISDN_R2B_INVALID, /* spare */ 
IISDN_R2B_INVALID, /* spare */ 

},

/*
 * Call Progress generation 
 */
{ /* IISDN_CPGEN_MF_PARAMS */
{ /* IISDN_CPGEN_MF_PARAMS for RING (cpSignals[0]) */
425, /* (unsigned short)freqTone1 */
0, /* (short) powerTone1 */
0, /* (unsigned short)freqTone2, NONE */
0, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
1000, /* (short) makeTime1 */
4000, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
2, /* (unsigned short)numCycles, finite duration */

},
{ /* IISDN_CPGEN_MF_PARAMS for BUSY (cpSignals[1]) */
425, /* (unsigned short)freqTone1 */
0, /* (short) powerTone1 */
0, /* (unsigned short)freqTone2, NONE */
0, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
300, /* (short) makeTime1 */
200, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
0, /* (unsigned short)numCycles, repeat indefinitely */

},
},

};
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Brazil R2 Parameter File
The following R2 parameter file example is used to configure IISDN 
R2-MFC for operation in Brazil.

/************************************************************************
 * r2Brazil.h - Brazil R2 parameters
 * Description:
 *
 * This include file contains the parameters needed to configure IISDN’s
 * R2-MFC for operation in Brazil.
 *
 * Certain parameters are network specific and cannot be modified.
 *
 * (C)-Copyright Dialogic Corporation. 2000
 ********************************************************************** /

#define R2_MF_PARAM_NOT_USED(0)/* clarify params not currently implemented */

static IISDN_E1_CAS_R2_DATA r2_Brazil = 
{
// IISDN_R2_DIGITAL_LINE_SIG_PARAMS: 
200,/* (unsigned short) r2OutSeizeTimer (ms) [100-200ms terrestrial,
 1-2 sec satellite */
60,/* (unsigned short) r2OutAnswerTimeOut (s) max time between Group B
 receipt and answer */  

0, /* (unsigned short) reAnswerPulseDelay */
0, /* (unsigned short) reAnswerPulseLength */

0, /* (unsigned short) outboundClearbackQualTime */
200,/* (unsigned short) inboundReleaseGuardTime */

0, /* (unsigned short) outboundDelayBeforeCallRequest */
0, /* (unsigned short) pad1 */

0, /* (unsigned char)  inboundLineQualTimerIdle */  
0, /* (unsigned char)  inboundLineQualTimerCompelled */  
0, /* (unsigned char)  inboundLineQualTimerConnected */
0, /* (unsigned char)  outboundLineQualTimerIdle */  

0, /* (unsigned char)  outboundLineQualTimerCompelled */  
0, /* (unsigned char)  outboundLineQualTimerConnected */  
0, /* (unsigned char)  c_d_cas_bits */
0, /* (unsigned char)  metering_flags */

0, /* (unsigned char)  inboundClearbackControl */
0, /* (unsigned char)  detectBitFaultsDuringRing */
0, /* (unsigned char)  simultaneousBitTransitionWindow */ 
1, /* (unsigned char)  sendPreSeizeEvent */
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/*
 * IISDN_R2_INTERREGISTER_PARAMS:
 *
 * NOTE!: Only the R2 in-dial application parameters may be modified by the
 user. All others are network specific and modification would likely cause
 malfunction.
 */
7, /* (unsigned short)dnisMinNumDigits: min # of DNIS digits required */
7, /* (unsigned short)dnisMaxNumDigits: max # of DNIS digits required */
1, /* (unsigned short)aniMinNumDigits: min # of ANI digits required */
7, /* (unsigned short)aniMaxNumDigits: max # of ANI digits required */
IISDN_INDIAL_ADDR_COMPLETE_REQUEST_GROUP_B,/* (unsigned short)
addressCompleteMode */

IISDN_INDIAL_REPORT_ENSEMBLE_INFO,/* (unsigned short)infoReportMode */
TRUE, /* (unsigned short)enableVerificationDNIS: TRUE (1) or FALSE (0) */
TRUE, /* (unsigned short)enableVerificationANI: TRUE (1) or FALSE (0) */
1, /* (unsigned short)dnisNumDigitsBeforeANI */
FALSE, /* (unsigned short) aniRequestEnable */

/*
 * DSP power references: Zero values entered below will enable
 * internal IISDN defaults....
 */
1984, /* (unsigned short) power0dBmInput:A-law setting for 0dBm RMS
of a 1 kHz sine */

1984, /* (unsigned short) power0dBmOutput: A-law setting for 0dBm RMS
of a 1 kHz sine */

/*
 * R2 MF tone generation parameters.
 * 
 * (1) tone1Power: low frequency tone power, relative to system 0dBm level
 * Units:0.5 dB
 * Range:[3...-25]
 * ITU (Q.454) Default:-16 (-8 dBm)
 *
 * (2) tone2Power:high frequency tone power, relative to system 0dBm level
 * Units:0.5 dB
 * Range:[3...-25]
 * ITU (Q.454) Default:-16 (-8 dBm)
 *
 */
-16,/* (short) tone1Power */
-16,/* (short) tone2Power */

/*
 * R2 MF tone detection parameters. The zero values enable internal IISDN
 * defaults.
 *
 */
0, /* (short) minTonePower:*/ 
0, /* (unsigned short) minToneDuration:*/
0, /* (unsigned short) minSilence:*/
0, /* (unsigned short) freqTolerance:*/
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/*
 * R2 Inbound Timers
 */
15, /* (short) interForwardToneTimeOut: units in s or DISABLED */
IISDN_INBOUND_PULSE_MIN_DELAY_ITU_MSEC, /* (short) prePulseToneDelay (s) */
IISDN_INBOUND_PULSE_DURATION_ITU_MSEC, /* (short) pulseToneDuration (s) */
IISDN_INBOUND_PULSE_NO_RECOGNITION_ITU_MSEC, /* (short)
postPulseNoRecognitionDuration (s) */

/*
 * R2 Outbound Timers
 */
15, /* (short) forwardToneMaxOnTime: units in sec or DISABLED */
27, /* (short) forwardToneMaxOffTime: units in sec or DISABLED */
15, /* (short) forwardGroup2MaxOnTime: units in sec or DISABLED */

/*
 * R2 Backward Protocol Params
 */
IISDN_INDIAL_DNIS_TIME_OUT_PULSE_GROUPII_REQUEST, /* (unsigned short)
dnisTimeOutAction */

FALSE,/* (unsigned short)mustComplete_ANI_Flag: TRUE (1) or FALSE (0) */
R2_MF_PARAM_NOT_USED,/* (unsigned short) dnisNumberOfRepeats
(NOT IMPLEMENTED) */

/*
 * Forward state machine. Fill in with an appropriate action from 
 * IISDN_R2MFC_FORWARD_ACTIONS for each received signal code.
 */
{ /* processDNISForward[IISDN_NUM_R2MF_SIGNAL_CODES] (Group A) */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_INVALID */
IISDN_PROCESS_NEXT_DNIS_DIGIT_REQUEST, /* action to R2B_01 */
IISDN_PROCESS_RESTART_DNIS_REQUEST, /* action to R2B_02 */
IISDN_PROCESS_CALL_COMPLETE_CHANGE_TO_GROUP_B,/* action to R2B_03 */
IISDN_PROCESS_CONGESTION_SIGNAL, /* action to R2B_04 */
IISDN_PROCESS_CALLING_PARTY_CATEGORY_REQUEST, /* action to R2B_05 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_06 */
IISDN_PROCESS_LAST_BUT_2_DNIS_DIGIT_REQUEST, /* action to R2B_07 */
IISDN_PROCESS_LAST_BUT_3_DNIS_DIGIT_REQUEST, /* action to R2B_08 */
IISDN_PROCESS_LAST_BUT_1_DNIS_DIGIT_REQUEST, /* action to R2B_09 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_10 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_11 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_12 */
IISDN_PROCESS_NATURE_OF_CIRCUIT_QUERY, /* action to R2B_13 */
IISDN_PROCESS_ECHO_SUPPRESSOR_QUERY, /* action to R2B_14 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_15 */

},
{ /* processANIForward[IISDN_NUM_R2MF_SIGNAL_CODES] (Group A or C) */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_INVALID */
IISDN_PROCESS_NEXT_DNIS_DIGIT_REQUEST, /* action to R2B_01 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_02 */
IISDN_PROCESS_CALL_COMPLETE_CHANGE_TO_GROUP_B,/* action to R2B_03 */
IISDN_PROCESS_CONGESTION_SIGNAL, /* action to R2B_04 */
IISDN_PROCESS_NEXT_ANI_DIGIT_REQUEST, /* action to R2B_05 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_06 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_07 */
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IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_08 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_09 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_10 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_11 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_12 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_13 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_14 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_15 */

},
{ /* processCalledLineConditionForward[IISDN_NUM_R2MF_SIGNAL_CODES]
(Group B) */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_INVALID */
IISDN_PROCESS_GROUP_B_LINE_CONDITION, /* action to R2B_01 */
IISDN_PROCESS_GROUP_B_LINE_CONDITION, /* action to R2B_02 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_03 */
IISDN_PROCESS_GROUP_B_LINE_CONDITION, /* action to R2B_04 */
IISDN_PROCESS_GROUP_B_LINE_CONDITION, /* action to R2B_05 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_06 */
IISDN_PROCESS_GROUP_B_LINE_CONDITION, /* action to R2B_07 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_08 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_09 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_10 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_11 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_12 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_13 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_14 */
IISDN_PROCESS_INVALID_BACKWARD_SIGNAL, /* action to R2B_15 */

},

/*
 * Backward state machine. Fill in with an appropriate action from 
 * IISDN_R2MFC_BACKWARD_ACTIONS for each received signal code.  
 */
{ /* processDNISBackward[IISDN_NUM_R2MF_SIGNAL_CODES] (Group I) */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_INVALID */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_01 */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_02 */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_03 */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_04 */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_05 */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_06 */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_07 */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_08 */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_09 */
IISDN_PROCESS_DNIS_DIGIT, /* action to R2F_10 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_11 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_12 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_13 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_14 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_15 */

},
{ /* processCallCategoryBackward[IISDN_NUM_R2MF_SIGNAL_CODES] (Group IIa) */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_INVALID */
IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_01 */
IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_02 */
IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_03 */
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IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_04 */
IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_05 */
IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_06 */
IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_07 */
IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_08 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_09 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_10 */
IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_11 */
IISDN_PROCESS_CALL_CATEGORY_AND_SEND_LINE_STATE,/* action to R2F_12 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_13 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_14 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_15 */

},
{ /* processANIBackward[IISDN_NUM_R2MF_SIGNAL_CODES] (Group I or III) */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_INVALID */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_01 */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_02 */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_03 */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_04 */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_05 */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_06 */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_07 */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_08 */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_09 */
IISDN_PROCESS_ANI_DIGIT, /* action to R2F_10 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_11 */
IISDN_PROCESS_ANI_NOT_AVAILABLE, /* action to R2F_12 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_13 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_14 */
IISDN_PROCESS_ANI_END_OF_ID, /* action to R2F_15 */

},
{ /* processCallingPartyCategoryBackward[IISDN_NUM_R2MF_SIGNAL_CODES]

 (Group IIb) */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_INVALID */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_01 */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_02 */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_03 */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_04 */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_05 */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_06 */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_07 */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_08 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_09 */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_10 */
IISDN_PROCESS_CALLING_CATEGORY_AND_REQUEST_ANI, /* action to R2F_11 */
IISDN_PROCESS_CALLING_CATEGORY_REQUEST_DENIED, /* action to R2F_12 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_13 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_14 */
IISDN_PROCESS_INVALID_FORWARD_SIGNAL, /* action to R2F_15 */

},
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/*
 * Forward R2 Signals. Use IISDN_R2F_XX’s 
 */ 
IISDN_R2F_INVALID, /* endOfDNIS */
IISDN_R2F_15, /* endOfANI_Available */
IISDN_R2F_INVALID, /* endOfANI_Restricted */
IISDN_R2F_12, /* callingPartyCategoryRequestNotAccepted */
IISDN_R2F_12, /* aniRequestNotAccepted */
IISDN_R2F_14, /* halfEchoSuppressorRequired */
IISDN_R2F_13, /* noSatelliteLinkInCircuit */
IISDN_R2F_14, /* satelliteLinkInCircuit */
IISDN_R2F_01, /* aniCategoryDefault */
IISDN_R2F_01, /* dnisCategoryDefault */

/* 
 * Backward R2 signals. Use IISDN_R2B_XX’s 
 */
IISDN_R2B_01, /* sendNextDigitDNIS */
IISDN_R2B_09, /* sendLastButOneDigitDNIS */
IISDN_R2B_03, /* sendCallCategoryAndSwitchToGroupB_DNIS */
IISDN_R2B_04, /* congestion_DNIS */
IISDN_R2B_05, /* sendCallingPartyCategory */
IISDN_R2B_INVALID, /* callComplete_SetUpSpeechPath_DNIS */
IISDN_R2B_07, /* sendLastButTwoDigitDNIS */
IISDN_R2B_08, /* sendLastButThreeDigitDNIS */
IISDN_R2B_13, /* requestNatureOfCircuit */
IISDN_R2B_14, /* requestIfHalfEchoSuppressorNeeded */
IISDN_R2B_02, /* sendFirstDigitDNIS */
IISDN_R2B_05, /* sendNextDigitANI */
IISDN_R2B_03, /* sendCallCategoryAndSwitchToGroupB_ANI */
IISDN_R2B_04, /* congestion_ANI */
IISDN_R2B_01, /* changeFrom_ANI_To_DNIS_SendNextDigit */
IISDN_R2B_INVALID, /* changeFrom_ANI_To_DNIS_SendLastDigit */
IISDN_R2B_INVALID, /* changeFrom_ANI_To_DNIS_SendFirstDigit */
IISDN_R2B_INVALID, /* callComplete_SetUpSpeechPath_ANI */
IISDN_R2B_01, /* groupB_CalledLineConditionDefault */
IISDN_R2B_INVALID, /* pad1 */

{ /* GroupB_LineConditions */
IISDN_R2B_01, /* called Line Free, Charge */
IISDN_R2B_05, /* called Line Free, No Charge */
IISDN_R2B_INVALID, /* user Defined Called Line Condition3 */ 
IISDN_R2B_02, /* called Line Busy */
IISDN_R2B_INVALID, /* called Line Out Of Order */
IISDN_R2B_07, /* called Line Unallocated */
IISDN_R2B_04, /* called Line Congested */
IISDN_R2B_INVALID, /* called Line Last Party Released */
IISDN_R2B_INVALID, /* user Defined Called Line Condition1 */
IISDN_R2B_INVALID, /* user Defined Called Line Condition2 */ 
IISDN_R2B_INVALID, /* user Defined Called Line Condition3 */ 
IISDN_R2B_INVALID, /* user Defined Called Line Condition4 */ 
IISDN_R2B_INVALID, /* user Defined Called Line Condition5 */ 
IISDN_R2B_INVALID, /* user Defined Called Line Condition6 */ 
IISDN_R2B_INVALID, /* user Defined Called Line Condition7 */ 
IISDN_R2B_INVALID, /* user Defined Called Line Condition8 */ 

},
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0, /* halfEchoSuppressorFlag */
0, /* pad2 */

0xC,/* (unsigned short)r2mfcTraceEnable */

/*
 * Call Progress generation 
 */
2,/* (unsigned short)numCallProgSignalsDefined; max number defined for

 R2 is 2! */
{ /* IISDN_CPGEN_MF_PARAMS */
{ /* IISDN_CPGEN_MF_PARAMS for RING (cpSignals[0]) */
425, /* (unsigned short)freqTone1 */
-20, /* (short) powerTone1, -10 dBm */
0, /* (unsigned short)freqTone2, NONE */
-20, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
1000, /* (short) makeTime1 */
4000, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
2, /* (unsigned short)numCycles, finite duration */

},
{ /* IISDN_CPGEN_MF_PARAMS for BUSY (cpSignals[1]) */
425, /* (unsigned short)freqTone1 */
-20, /* (short) powerTone1, -10 dBm */
0, /* (unsigned short)freqTone2, NONE */
-20, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
250, /* (short) makeTime1 */
250, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
0, /* (unsigned short)numCycles, repeat indefinitely */

},
},

};
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China R2 Parameter File
The following R2 parameter file example is used to configure IISDN 
R2-MFC for operation in China.

/************************************************************************
 * r2China.h - China R2 parameters
 *
 * Description:
 *
 * This include file contains the parameters needed to configure IISDN’s
 * R2-MFC for operation in China.
 *
 * Certain parameters are network specific and cannot be modified.
 *
 * (C) - Copyright Dialogic Corporation. 2000
 ***********************************************************************/

#define R2_MF_PARAM_NOT_USED(0)/* clarify params not currently implemented */

static IISDN_E1_CAS_R2_DATA r2_China = 
{
// IISDN_R2_DIGITAL_LINE_SIG_PARAMS: 
200,/* (unsigned short) r2OutSeizeTimer */
90, /* (unsigned short) r2OutAnswerTimeOut (s) */  
200,/* (unsigned short) inboundReleaseGuardTime */
0, /* (unsigned short) inboundLineQualTimerIdle */  
0, /* (unsigned short) DebugBitMask */  

3, /* (unsigned char)  c_d_cas_bits */
0, /* (unsigned char)  clearbackControl ----> release guard / forced release */

/*
 * IISDN_R2_INTERREGISTER_PARAMS:
 *
 * NOTE!: Only the R2 in-dial application parameters may be modified by the
 user. All others are network specific and modification would likely cause
 malfunction.
 */
7, /* (unsigned short)dnisMaxNumDigits: max # of DNIS digits required */
7, /* (unsigned short)aniMaxNumDigits: max # of ANI digits required */
1, /* (unsigned short)dnisNumDigitsBeforeANI */

/*
 * R2 Inbound Timers
 */
15, /* (short) interForwardToneTimeOut: units in s or DISABLED */
IISDN_INBOUND_PULSE_MIN_DELAY_ITU_MSEC, /* (short) prePulseToneDelay (s) */
IISDN_INBOUND_PULSE_DURATION_ITU_MSEC, /* (short) pulseToneDuration (s) */
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/*
 * R2 Outbound Timers
 */
17, /* (short) forwardToneMaxOnTime: units in sec or DISABLED */
27, /* (short) forwardToneMaxOffTime: units in sec or DISABLED */
17, /* (short) forwardGroup2MaxOnTime: units in sec or DISABLED */

/*
 * R2 Backward Protocol Params
 */
IISDN_INDIAL_DNIS_TIME_OUT_PULSE_GROUPII_REQUEST, /* (unsigned short)
dnisTimeOutAction */

/*
 * Forward R2 Signals. Use IISDN_R2F_XX’s 
 */ 
IISDN_R2F_INVALID, /* endOfDNIS */
IISDN_R2F_15, /* endOfANI_Available */
IISDN_R2F_INVALID, /* halfEchoSuppressorRequired */
IISDN_R2F_INVALID, /* noSatelliteLinkInCircuit */
IISDN_R2F_INVALID, /* satelliteLinkInCircuit */
IISDN_R2F_01, /* aniCategoryDefault */

/* 
 * Backward R2 signals. Use IISDN_R2B_XX’s 
 */
IISDN_R2B_01, /* sendNextDigitDNIS */
IISDN_R2B_INVALID, /* sendLastButOneDigitDNIS */
IISDN_R2B_03, /* sendCallCategoryAndSwitchToGroupB_DNIS */
IISDN_R2B_04, /* congestion */
IISDN_R2B_06, /* sendCallingPartyCategory */
IISDN_R2B_INVALID, /* callComplete_SetUpSpeechPath - Group A */
IISDN_R2B_INVALID, /* sendLastButTwoDigitDNIS */
IISDN_R2B_INVALID, /* sendLastButThreeDigitDNIS */
IISDN_R2B_INVALID, /* requestNatureOfCircuit */
IISDN_R2B_INVALID, /* requestIfHalfEchoSuppressorNeeded */
IISDN_R2B_02, /* sendFirstDigitDNIS */
IISDN_R2B_01, /* sendNextDigitANI */
IISDN_R2B_INVALID, /* changeFrom_ANI_To_DNIS_SendNextDigit */
IISDN_R2B_INVALID, /* changeFrom_ANI_To_DNIS_SendLastDigit */

{ /* GroupB_LineConditions */
IISDN_R2B_01, /* called Line Free, Charge */
IISDN_R2B_INVALID, /* called Line Free, No Charge */
IISDN_R2B_INVALID, /* alternate called Line Free, Charge */ 
IISDN_R2B_02, /* called Line Busy */
IISDN_R2B_INVALID, /* called Line Out Of Order */
IISDN_R2B_05, /* called Line Unallocated */
IISDN_R2B_INVALID, /* spare */
IISDN_R2B_INVALID, /* spare */ 
IISDN_R2B_INVALID, /* spare */ 
IISDN_R2B_INVALID, /* spare */ 

},
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/*
 * Call Progress generation 
 */
{ /* IISDN_CPGEN_MF_PARAMS */
{ /* IISDN_CPGEN_MF_PARAMS for RING (cpSignals[0]) */
450, /* (unsigned short)freqTone1 */
0, /* (short) powerTone1, -10 dBm */
0, /* (unsigned short)freqTone2, NONE */
0, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
1000, /* (short) makeTime1 */
4000, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
2, /* (unsigned short)numCycles, finite duration */

},
{ /* IISDN_CPGEN_MF_PARAMS for BUSY (cpSignals[1]) */
450, /* (unsigned short)freqTone1 */
0, /* (short) powerTone1, -10 dBm */
0, /* (unsigned short)freqTone2, NONE */
0, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
350, /* (short) makeTime1 */
350, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
0, /* (unsigned short)numCycles, repeat indefinitely */

},
},

};
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Korea R2 Parameter File
The following R2 parameter file example is used to configure IISDN 
R2-MFC for operation in Korea.

/************************************************************************
 * r2Korea.h - Korea R2 parameters
 *
 * Description:
 *
 * This include file contains the parameters needed to configure IISDN’s
 * R2-MFC for operation in Korea.
 *
 * Certain parameters are network specific and cannot be modified.
 *
 * (C) - Copyright Dialogic Corporation 2000
 ***********************************************************************/

#define R2_MF_PARAM_NOT_USED(0)/* clarify params not currently implemented */

static IISDN_E1_CAS_R2_DATA r2_Korea = 
{
// IISDN_R2_DIGITAL_LINE_SIG_PARAMS: 
200,/* (unsigned short) r2OutSeizeTimer (ms) */
90, /* (unsigned short) r2OutAnswerTimeOut */  
0, /* (unsigned short) inboundReleaseGuardTime */
100,/* (unsigned short) inboundLineQualTimerIdle */  
0, /* (unsigned short) DebugBitMask */  

1, /* (unsigned char)  c_d_cas_bits ------> C=0 D=1 */
0, /* (unsigned char)  clearbackControl --> release guard / forced release */

/*
 * IISDN_R2_INTERREGISTER_PARAMS:
 *
 * NOTE!: Only the R2 in-dial application parameters may be modified by the
 user. All others are network specific and modification would likely cause
 malfunction.
 */
7, /* (unsigned short)dnisMaxNumDigits: max # of DNIS digits required */
7, /* (unsigned short)aniMaxNumDigits: max # of ANI digits required */
1, /* (unsigned short)dnisNumDigitsBeforeANI */

/*
 * R2 Inbound Timers
 */
15, /* (short) interForwardToneTimeOut: units in s or DISABLED */
IISDN_INBOUND_PULSE_MIN_DELAY_ITU_MSEC, /* (short) prePulseToneDelay (s) */
IISDN_INBOUND_PULSE_DURATION_ITU_MSEC, /* (short) pulseToneDuration (s) */
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/*
 * R2 Outbound Timers
 */
17, /* (short) forwardToneMaxOnTime: units in sec or DISABLED */
27, /* (short) forwardToneMaxOffTime: units in sec or DISABLED */
17, /* (short) forwardGroup2MaxOnTime: units in sec or DISABLED */

/*
 * R2 Backward Protocol Params
 */
IISDN_INDIAL_DNIS_TIME_OUT_PULSE_GROUPII_REQUEST, /* (unsigned short)
dnisTimeOutAction */

/*
 * Forward R2 Signals. Use IISDN_R2F_XX’s 
 */ 
IISDN_R2F_15, /* endOfDNIS */
IISDN_R2F_15, /* endOfANI_Available */
IISDN_R2F_INVALID, /* halfEchoSuppressorRequired */
IISDN_R2F_INVALID, /* noSatelliteLinkInCircuit */
IISDN_R2F_INVALID, /* satelliteLinkInCircuit */
IISDN_R2F_01, /* aniCategoryDefault */

/* 
 * Backward R2 signals. Use IISDN_R2B_XX’s 
 */
IISDN_R2B_01, /* sendNextDigitDNIS */
IISDN_R2B_02, /* sendLastButOneDigitDNIS */
IISDN_R2B_03, /* sendCallCategoryAndSwitchToGroupB_DNIS */
IISDN_R2B_04, /* congestion */
IISDN_R2B_05, /* sendCallingPartyCategory */
IISDN_R2B_06, /* callComplete_SetUpSpeechPath - Group A*/
IISDN_R2B_07, /* sendLastButTwoDigitDNIS */
IISDN_R2B_08, /* sendLastButThreeDigitDNIS */
IISDN_R2B_13, /* requestNatureOfCircuit */
IISDN_R2B_14, /* requestIfHalfEchoSuppressorNeeded */
IISDN_R2B_09, /* sendFirstDigitDNIS */
IISDN_R2B_05, /* sendNextDigitANI */
IISDN_R2B_INVALID, /* changeFrom_ANI_To_DNIS_SendNextDigit */
IISDN_R2B_INVALID, /* changeFrom_ANI_To_DNIS_SendLastDigit */

{ /* GroupB_LineConditions */
IISDN_R2B_06, /* called Line Free, Charge */
IISDN_R2B_07, /* called Line Free, No Charge */
IISDN_R2B_01, /* alternate called Line Free, Charge */ 
IISDN_R2B_03, /* called Line Busy */
IISDN_R2B_08, /* called Line Out Of Order */
IISDN_R2B_05, /* called Line Unallocated */
IISDN_R2B_INVALID, /* spare */
IISDN_R2B_INVALID, /* spare */
IISDN_R2B_INVALID, /* spare */
IISDN_R2B_INVALID, /* spare */ 

},
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/*
 * Call Progress generation 
 */
{ /* IISDN_CPGEN_MF_PARAMS */
{ /* IISDN_CPGEN_MF_PARAMS for RING (cpSignals[0]) */
440, /* (unsigned short)freqTone1 */
0, /* (short) powerTone1 */
480, /* (unsigned short)freqTone2, NONE */
0, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
1000, /* (short) makeTime1 */
4000, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
2, /* (unsigned short)numCycles, finite duration */

},
{ /* IISDN_CPGEN_MF_PARAMS for BUSY (cpSignals[1]) */
440, /* (unsigned short)freqTone1 */
0, /* (short) powerTone1 */
480, /* (unsigned short)freqTone2, NONE */
0, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
500, /* (short) makeTime1 */
500, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
0, /* (unsigned short)numCycles, repeat indefinitely */

},
},

};
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Mexico R2 Parameter File
The following R2 parameter file example is used to configure IISDN 
R2-MFC for operation in Mexico.

/************************************************************************
 * r2Mexico.h - Mexico R2 parameters
 *
 * Description:
 *
 * This include file contains the parameters needed to configure IISDN’s
 * R2-MFC for operation in Mexico.
 *
 * Certain parameters are network specific and cannot be modified.
 *
 * (C)-Copyright Dialogic Corporation 2000
 ************************************************************************/

#define R2_MF_PARAM_NOT_USED(0)/* clarify params not currently implemented */

static IISDN_E1_CAS_R2_DATA r2_Mexico = 
{
// IISDN_R2_DIGITAL_LINE_SIG_PARAMS: 
200,/* (unsigned short) r2OutSeizeTimer (ms) */
90, /* (unsigned short) r2OutAnswerTimeOut (s) */  
200,/* (unsigned short) inboundReleaseGuardTime */
0, /* (unsigned short) inboundLineQualTimerIdle */  
0, /* (unsigned short) DebugBitMask */  

1, /* (unsigned char)  c_d_cas_bits ------> C=0 D=1 */
0, /* (unsigned char)  clearbackControl ----> release guard / forced release */

/*
 * IISDN_R2_INTERREGISTER_PARAMS:
 *
 * NOTE!: Only the R2 in-dial application parameters may be modified by the
 user. All others are network specific and modification would likely cause
 malfunction.
 */
7, /* (unsigned short)dnisMaxNumDigits: max # of DNIS digits required */
7, /* (unsigned short)aniMaxNumDigits: max # of ANI digits required */
1, /* (unsigned short)dnisNumDigitsBeforeANI */

/*
 * R2 Inbound Timers
 */
11, /* (short) interForwardToneTimeOut: units in s or DISABLED */
IISDN_INBOUND_PULSE_MIN_DELAY_ITU_MSEC, /* (short) prePulseToneDelay (s) */
IISDN_INBOUND_PULSE_DURATION_ITU_MSEC, /* (short) pulseToneDuration (s) */
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/*
 * R2 Outbound Timers
 */
17, /* (short) forwardToneMaxOnTime: units in sec or DISABLED */
27, /* (short) forwardToneMaxOffTime: units in sec or DISABLED */
17, /* (short) forwardGroup2MaxOnTime: units in sec or DISABLED */

/*
 * R2 Backward Protocol Params
 */
IISDN_INDIAL_DNIS_TIME_OUT_PULSE_GROUPII_REQUEST, /* (unsigned short)
dnisTimeOutAction */

/*
 * Forward R2 Signals. Use IISDN_R2F_XX’s 
 */ 
IISDN_R2F_INVALID, /* endOfDNIS */
IISDN_R2F_15, /* endOfANI_Available */
IISDN_R2F_INVALID, /* halfEchoSuppressorRequired */
IISDN_R2F_INVALID, /* noSatelliteLinkInCircuit */
IISDN_R2F_INVALID, /* satelliteLinkInCircuit */
IISDN_R2F_02, /* aniCategoryDefault */

/* 
 * Backward R2 signals. Use IISDN_R2B_XX’s 
 */
IISDN_R2B_01, /* sendNextDigitDNIS */
IISDN_R2B_INVALID, /* sendLastButOneDigitDNIS */
IISDN_R2B_03, /* sendCallCategoryAndSwitchToGroupB_DNIS */
IISDN_R2B_04, /* congestion */
IISDN_R2B_06, /* sendCallingPartyCategory */
IISDN_R2B_INVALID, /* callComplete_SetUpSpeechPath - Group A*/
IISDN_R2B_INVALID, /* sendLastButTwoDigitDNIS */
IISDN_R2B_INVALID, /* sendLastButThreeDigitDNIS */
IISDN_R2B_INVALID, /* requestNatureOfCircuit */
IISDN_R2B_INVALID, /* requestIfHalfEchoSuppressorNeeded */
IISDN_R2B_02, /* sendFirstDigitDNIS */
IISDN_R2B_01, /* sendNextDigitANI */
IISDN_R2B_05, /* changeFrom_ANI_To_DNIS_SendNextDigit */
IISDN_R2B_06, /* changeFrom_ANI_To_DNIS_SendLastDigit */

{ /* GroupB_LineConditions */
IISDN_R2B_01, /* called Line Free, Charge */
IISDN_R2B_05, /* called Line Free, No Charge */
IISDN_R2B_INVALID, /* alternate called Line Free, Charge */ 
IISDN_R2B_02, /* called Line Busy */
IISDN_R2B_INVALID, /* called Line Out Of Order */
IISDN_R2B_INVALID, /* called Line Unallocated */
IISDN_R2B_INVALID, /* spare */
IISDN_R2B_INVALID, /* spare */ 
IISDN_R2B_INVALID, /* spare */ 
IISDN_R2B_INVALID, /* spare */ 

},
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/*
 * Call Progress generation 
 */
{ /* IISDN_CPGEN_MF_PARAMS */
{ /* IISDN_CPGEN_MF_PARAMS for RING (cpSignals[0]) */
425, /* (unsigned short)freqTone1 */
0, /* (short) powerTone1 */
0, /* (unsigned short)freqTone2, NONE */
0, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
1000, /* (short) makeTime1 */
4000, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
2, /* (unsigned short)numCycles, finite duration */

},
{ /* IISDN_CPGEN_MF_PARAMS for BUSY (cpSignals[1]) */
425, /* (unsigned short)freqTone1 */
0, /* (short) powerTone1 */
0, /* (unsigned short)freqTone2, NONE */
0, /* (short) powerTone2 */
1, /* (unsigned short)numCadences */
250, /* (short) makeTime1 */
250, /* (short) breakTime1 */
0, /* (short) makeTime2 */
0, /* (short) breakTime2 */
0, /* (short) makeTime3 */
0, /* (short) breakTime3 */
0, /* (unsigned short)numCycles, repeat indefinitely */

},
},

};
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H - Deprecated and Unsupported
Functionality

The following is deprecated and unsupported functionality in the 
SDK:

 Windows 2000
 Windows 2003
 Red Hat Linux AS/ES 3.0
 Red Hat Linux AS/ES 4.0
 Red Hat Linux AS/ES 5.0 (32- and 64-bit)
 TR1000 advanced speech related functionality

 Dialogic® Brooktrout® TR1000 media boards ("TR1000 
boards")

 Conferencing functionality (BfvCallConferencexxxx)
 Full duplex speech functionality.
 Accucall

 QSIG Call Control protocol

 BfvCallDivert() 
 BfvCallWaitForDivert()
 BfvLineDivert()

 OSI Library
 Input Fields for BfvCallSWConnectIP function
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The following IPV4-only input fields for the BrvCallSWConnectIP 
function are no longer supported and have been replaced with input 
fields that support both IPV4 and IPV6.

short    destOptions.RTPopts.localRTPAddr.sin_family;
unsigned short destOptions.RTPopts.localRTPAddr.sin_port;
unsigned destOptions.RTPopts.localRTPAddr.sin_addr.S_un.S_addr;
short    destOptions.RTPopts.localRTCPAddr.sin_family;
unsigned short destOptions.RTPopts.localRTCPAddr.sin_port;
unsigned destOptions.RTPopts.localRTCPAddr.sin_addr.S_un.S_addr;
short    destOptions.RTPopts.remoteRTPAddr.sin_family;
unsigned short destOptions.RTPopts.remoteRTPAddr.sin_port;
unsigned destOptions.RTPopts.remoteRTPAddr.sin_addr.S_un.S_addr;
short    destOptions.RTPopts.remoteRTCPAddr.sin_family;
unsigned short destOptions.RTPopts.remoteRTCPAddr.sin_port;
unsigned destOptions.RTPopts.remoteRTCPAddr.sin_addr.S_un.S_addr;
short    destOptions.UDPTLopts.localAddr.sin_family;
unsigned short destOptions.UDPTLopts.localAddr.sin_port;
unsigned destOptions.UDPTLopts.localAddr.sin_addr.S_un.S_addr;
short    destOptions.UDPTLopts.remoteAddr.sin_family;
unsigned short destOptions.UDPTLopts.remoteAddr.sin_port;
unsigned destOptions.UDPTLopts.remoteAddr.sin_addr.S_un.S_addr;

args.destOptions.RTPopts.localRTPAddr.sin_family

This indicates the type of local RTP addressing.
Valid values are:
TELE_CTRL_AF_INET_DEF

args.destOptions.RTPopts.localRTPAddr.sin_port

This indicates the local RTP port number.

args.destOptions.RTPopts.localRTPAddr.sin_addr.S_un.
S_addr

This indicates the local RTP IP address as an integer 
where 

Class A is byte 4
Class B is byte 3
Class C is byte 2
Class D is byte 1

Example: 10.128.100.100 would be 0x0A806464

args.destOptions.RTPopts.localRTCPAddr.sin_family

This indicates the type of local RTCP addressing.
Valid values are:

TELE_CTRL_AF_INET_DEF
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args.destOptions.RTPopts.localRTCPAddr.sin_port

This indicates the local RTCP port number.

args.destOptions.RTPopts.localRTCPAddr.sin_addr.S_un
.S_addr

This indicates the local RTCP IP address as an integer 
where 

Class A is byte 4
Class B is byte 3
Class C is byte 2
Class D is byte 1

Example: 10.128.100.100 would be 0x0A806464

args.destOptions.RTPopts.remoteRTPAddr.sin_family

This indicates the type of remote RTP addressing.
Valid values are:

TELE_CTRL_AF_INET_DEF

args.destOptions.RTPopts.remoteRTPAddr.sin_port

This indicates the remote RTP port number.

args.destOptions.RTPopts.remoteRTPAddr.sin_addr.S_un
.S_addr

This indicates the remote RTP IP address as an integer 
where 
Class A is byte 4
Class B is byte 3
Class C is byte 2
Class D is byte 1

Example: 10.128.100.100 would be 0x0A806464

args.destOptions.RTPopts.remoteRTCPAddr.sin_family

This indicates the type of remote RTCP addressing.
Valid values are:

TELE_CTRL_AF_INET_DEF

args.destOptions.RTPopts.remoteRTCPAddr.sin_port

This indicates the remote RTCP port number.

args.destOptions.RTPopts.remoteRTCPAddr.sin_addr.S_u
n.S_addr
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This indicates the remote RTCP IP address as an integer 
where 

Class A is byte 4
Class B is byte 3
Class C is byte 2
Class D is byte 1

Example: 10.128.100.100 would be 0x0A806464

args.destOptions.UDPTLopts.localAddr.sin_family

This indicates the type of local UDPTL addressing.
Valid values are:

TELE_CTRL_AF_INET_DEF

args.destOptions.UDPTLopts.localAddr.sin_port

This indicates the local UDPTL port number.

args.destOptions.UDPTLopts.localAddr.sin_addr.S_un.S
_addr

This indicates the local UDPTL IP address as an integer 
where 

Class A is byte 4
Class B is byte 3
Class C is byte 2
Class D is byte 1

Example: 10.128.100.100 would be 0x0A806464

args.destOptions.UDPTLopts.remoteAddr.sin_family

This indicates the type of remote UDPTL addressing.
Valid values are:

TELE_CTRL_AF_INET_DEF

args.destOptions.UDPTLopts.remoteAddr.sin_port

This indicates the remote UDPTL port number.

args.destOptions.UDPTLopts.remoteAddr.sin_addr.S_un.
S_addr

This indicates the remote UDPTL IP address as an 
integer where 

Class A is byte 4

Class B is byte 3
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Class C is byte 2

Class D is byte 1

Example: 10.128.100.100 would be 0x0A806464
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I - SR140 Security Capabilities

This appendix explains the SR140 security capabilities.

The security features introduced in SDK 6.8.0 require a security 
license to be installed on the system. The number of security channels 
must be equal or greater that the number of SR140 fax channels for 
security features to be enabled.

It has the following sections:

 Secure RTP (SRTP)
 SIP over TLS
 FIPS
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Secure RTP (SRTP)
Data security protocols such as SRTP rely upon a separate key 
management system to securely establish encryption and/or 
authentication keys. The key exchange mechanism commonly used in 
VoIP sessions is called SDES (Security Descriptions for Media 
Streams), defined by RFC 3711: "The Secure Real-time Transport 
Protocol (SRTP)". Using SDES the SRTP keys are negotiated in the 
SDP of the offer/answer model of a SIP exchange, using an SDP 
attribute called "crypto" which provides the cryptographic 
parameters of the requested media stream and other parameters that 
can be used to configure the SRTP media stream. 

The use of SDES to exchange the keys is not a secure method, since 
the crypto key is transferred in the SDP as plain text string. The SDP 
"crypto" security description is normally used where IPsec, TLS, or 
some other encapsulating data-security protocol protects the SDP 
message. SIP layer security between the SIP Client and SIP Server, 
such as SIP TLS will be required by most customers to use 
SDES/SRTP.

If the fax session is re-invited to T.38, the T.38 media will not be 
secure. SRTP will only secure the fax media when G.711 Pass-
through mode has been selected.

Example SRTP Configuration File

The following is an example SRTP configuration file.

srtp_accept = true

srtp_enforce = true

srtp_crypto_suite = AES_CM_128_HMAC_SHA1_80

srtp_master_key_len = 128

srtp_salting_key_len = 112

srtp_num_keys = 1

http://www.ietf.org/rfc/rfc3711.txt
http://www.ietf.org/rfc/rfc3711.txt
http://www.ietf.org/rfc/rfc3711.txt
http://www.ietf.org/rfc/rfc3711.txt
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SIP over TLS
This section covers SIP over TLS. The SR140 supports up to TLS 
Version 1.2 as defined in RFC 5246.

SR140 behaves as a TLS server when receiving a SIP over TLS 
message and acts as a TLS client when placing a SIP over TLS call. 
The standard TLS connection setup is Client Hello (request), Server 
Hello with certificate (response), and then key exchange. Once 
completed, the SIP session will be performed using the exchanged 
keys. Below is a sample TLS message handshake flow for reference.

TLS Handshake

Client                                          Server

ClientHello               -------->

                                                      ServerHello

                                                     Certificate*

                                               ServerKeyExchange*

                                              CertificateRequest*

                           <--------      ServerHelloDone

Certificate*

ClientKeyExchange

CertificateVerify*

[ChangeCipherSpec]

Finished                  -------->

                                               [ChangeCipherSpec]

                           <--------             Finished

Application Data             <------->     Application Data;

Configure Local Certificates

If the fax server application is acting as a TLS server, receiving 
incoming fax calls, it it must configure a local RSA certificate and/or 
DSS certificate. RSA certificate has an RSA key and DSS certificate 
has a DSA key. The TLS engine can hold two private key/certificate 
pairs: one RSA key/certificate and one DSS key/certificate. The 
certificate used depends on the cipher selected during TLS 
handshake.
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To configure the use of an RSA certificate, the administrator must set 
local_rsa_private_key_filename and local_rsa_cert_filename in 
the TLS configuration file. These two filenames should contain the 
local certificate and key issued by a CA that identifies the local host 
name. If the key file specified by the  
local_rsa_private_key_filename is encrypted, 
local_rsa_private_key_password must be configured with the 
password to read the private key file. Otherwise 
local_rsa_private_key_password should be left as default value 
NULL.

To configure the use of a DSS certificate, the administrator must set 
local_dss_private_key_filename and local_dss_cert_filename in 
the TLS configuration file. These two filenames should contain the 
local certificate and key issued by a CA that identifies the local host 
name. If the key file specified by the 
local_dss_private_key_filename is encrypted, 
local_dss_private_key_password must be configured with the 
password to read the private key file. Otherwise 
local_dss_private_key_password should be left as default value 
NULL.

Configure Chain Certificates

An administrator may optionally configure chain_cert_number and 
chain_cert_filename if a local certificate is not issued by root CA, 
but by intermediate CAs. A maximum of 128 certificate files may be 
chained. The TLS configuration file may contain 
chain_cert_number copies of chain_cert_filename entries. Each 
entry is assigned a different certificate file name, which the SR140 
reads into the chain_cert_filename array. Each 
chain_cert_filename must contain only one certificate in the chain.

The order of the chain certificates must start with the intermediate 
certificate that issues the local certificate and followed by one level up 
until reaching root CA certificate. For example, if root.pem signs 
serverCA1.pem, and serverCA1.pem signs serverCA2.pem, and 
serverCA2.pem signs server.pem, then the configuration should define 
the usage as the following:

chain_cert_number = 2

chain_cert_filename = serverCA2.pem

chain_cert_filename = serverCA1.pem
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Note there is only one certificate chain in TLS engine, so that the 
same chain is appended to both types of certificates, RSA and DSS. 
An application cannot use different certificate chains for RSA and 
DSS certificates at the same time.

Configure CA Certificates

If the fax server application is acting as a TLS client, initiating 
outbound fax calls, ca_cert_number and ca_cert_filename must be 
configured in the TLS configuration file. These parameters should 
contain root CA certificate(s). More than one root CA certificates may 
be configured. The TLS configuration file may contain 
ca_cert_number copies of ca_cert_filename entries each assigned 
a different root CA certificate. The size maximum number of 
ca_cert_filename is 128. These may be required in mutual 
authentication where the TLS server wants to authenticate the TLS 
client, which is required to provide its own certificate.

Note that a fax application may act as a TLS server, TLS client, or 
both. If TLS is enabled with a valid TLS method, but neither server 
nor client configuration is provided, the SR140 will issue an error and 
start with the feature disabled.

Configure Certificate Revocation List (CRL)

A fax server application may optionally configure one or more CRL 
files by setting crl_number and crl_filename in the TLS 
configuration file. The TLS configuration file may contain 
crl_number copies of crl_filename entries, each assigned a 
different name of a PEM format file, up to a maximum of 128. When 
SR140 examines the incoming certificates, these CRLs will be 
consulted to decide whether the certificate has been revoked.
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Example TLS configuration file

The following is an example TLS configuration file.

sip_tls_method=tlsv1.2

local_rsa_private_key_filename = 
c:\brooktrout\tls\16110.key-cert.pem

local_rsa_cert_filename = c:\brooktrout\tls\16110.key-
cert.pem

ca_cert_number = 1

ca_cert_filename = c:\brooktrout\tls\rootcacert.pem

chain_cert_number = 1

chain_cert_filename = c:\brooktrout\tls\intercacert.pem

allow_self_signed_certs=true

TLS Cipher Suites

This appendix lists cipher suites supported by SR140 TLS 
local_cipher_suite string in SDK 6.8.0. The cipher suites are sorted 
by their strength (key size) for both SSLv3 and TLSv1.2.

Valid OpenSSL ciphers can be found at: 
http://wiki.openssl.org/index.php/Manual:Ciphers(1)#SSL_v3.0_ci
pher_suites

DEFAULT

The default cipher list. This is defined as ALL:!aNULL:!eNULL. This 
must be the first cipher string specified.

COMPLEMENTOFDEFAULT

The ciphers included in ALL, but not enabled by default. Currently, 
this is ADH and AECDH. Note that this rule does not cover eNULL, 
which is not included by ALL (use COMPLEMENTOFALL if 
necessary).

ALL

All cipher suites except the eNULL ciphers which must be explicitly 
enabled; the ALL cipher suites are reasonably ordered by default.

COMPLEMENTOFALL, !ALL

The cipher suites not enabled by ALL, currently being eNULL.

http://wiki.openssl.org/index.php/Manual:Ciphers(1)#SSL_v3.0_cipher_suites
http://wiki.openssl.org/index.php/Manual:Ciphers(1)#SSL_v3.0_cipher_suites
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HIGH

"high" encryption cipher suites. This currently means those with key 
lengths larger than 128 bits, and some cipher suites with 128 bit keys.

MEDIUM

"medium" encryption cipher suites, currently some of those using 128 
bit encryption.

LOW

"low" encryption cipher suites, currently those using 64 or 56 bit 
encryption algorithms but excluding export cipher suites.

EXP, EXPORT

Export encryption algorithms. Including 40 and 56 bits algorithms.

EXPORT40

40 bit export encryption algorithms.

EXPORT56

56 bit export encryption algorithms. 

eNULL, NULL

The "NULL" ciphers that is those offering no encryption. Because 
these offer no encryption at all and are a security risk they are 
disabled unless explicitly included.

aNULL

The cipher suites offering no authentication. This is currently the 
anonymous DH algorithms and anonymous ECDH algorithms. These 
cipher suites are vulnerable to a "man in the middle" attack and so 
their use is normally discouraged.

kRSA, aRSA, RSA

Cipher suites using RSA key exchange, authentication or either 
respectively.

kDHr, kDHd, kDH

Cipher suites using DH key agreement and DH certificates signed by 
CAs with RSA and DSS keys or either respectively.

kDHE, kEDH

Cipher suites using ephemeral DH key agreement, including 
anonymous cipher suites.
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DHE, EDH

Cipher suites using authenticated ephemeral DH key agreement.

ADH

Anonymous DH cipher suites, note that this does not include 
anonymous Elliptic Curve DH (ECDH) cipher suites.

DH

Cipher suites using DH, including anonymous DH, ephemeral DH 
and fixed DH.

kECDHr, kECDHe, kECDH

Cipher suites using fixed ECDH key agreement signed by CAs with 
RSA and ECDSA keys or either respectively.

kEECDH, kECDHE

Cipher suites using ephemeral ECDH key agreement, including 
anonymous cipher suites.

ECDHE, EECDH

Cipher suites using authenticated ephemeral ECDH key agreement.

AECDH

Anonymous Elliptic Curve Diffie Hellman cipher suites.

ECDH

Cipher suites using ECDH key exchange, including anonymous, 
ephemeral and fixed ECDH.

aDSS, DSS

Cipher suites using DSS authentication (i.e., the certificates carry 
DSS keys).

aDH

Cipher suites effectively using DH authentication (i.e., the 
certificates carry DH keys).

aECDH

Cipher suites effectively using ECDH authentication (i.e., the 
certificates carry ECDH keys).

aECDSA, ECDSA

Cipher suites using ECDSA authentication (i.e., the certificates carry 
ECDSA keys).
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TLSv1.2, TLSv1, SSLv3

TLS v1.2, TLS v1.0 or SSL v3.0 cipher suites respectively. Note there 
are no cipher suites specific to TLS v1.1.

AES128, AES256, AES

Cipher suites using 128 bit AES, 256 bit AES, or either 128 or 256 bit 
AES.

AESGCM

AES in Galois Counter Mode (GCM): these cipher suites are only 
supported in TLS v1.2.

CAMELLIA128, CAMELLIA256, CAMELLIA

Cipher suites using 128 bit CAMELLIA, 256 bit CAMELLIA or either 
128 or 256 bit CAMELLIA.

3DES

Cipher suites using triple DES.

DES

Cipher suites using DES (not triple DES).

RC4

Cipher suites using RC4.

RC2

Cipher suites using RC2.

IDEA

Cipher suites using IDEA.

SEED

Cipher suites using SEED.

MD5

Cipher suites using MD5.

SHA1, SHA

Cipher suites using SHA1.

SHA256, SHA384

Cipher suites using SHA256 or SHA384.
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PSK

Cipher suites using pre-shared keys (PSK).

SUITEB128, SUITEB128ONLY, SUITEB192

Enables suite B mode operation using 128 (permitting 192 bit mode 
by peer) 128 bit (not permitting 192 bit by peer) or 192 bit level of 
security respectively. If used, these cipher strings should appear first 
in the cipher list and anything after them is ignored. Setting Suite B 
mode has additional consequences required to comply with RFC 6460. 
In particular, the supported signature algorithms is reduced to 
support only ECDSA and SHA256 or SHA384, only the elliptic curves 
P-256 and P-384 can be used and only the two suite B compliant 
cipher suites (ECDHE-ECDSA-AES128-GCM-SHA256 and ECDHE-
ECDSA-AES256-GCM-SHA384) are permissible.
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FIPS
FIPS is the Federal Information Processing Standards. See 
http://www.itl.nist.gov/fipspubs for more information.

The FIPS Object Module was designed and implemented to meet 
FIPS 140-2, Level 1 requirements. The FIPS Object Module provides 
confidentiality, integrity signing, and verification services.

http://www.itl.nist.gov/fipspubs
http://www.itl.nist.gov/fipspubs
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Numerics
1536K calls

L4L3mDISABLE_B_CHANNEL 5: 997, 5: 1001, 
5: 1014, 5: 1062, 5: 1067

1TR6 German variant 5: 1027, 6: 1201
384K calls

L4L3mDISABLE_B_CHANNEL 5: 997, 5: 1001, 
5: 1014, 5: 1062, 5: 1067

4ESS switch
L4L3mENABLE_PROTOCOL 5: 1026, 5: 1039

5ESS switch
L4L3mENABLE_PROTOCOL 5: 1026, 5: 1039

A
Accepting incoming call 2: 280
Address structure 6: 1328, 6: 1468
Address, checking for 1: 50
Alerting and Connecting Data Message common 

structure 5: 839
ALERTING Q.931

L3L4mCONNECT 5: 1090
L4L3mALERTING_REQUEST 5: 994

Alerts
handling in Millennial 1: 92

Analog DID
line characteristics 6: 1183
port configuration 6: 1182

Analog Loop Start
port configuration 6: 1185

ANI on Demand 5: 1045, 5: 1046, 5: 1076
Answering Call function

BfvCallWaitForAccept 2: 329

Answering incoming call 2: 280, 2: 329
AOC structure information macro 1: 84
API debug mode 1: 261

directing output 1: 234
enabling 1: 237, 1: 239

API_V1 macro 1: 87
API_V2 macro 1: 87
API_V3 macro 1: 87
API_V4 macro 1: 87
API_VER_NUM macro 1: 86
API_VERSION macro 1: 87
Application behavior information macro 1: 84
Argentina R2 parameter file 6: 1443
args_cc structure 2: 430–2: 456
args_telephone structure 2: 458–2: 470
Arguments macro 1: 84
ASCII strip infopkt 6: 1389
AT&T

4ESS Fast Connect Feature
L3L4mALERTING 5: 1075
L3L4mCONNECT 5: 1090
L3L4mPROGRESS 5: 1106
L3L4mSETUP_IND 5: 1121
L4L3mALERTING_REQUEST 5: 995
L4L3mPROGRESS_REQUEST 5: 1055

4ESS switch
L4L3mENABLE_PROTOCOL 5: 1026, 5: 1039

5ESS switch
L4L3mENABLE_PROTOCOL 5: 1026, 5: 1039

Accunet service 5: 1002, 5: 1118
ANI on Demand feature 5: 1077
International 800 service 5: 1002, 5: 1119
Megacom service 5: 1118
Software Defined Network (SDN) 5: 1118
Variabill feature 5: 1046, 5: 1081

Master Index
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AT&T Custom variant 5: 1039
Australia, dialing requirements 6: 1434
Automatic Gain Control (AGC) 6: 1142

enabling 3: 558, 3: 571, 3: 581, 3: 588

B
Basic Rate Interface (BRI) 6: 1189
B-channel

disabling 5: 1016
idling 5: 1061
overriding call type setting 5: 1004

B-channel maintenance
L3L4mRESTART 5: 1130
L4L3mDISABLE_B_CHANNEL 5: 1129
L4L3mRESTART 5: 1129
Q.931 messages 5: 1128

B-channel negotiation
L4L3mALERTING_REQUEST 5: 995
L4L3mCALL_PROCEEDING_REQUEST 5: 996, 

5: 998
L4L3mENABLE_PROTOCOL 5: 840
L4L3mSETUP_ACK_REQUEST 5: 997, 5: 1003, 

5: 1014, 5: 1019, 5: 1062, 5: 1067
Bearer capability data 5: 1004
Beginning of page infopkt 6: 1401
BFAX_V2 macro 1: 89
Bfv API libraries 1: 30
BfvBoardNotify 1: 171, 1: 190
BfvBoardStateGet 1: 178
BfvBoardStateSet 1: 180
BfvBoardTemperatureGet 1: 182
BfvBoardTemperatureThreshSet 1: 184
BfvBoardTest 1: 186, 1: 195, 1: 198, 1: 206
BfvCallAccept 2: 280
BfvCallCtrlClose 2: 283, 2: 291
BfvCallCtrlInit 2: 284
BfvCallDisconnect 2: 287
BfvCallHold 2: 289
BfvCallReconfigureHostModule 2: 291
BfvCallReject 2: 293
BfvCallRetrieve 2: 295
BfvCallRingDetect 2: 297
BfvCallSendAlerting 2: 301
BfvCallSetup 2: 303
BfvCallSignalingStateMonitor 2: 317
BfvCallSignalingStateSet 2: 321

BfvCallStatus 2: 324
BfvCallSWClearConns 1: 119
BfvCallSWConnect 1: 121, 1: 127
BfvCallSWGetConns 1: 142
BfvCallSWGetInfo 1: 146
BfvCallTransferComplete 2: 327
BfvCallWaitForAccept 2: 329
BfvCallWaitForAlerting 2: 332
BfvCallWaitForComplete 2: 335
BfvCallWaitForDivert 2: 340
BfvCallWaitForHold 2: 340
BfvCallWaitForRelease 2: 342
BfvCallWaitForRetrieve 2: 345
BfvCallWaitForSetup 2: 347
BfvCallWaitTransferComplete 2: 354
BfvCheckAddress 1: 50
BfvCheckFacility 1: 52
BfvCPGen 3: 482
BfvCPGenAdv 3: 484
BfvDataCP 3: 488
BfvDataFSK 4: 628
BfvDebugFuncSet 1: 234
BfvDebugInitData 1: 236
BfvDebugModeSet 1: 237
BfvDebugModeSetAdv 1: 239
BfvDialDBCheck 2: 414
BfvDialDBList 2: 416
BfvDialDBUpdate 2: 419
BfvErrorMessage 1: 244
BfvFaxAbort 4: 632
BfvFaxBegin 4: 634
BfvFaxBeginRaw 4: 639
BfvFaxBeginReceive 4: 644
BfvFaxBeginSend 4: 648
BfvFaxBeginSendRaw 4: 651
BfvFaxBeginSendTiff 4: 656
BfvFaxBeginTiff 4: 659
BfvFaxDownloadFont 4: 664
BfvFaxEndOfDocument 4: 671
BfvFaxEndReception 4: 673
BfvFaxGetRemoteInfo 4: 675
BfvFaxHeader 4: 677
BfvFaxNextPage 4: 681
BfvFaxNextPageDCX 4: 684
BfvFaxNextPageRaw 4: 687
BfvFaxNextPageTiff 4: 690
BfvFaxPageParams 4: 693
BfvFaxPoll 4: 695
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BfvFaxRcvPageDCX 4: 700
BfvFaxRcvPageTiff 4: 702
BfvFaxReceive 4: 705
BfvFaxReceiveData 4: 709
BfvFaxReceiveFile 4: 713
BfvFaxReceivePage 4: 716
BfvFaxReceivePages 4: 718
BfvFaxSend 4: 720
BfvFaxSendData 4: 724
BfvFaxSendFile 4: 726
BfvFaxSendPage 4: 729
BfvFaxSendPageDCX 4: 732
BfvFaxSendPageTiff 4: 734
BfvFaxSetLocalId 4: 736
BfvFaxSetNSF 4: 738
BfvFaxSetReceiveFmt 4: 741
BfvFaxSetSubPwdSep 4: 744
BfvFaxStripParams 4: 747
BfvFaxT30Holdup 4: 751
BfvFaxT30Params 4: 757
BfvFaxWaitForTraining 4: 764
BfvFeatureSetDownload 1: 95
BfvFeatureSetDownloadData 1: 97
BfvFeatureSetQuery 1: 99
BfvFirmwareDownload 1: 101
BfvFirmwareDownloadData 1: 105
BfvGetVar 1: 212
BfvHistoryClear 1: 246
BfvHistoryClearModChan 1: 248
BfvHistoryClearUnit 1: 250
BfvHistoryDump 1: 252
BfvHistoryDumpModChan 1: 255
BfvHistoryDumpUnit 1: 258
BfvInfoPktClose 3: 595
BfvInfopktFseek 3: 597
BfvInfopktFtell 3: 599
BfvInfopktGet 3: 601
BfvInfopktOpen 3: 603
BfvInfopktOpenMem 3: 605
BfvInfopktPut 3: 609
BfvInfopktUnget 3: 611
BfvInfopktUser 3: 613
BfvLineAlert 1: 215
BfvLineAnswer 2: 357
BfvLineAttach 1: 54
BfvLineCallProgressDisable 3: 492
BfvLineCallProgressEnable 3: 494
BfvLineCallProgressProgram 3: 499

BfvLineCCProtocolGet 2: 360
BfvLineConfig 1: 57
BfvLineDetach 1: 60
BfvLineDialString 2: 363
BfvLineDumpStructure 1: 261
BfvLineInfo 1: 61
BfvLineOrigCallDB 2: 422
BfvLineOriginateCall 2: 369
BfvLineReset 1: 63
BfvLinesAvail 1: 67
BfvLineTerminateCall 2: 384
BfvLineTransfer 2: 388
BfvLineTransferCancel 2: 394
BfvLineTransferCapabilityQuery 2: 396
BfvLineTransferComplete 2: 398
BfvLineWaitForCall 2: 400
BfvLoopCurrentDetectDisable 2: 407
BfvLoopCurrentDetectEnable 2: 409
BfvMemAllocFuncsSet 1: 218
BfvModuleConfigSpecsGet 1: 109
BfvModuleDeactivate 1: 69
BfvModuleInfo 1: 71
BfvNetworkConfigGet 1: 149
BfvNetworkConfigSet 1: 153
BfvNetworkQuery 1: 158
BfvPromptClose 3: 616
BfvPromptOpen 3: 618
BfvPromptPlay 3: 521
BfvRcvProcessPkt 1: 221
BfvSessionAttach 1: 78
BfvSessionDetach 1: 81
BfvSetSingleVar 1: 224
BfvSpeechEchoCancelControl 3: 525, 3: 531
BfvSpeechModify 3: 528
BfvSpeechPlay 3: 531
BfvSpeechPlayData 3: 534
BfvSpeechPlayFile 3: 541
BfvSpeechPlayWave 3: 547
BfvSpeechQuerySummationGroup 3: 531
BfvSpeechRecord 3: 551
BfvSpeechRecordData 3: 564
BfvSpeechRecordFile 3: 574
BfvSpeechRecordWave 3: 583
BfvTelephGetInfo 1: 163
BfvTelephReset 1: 165
BfvTelephSave 1: 167
BfvTiffClose 4: 771
BfvTiffOpen 4: 773
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BfvTiffReadIFD 4: 775
BfvTiffReadImage 4: 778
BfvTiffReadRes 4: 780
BfvTiffWriteIFD 4: 782
BfvTiffWriteImage 4: 785
BfvTiffWriteRes 4: 787
BfvToneDetectDisable 3: 503
BfvToneDetectEnable 3: 505
BfvToneFlush 3: 508
BfvToneGet 3: 509
BfvTonePeek 3: 511
BfvTonePlay 3: 513
BfvTonePlayBeep 3: 515
BfvToneUnget 3: 518
Billing rate 5: 1081
Blacklisted telephone numbers 2: 420
Board configuration 1: 57
Board notify functions 1: 171–1: 189, 1: 190–??
Board state monitoring functions 1: 69, 1: 178
Boot ROM firmware 1: 111
BOSTON Host Service 2: 286
BOSTON Simple Message Interface, see BMSI 

5: 792
Brazil R2 parameter file 6: 1446
BRI protocol port configuration 6: 1189
BRI Protocol Stack, initializing 5: 818
BROOKTROUT_MILLENNIAL macro 1: 86
BSMI

call reference value 5: 835
common header structure 5: 820
directories and files 5: 794
error return values 5: 812
L4 reference value 5: 834
message sequence examples 5: 815
message structure 5: 819
message types 5: 821
R2 signaling messages 5: 865

BsmiCloseAdapter 5: 797
BsmiControlRead 5: 798
BsmiControlWrite 5: 800
BsmiLineAlert 5: 801
BsmiModuleList 5: 803
BsmiOpenAdapter 5: 805
BsmiResetAdapter 5: 807
BT_API_SET_VER macro 1: 86
BT_ARGS macro 1: 84
BT_BIG_ENDIAN macro 1: 85
BT_CBARGS macro 1: 85

BT_CPARM.CFG file 1: 117, 6: 1142, 6: 1423, 
6: 1425

BT_LITTLE_ENDIAN macro 1: 85
BT_ZERO macro 1: 82
btcall.cfg file 1: 117, 2: 279, 6: 1140

user-defined configuration file 1: 65
user-defined parameters 6: 1140

BTLINE structure 1: 47
dumping 1: 261

Build number
macros 1: 87

Bus configuration
H.1xx clocking 6: 1176

BYTE_SWAP_LONG macro 1: 85
BYTE_SWAP_SHORT macro 1: 85

C
Call alerting

function 2: 301
Call clearing

reporting 5: 1087, 5: 1088
Call control

answering 2: 280
configuring environment 2: 284
disabling ISDN signaling 2: 283, 2: 291
initializing 2: 284
shutting library 2: 283, 2: 291

Call control configuration
analog DID port 6: 1182
analog loop start port 6: 1185
BRI port 6: 1189
E1 CAS port 6: 1205
E1 CAS R2 port 6: 1209
E1 ISDN port 6: 1197
E1 QSIG port 6: 1211
Ethernet interface 6: 1274–6: 1278
file examples 6: 1282–6: 1304
file format 6: 1159
global module 6: 1166
H.1xx clocking 6: 1176
Internet Protocol (IP) 6: 1233–6: 1279
JATE redial restriction 6: 1169
modifying file 6: 1158
parameters 6: 1159–6: 1279
T1 ISDN port 6: 1220
T1 RBS port 6: 1228
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trace options 6: 1164
Call Control functions

high-level data structure 2: 458–2: 470
high-level summary 2: 273
ISDN services 2: 277
low-level data structure 2: 430–2: 456
low-level summary 2: 274
protocol-specific 2: 276

Call control messages summary, BSMI 5: 824
Call Control runtime library 2: 272
Call deflection 5: 1041
Call Disconnect function

BfvCallDisconnect 2: 287
BfvCallWaitForRelease 2: 342

Call flows
R2 signaling 5: 898

Call ID common structure 5: 842
Call placement codes 6: 1358
CALL PROCEEDING Q.931 message 5: 1030

L3L4mSETUP_IND 5: 1121
L4L3mCALL_PROCEEDING_REQUEST 5: 999
L4L3mENABLE_PROTOCOL 5: 1030

Call progress
adapting to international signal specifications 

6: 1404
ANSWER call mode 6: 1407
bandpass filter 6: 1403
board-determined results 6: 1407
cadence detection algorithm 6: 1403
call progress buffer 6: 1407
call protocol code 6: 1409

fax mode 6: 1409
raw mode 6: 1409
voice mode 6: 1409

detecting human 6: 1406
disabling 3: 492
discrete filters 6: 1403
enabling 3: 494
initiating call progress 6: 1407

BfvLineCallProgressEnable 6: 1407
BfvLineOriginateCall 6: 1408

modes 3: 494
ORIGINATE call mode 6: 1407
processing signals 6: 1403
programs frequency 3: 499
reporting 2: 369, 2: 388
reporting results 6: 1405

final 6: 1405

HUMAN 6: 1406
intermediate 6: 1405

sending CNG 6: 1410
setting the call progress mode 6: 1409
signal interpretation 2: 380, 3: 498
special information tones (S.I.T.) 6: 1418
using special features 6: 1410
when dialing 6: 1410

Call progress results
board-determined 6: 1407
custom 6: 1420
custom templates 6: 1420
dialing 2: 369, 2: 388
final 6: 1422
transferring a call 2: 388

Call progress signals 6: 1411–6: 1417
ANSWER 6: 1411
ANSWER_TONE_DETECT 6: 1411
BUSY1 6: 1411
BUSY2 6: 1412
CNGDETCT 6: 1412
CONFIRM 6: 1412
DIALTON 6: 1413
G2DETCT 6: 1413
HUMAN 6: 1413
PULSE 6: 1414
QUIET 6: 1415
RECALL 6: 1415
RING1 6: 1415
RMTOFFHK 6: 1416
RNGNOANS 6: 1416
ROBUSY 6: 1416
SILENCE 6: 1417
SPECIALCP 6: 1417

Call reference value, BSMI 5: 835
Call state, retrieving 2: 324
Call status

diversion 6: 1338
redirection 6: 1338

Call switching functions 1: 119–1: 148
Call Tracer Utility 1: 231
Call transfer

completing 2: 327, 2: 398
disabling 6: 1188, 6: 1196, 6: 1203, 6: 1208, 

6: 1219, 6: 1227, 6: 1231
function 2: 289, 2: 295, 2: 327, 2: 340, 2: 345, 

2: 354, 2: 388–2: 399
setup 2: 303



October 2017 1483

transfer_variant values 6: 1188, 6: 1196, 6: 1203, 
6: 1208, 6: 1219, 6: 1227, 6: 1231

CALL_RES parameters 6: 1337
callctrl.cfg file 2: 272, 2: 279, 6: 1158
Called Party

CCITT number types 5: 844
common structure 5: 843
Number IE 5: 843

Caller ID 6: 1337, 6: 1339
Caller name 6: 1337, 6: 1339
Calling Party

AT&T numbering plan 5: 860
CCITT number types 5: 846, 5: 860
CCITT numbering plan 5: 846
common structure 5: 845
Number IE 5: 845

Calls
accepting incoming 2: 280
canceling call transfer 2: 394
complete answering 2: 329
complete outgoing 2: 332, 2: 335
completing

call transfer connection 2: 398
completing call transfer 2: 354
completing transfer 2: 327
disconnecting 2: 384
divert incoming 2: 340
finish answering 2: 329
finish diverting 2: 340
finish outbound 2: 332, 2: 335
finish transition from hold state 2: 345
making enquiry 2: 303
monitoring signaling state 2: 317
outgoing 2: 303
placing in hold state 2: 289, 2: 340
rejecting incoming call 2: 293
sending alerting message 2: 301
setting signaling state 2: 321
starting enquiry 2: 303
transferring 2: 303
transition out of hold state 2: 295, 2: 345
turning off loop current detection 2: 407
turning on loop current detection 2: 409
waiting for incoming 2: 400
waiting to detect 2: 347
waiting to detect incoming 2: 400

Canada, dialing requirements 6: 1435
Cancel call transfer 2: 394

Capability, channel transfer 2: 396
CAS protocols 5: 922–5: 992

configuring port 6: 1205–6: 1210
Cause Data common structure 5: 848
Cause IE values 6: 1371
CED wait time 6: 1142
Channel statistics 5: 1059, 5: 1103
Channel-Associated Signaling (CAS) protocols 

5: 922–5: 992
configuring port 6: 1205–6: 1210

Channels
available 1: 67
closing 1: 60, 1: 81
finish answering process 2: 329
finish diverting process 2: 340
finish outbound process 2: 332, 2: 335
initializing 1: 65
interrupting active 1: 215
opening 1: 54, 1: 78
resetting 1: 63
retrieving board type 1: 61
retrieving call state 2: 324
retrieving I/O port address 1: 61
transfer capability 2: 396

Checking for
address 1: 50
facility 1: 52

Checksum macro 1: 115
China R2 parameter file 6: 1453
Clear information macro 1: 82
Clearing connected call 2: 287, 2: 342
Clocking

H.1xx configuration 6: 1176
Closing call control library 2: 283, 2: 291
Codeset shifts for IEs 5: 853
Coding standards 5: 856, 5: 1051
Command lines

parsing options 1: 228
Comment

control processor firmware 1: 113
ROM firmware 1: 111

Common structures, BSMI
IISDN_AL_CON_DATA 5: 839
IISDN_CALL_ID 5: 842
IISDN_CALLED_PARTY 5: 843
IISDN_CALLING_PARTY 5: 845
IISDN_CAUSE 5: 848
IISDN_CONNECTED_ADDRESS 5: 851
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IISDN_IE_STRUCT 5: 853
IISDN_PROGRESS_IND 5: 855
IISDN_Q922_DLCI 5: 858
IISDN_REDIRECT_NUM 5: 859
IISDN_USER_INFO 5: 863

Completing
call answer 2: 329
call diversion 2: 340
call transfer 2: 327, 2: 354
call transfer connection 2: 398
outbound call 2: 332, 2: 335

Compression types for fax transmission 6: 1152
Configuration files 1: 117

btcall.cfg 6: 1140
call control 2: 279, 6: 1158
call control examples 6: 1282–6: 1304
callctrl.cfg 2: 272, 6: 1158
ecc.cfg 2: 272, 6: 1138
teleph.cfg 2: 272, 6: 1138
user-defined 6: 1140

Configuring call control 2: 284, 6: 1158
Configuring Ethernet interface 6: 1274–6: 1278
Configuring IP call control 6: 1233–6: 1279
Configuring IP call control stack 6: 1279
Connected Address

CCITT number types 5: 852
CCITT numbering plan 5: 852
common structure 5: 851

Connecting call transfer 2: 398
Control processor firmware macro 1: 112
Country codes parameter 6: 1143
Country telephone parameter file

BT_CPARM.CFG file 6: 1142, 6: 1425
Country-specific parameters file 1: 117, 6: 1142, 

6: 1425
CPU type macro 1: 83
Current, loop

turning off detection 2: 407
turning on detection 2: 409

Custom call progress results
CUSTOM_DIS_CAD0 6: 1421
CUSTOM_DIS_FREQ0 6: 1421
CUSTOM_FREQ0 6: 1420, 6: 1421

Customizing IP call control stack 6: 1245
Czech Republic, dialing requirements 6: 1435

D
Data Link Connection Identifier (DCLI) 5: 837
D-channel

determining Layer 2 status 5: 1060
Primary NFAS D-channel 5: 1112
reporting status 5: 1107

D-channel maintenance 5: 1135
L4L3mDIABLE_PROTOCOL 5: 1135
L4L3mENABLE_PROTOCOL 5: 1135

DCX files
receiving a page 4: 700
sending end-of-page 4: 684
transmitting PCX pages 4: 732

Debug functions 1: 234–1: 238
Debug mode 6: 1144
Debug output, enable 2: 278
Debugging tools 1: 261

API debug mode 1: 234, 1: 237, 1: 239
Call Tracer utility 1: 231

Decoded DCS, DIS, DTC info structures 6: 1352, 
6: 1477

Denmark, dialing requirements 6: 1436
Destination Millennial address macro 1: 90
Detecting

incoming call 2: 347
ring 2: 297

Detecting loop current 2: 407, 2: 409
Dialing database

blacklisting numbers 2: 420
checking 2: 414
country restrictions 2: 417
reading contents 2: 416
updating/reading 2: 419
using functions 6: 1432

Dialing mode 6: 1155
Dialing phone numbers 2: 369
Direct Inward Dialing (DID)

port configuration 6: 1182
DISCONNECT Q.931 message 5: 1092
Disconnecting call 2: 287, 2: 342, 2: 384
Diverting Call function

BfvCallWaitForDivert 2: 340
Diverting incoming call 2: 340
DLCI

defined 5: 837
format 5: 837
macro example 5: 837
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negotiation 5: 858
DLL replacing

BT_API_SET_VER 1: 86
dll_... functions 1: 211
DMS-100 switch 5: 1039
DMS-250 switch 5: 1039, 5: 1041
Document parameters infopkt 6: 1391
Downloading firmware 1: 101, 1: 105
DTMF

configuration parameters 6: 1145–6: 1148
disabling detection 3: 503
enabling detection 3: 505
parameters, configuration 6: 1145–6: 1148
tone dialing mode 6: 1155

Dump History Utility 1: 252

E
E1 CAS port configuration 6: 1205
E1 CAS R2 port configuration 6: 1209
E1 QSIG port configuration 6: 1211
ecc.cfg file 2: 272, 6: 1138
Echo Cancellation 3: 525, 3: 531
ECM 6: 1148
Emergency number, JATE 6: 1170
Ending call 2: 287, 2: 342
End-of-page

sending 4: 681
sending for DCX files 4: 684
sending for noninfopkt files 4: 687
sending for TIFF-F files 4: 693

End-of-speech parameter infopkt 6: 1385
Enhanced fax format page infopkt 6: 1393
Enquiry call, placing 2: 303
Ericsson MD-110 switch

switch type 5: 1027
variants supported 5: 1039

Error
BSMI return values 5: 812
correction mode (ECM) 6: 1148, 6: 1149
detection 6: 1324
interrupt macro 1: 263, 1: 264
L3L4m messages defined 5: 1094
message strings 1: 244
multiplication value 6: 1149
reporting codes 5: 1094
threshold values 6: 1150

Error handling functions 1: 244–1: 262
Ethernet interface

configuration parameters 6: 1274–6: 1278
European Community (EC), dialing requirements 

6: 1436
Event messages

debug output 2: 278
Examples

BSMI message sequence 5: 815
call control configuration files 6: 1282–6: 1304

F
Facilities Data Link (FDL)

passing LAP-D messages 5: 1025
Facility checking 1: 52
FACILITY Q.931

L4L3mFACILITY_REQUEST 5: 1040
L4L3mFEATURE_REQUEST 5: 1045

Fax
aborting transmission/reception 4: 632
completing reception 4: 673
dialing, sending, receiving, answering 4: 695
dumping history 1: 252, 1: 258
enabling T.30 holdup 4: 751, 4: 757
formatting headers/footers 4: 677
initiating 4: 634, 4: 644
preparing line data structure 4: 648
providing turnaround polling 4: 764
receive DIS, DTS, or DCS 4: 675
receiving a TIFF-F file 4: 702
receiving based on infopkt stream 4: 705
receiving multiple pages 4: 718
receiving remote ID 4: 675
reporting training_complete 4: 764
sending documents based on infopkt stream 

4: 720
sending end-of-page 4: 681
sending end-of-page command 4: 671
setting format of received data 4: 741
setting FSK messages 4: 738, 4: 744
setting local IDs 4: 736
setting T.30 parameters 4: 757
switching to voice mode 4: 664
T.38 configuration 6: 1236
transferring G3 pages to infopkt stream 4: 716
transmitting entire page 4: 729
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Fax header parameters infopkt 6: 1394
FAX_RES parameters 6: 1347
Feature set functions 1: 95–1: 100
Finish

answering call 2: 329
call disconnection 2: 342
diverting call 2: 340
outbound call 2: 332, 2: 335

Firmware
downloaded macro 1: 115
downloading 1: 101, 1: 105
ID macro 1: 115
information macros 4: 767
type macro 1: 115

Flexible billing 5: 1046
Font files

downloading parameters 6: 1151
Fonts

Dialogic supported 4: 666
downloading 4: 664
information macro 4: 767

Frame Relay
common structures 5: 996
DLCI negotiation 5: 858

France, dialing requirements 6: 1436
FSK

data 4: 628
information macros 4: 766
setting up messages 4: 738, 4: 744
signal definitions 4: 629

Function pointer arguments macro 1: 85
Functions

locator directory 1: 34–1: 45

G
Germany, dialing requirements 6: 1437
getopt 1: 228
Global Unique IDentifier (GUID) 6: 1276

H
H.1xx clocking configuration 6: 1176
H.323 IP call control parameters 6: 1246
H0 calls

L4L3mCALL_REQUEST 5: 1003
L4L3mDISABLE_B_CHANNEL 5: 997, 5: 1001, 

5: 1014, 5: 1062, 5: 1067
H11 calls

L4L3mCALL_REQUEST 5: 1004
L4L3mDISABLE_B_CHANNEL 5: 997, 5: 1001, 

5: 1014, 5: 1062, 5: 1067
Handling alerts

Millennial 1: 92
Hangup codes 6: 1357–6: 1370

API created codes 6: 1370
call placement codes 6: 1358
miscellaneous 6: 1369
phase C codes 6: 1368
receive phase B codes 6: 1365
receive phase D codes 6: 1367
transmit phase A codes 6: 1358
transmit phase B codes 6: 1359
transmit phase D codes 6: 1361

HDLC channels
disabling protocol stack 5: 1017

Headers/footers, setting up 4: 677
High-level call control function

BfvCallReject 2: 293
BfvLineAnswer 2: 357
BfvLineCCProtocolGet 2: 360
BfvLineDialString 2: 363
BfvLineOriginateCall 2: 369
BfvLineTerminateCall 2: 384
BfvLineTransfer 2: 388
BfvLineTransferCancel 2: 394
BfvLineTransferCapabilityQuery 2: 396
BfvLineTransferComplete 2: 398
BfvLineWaitForCall 2: 400
BfvLoopCurrentDetectDisable 2: 407
BfvLoopCurrentDetectEnable 2: 409

History
clearing 1: 246, 1: 248, 1: 250
dumping 1: 252, 1: 258
functions 1: 246–1: 260

Hold state 2: 289, 2: 295, 2: 340, 2: 345
Hong Kong, dialing requirements 6: 1437
Hookflash support, BSMI 5: 951
Host module

reconfiguring call control 2: 291

I
IFD entries
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interpreting 4: 780
reading in TIFF-F files 4: 775
writing into TIFF-F files 4: 782

IISDN_ABCD_DATA
L3L4mABCD_SIGNAL_DATA 5: 958
L4L3mREQ_ABCD_DATA 5: 945

IISDN_ABCD_SIGNALS
L3L4mABCD_SIGNAL_DATA 5: 958
L3L4mALERTING 5: 901, 5: 961
L4L3mREQ_ABCD_DATA 5: 945

IISDN_AL_CON_DATA 5: 839
L3L4mALERTING 5: 901, 5: 961, 5: 1075
L3L4mCONNECT 5: 912, 5: 972, 5: 1090
L4L3mALERTING_REQUEST 5: 994
L4L3mCONNECT_REQUEST 5: 931, 5: 1011
L4L3mFORCE_CONNECTION_REQUEST 

5: 943
IISDN_ANI_DATA

L3L4mANI 5: 1076
IISDN_BCHANNEL_ID

L4L3mDISABLE_B_CHANNEL 5: 1013
L4L3mENABLE_B_CHANNEL 5: 1018
L4L3mENABLE_CAS 5: 939
L4L3mRESTART 5: 1061

IISDN_BOARD_ID
L3L4mBOARD_ID 5: 1082

IISDN_CALL_ID 5: 842
IISDN_CALL_PROC_DATA

L3L4mCALL_PROCEEDING 5: 1084
L4L3mCALL_PROCEEDING_REQUEST 5: 996

IISDN_CALL_REQ_DATA
L4L3mCALL_REQUEST 5: 873, 5: 925, 5: 1000

IISDN_CALLED_PARTY 5: 843
L3L4mSETUP_IND 5: 918, 5: 989
L4L3mCALL_REQUEST 5: 924

IISDN_CALLER_ID_DATA
L3L4mCALLER_ID_DETECTED 5: 963

IISDN_CALLING_PARTY 5: 845
L3L4mSETUP_IND 5: 918, 5: 989
L4L3mCALL_REQUEST 5: 924

IISDN_CAS_SIGNALING_BITS
L3L4mCAS_SIGNALING_BIT_STATUS 5: 905, 

5: 965
IISDN_CAS_SIGNALING_BITS_DATA

L3L4mCAS_SIGNALING_BIT_STATUS 5: 905, 
5: 965

IISDN_CAUSE 5: 848
L3L4mCLEAR_REQUEST 5: 909, 5: 968

L3L4mDISCONNECT 5: 914, 5: 974
IISDN_CLR_DATA

L3L4mCLEAR_REQUEST 5: 909, 5: 968, 5: 1086
L3L4mCLEAR_WITH_RESTART_REQUEST 

5: 1088
L3L4mDISCONNECT 5: 914, 5: 974, 5: 1092
L4L3mCLEAR_REQUEST 5: 1008

IISDN_CONFIG_DATA
L3L4mCONFIGURATION_STATUS 5: 970
L4L3mREQ_ABCD_DATA 5: 945
L4L3mREQ_CONFIGURATION 5: 946
L4L3mSET_CONFIGURATION 5: 948

IISDN_CONNECTED_ADDRESS 5: 851
IISDN_D_CHAN_STAT

L3L4mPROTOCOL_STATUS 5: 1107
IISDN_DIAL_DATA

L4L3mDIAL 5: 933
IISDN_DOWNLOAD_DATA

L3L4mACK_DOWNLOAD 5: 959
IISDN_E1_CAS_R2_DATA

L4L3mENABLE_CAS 5: 939
IISDN_ENA_PROTO_DATA

L4L3mENABLE_PROTOCOL 5: 1021
IISDN_FACILITY_DATA

L4L3mFACILITY_REQUEST 5: 1040
IISDN_HARDWARE_DATA

L4L3mSET_HARDWARE 5: 1065
IISDN_IE_STRUCT 5: 853
IISDN_INFO_DATA

L3L4mINFO_REQUEST 5: 1099
L4L3mINFO_REQUEST 5: 1047

IISDN_JATE_REDIAL
L4L3mJATE_REDIAL 5: 1049

IISDN_l1mode values 5: 1065
IISDN_L2_STATS

L3L4mL2_STATS 5: 1101
IISDN_LEVEL3_CNFG

L3L4mRAW_QDATA 5: 1114
IISDN_LINE_STATUS

L3L4mLINE_STATUS 5: 1104
IISDN_PROGRESS

L3L4mPROGRESS 5: 984, 5: 1106
L4L3mPROGRESS_REQUEST 5: 1051

IISDN_PROGRESS_IND 5: 855
IISDN_Q922_DLCI 5: 858
IISDN_Q931_CNFG

L3L4mCONN_ACT_IND 5: 1091
IISDN_R2_CALL_STATUS
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L3L4mSTATUS_IND 5: 990
IISDN_R2_INTERREGISTER_PARAMS structure 

5: 889
IISDN_RAW_QDATA

L3L4mRAW_DATA 5: 1114
IISDN_REDIRECT_NUM 5: 859
IISDN_RING_STATUS_DATA

L3L4mRING_STATUS 5: 985
IISDN_ROBBED_BIT_DATA

L4L3mCLEAR_REQUEST 5: 927
L4L3mENABLE_CAS 5: 939

IISDN_SETUP_ACK
L4L3mSETUP_ACK_REQUEST 5: 1066

IISDN_SETUP_DATA
L3L4mSETUP_IND 5: 918, 5: 989, 5: 1117

IISDN_SIGNAL_DURATION_DATA
L4L3mTX_HOOKFLASH 5: 951
L4L3mTX_WINK 5: 953

IISDN_UNIVERSAL
L3L4mUNIVERSAL 5: 1123
L4L3mUNIVERSAL 5: 1069

IISDN_UPLOAD_DATA
L3L4mACK_UPLOAD 5: 960

IISDN_USER_INFO 5: 863
L3L4mUSER_INFO 5: 1125
L4L3mUSER_INFO 5: 1073

IISDN1mod values 5: 1023
IISDNacd values 5: 1111
IISDNani values 5: 1076
IISDNbcs values 5: 886, 5: 889, 5: 907, 5: 936, 5: 939, 

5: 967, 5: 1078, 5: 1080
IISDNbs values 5: 1120
IISDNcalltyp values 5: 1028, 5: 1117
IISDNcfgtype values 5: 962
IISDNcod values 5: 1051

 5: 849, 5: 856
IISDNdcs values 5: 1112
IISDNdir values 5: 1024
IISDNds values 5: 1107
IISDNdsmsk values 5: 1110
IISDNepcmd values 5: 1023
IISDNfa values 5: 1119
IISDNl1mod values 5: 1024
IISDNl2err values 5: 1108
IISDNl3mod values 5: 1026
IISDNline_type values 5: 1083, 5: 1105
IISDNloc values 5: 1052

 5: 849, 5: 856

IISDNlpds values 5: 1108
IISDNns values 5: 1002, 5: 1118
IISDNnump values

 5: 844, 5: 846, 5: 852, 5: 860
IISDNnumt values 5: 846

 5: 844, 5: 852, 5: 860
IISDNpres values 5: 861

 5: 847
IISDNprog values 5: 857, 5: 1053

 5: 857
IISDNrrsn values

 5: 862
IISDNscr values

 5: 847, 5: 861
IISDNsigtype values 5: 938
IISDNst values 5: 1026
IISDNvar values 5: 1027, 6: 1201, 6: 1224
IISDNvbf values 5: 1044
IISDNvbs values 5: 1081
Inbound call event sequence 5: 898
Incoming call

clearing or refusing 5: 1008
SETUP indication 5: 1117

Incoming call answering 2: 280
Incoming Call function

BfvCallHold 2: 289
BfvCallReject 2: 293
BfvCallRingDetect 2: 297
BfvCallWaitForHold 2: 340
BfvCallWaitForSetup 2: 347

Infopkt functions 3: 594–3: 619
closing current file 3: 595
closing prompt files 3: 616
giving pointer position 3: 599
handling user-defined infopkts 3: 613
opening prompt files 3: 618
opening stream disk files 3: 603
opening streams 3: 605
reading infopkt from stream 3: 601
replacing last infopkt in stream 3: 611
seeking to given offset 3: 597
writing to infopkt streams 3: 609

Infopkt header 6: 1384
Infopkt parameters

ASCII strip infopkt 6: 1389
beginning of page infopkt 6: 1401
document parameters infopkt 6: 1391
end-of-speech parameter infopkt 6: 1385
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enhanced fax format page infopkt 6: 1393
fax header parameters infopkt 6: 1394
G3 strip infopkt 6: 1395
page parameters infopkt 6: 1397
prompt map infopkt 6: 1386
speech parameters infopkt 6: 1387
T.30 parameters infopkt 6: 1399

Information Elements (IEs)
appending to BSMI messages 5: 853
appending to SMI messages 5: 1070
common structure 5: 853
disabling error checking 5: 1032
locking codeset shifts 5: 853
user IE encoding 5: 1032

INFORMATION Q.931 message 5: 1048
Initialize channel 1: 65
Initializing call control 2: 284
Instant ISDN Software (IISDN) 5: 793
Interface, Ethernet parameters 6: 1274–6: 1278
Internet Aware Fax (IAF) 6: 1151
Internet protocol, see IP 6: 1233
Interrupt overrun status 1: 264
Interrupt processing, aborting 1: 215
IP

call control configuration 6: 1233–6: 1279
configuring 3rd party call control stack 6: 1279
customizing 3rd party call control stack 6: 1245
H.323 protocol parameters 6: 1246
SIP protocol parameters 6: 1245, 6: 1255

Ireland, dialing requirements 6: 1437
ISDN calls

billing change 5: 1081
billing rates 5: 1046
far end disconnect 5: 1093
far end ringing indication 5: 1075
receiving call establishment indication 5: 1090
using L4L3mCALL_REQUEST 5: 1006

ISDN services
call control functions 2: 277

ISDN supplemental messages summary, BSMI 
5: 829

Israel, dialing requirements 6: 1438
Italy, dialing requirements 6: 1438
ITU-T switch type supported 5: 1039
ITU-T T.30 fax protocol specification 6: 1357

J
Japan, dialing requirements 6: 1438
JATE redial restriction

configuration 6: 1169, 6: 1170
JATE variant

switch type supported 5: 1039

K
Korea R2 parameter file 6: 1456

L
L3L4 common header 5: 820
L3L4 messages 5: 1075–5: 1125
L3L4mABCD_SIGNAL_DATA

LEC protocol 5: 958
L3L4mACK_DOWNLOAD

LEC protocol 5: 959
L3L4mACK_UPLOAD

LEC protocol 5: 960
L3L4mALERTING 5: 1075

LEC protocol 5: 961
R2 signaling 5: 901

L3L4mANI 5: 1076
L3L4mB_CHANNEL_STATUS 5: 1078
L3L4mBILLING STATUS 5: 1081
L3L4mBOARD_ID 5: 1082
L3L4mCALL 5: 1084
L3L4mCALL_PROC_SENT 5: 1085
L3L4mCALLER_ID_DETECTED

LEC protocol 5: 962
L3L4mCAS_CHAN_BLOCKED

R2 signaling 5: 902
L3L4mCAS_CHAN_UNBLOCKED

R2 signaling 5: 904
L3L4mCAS_SIGNALING_BIT_STATUS

LEC protocol 5: 965
R2 signaling 5: 905

L3L4mCAS_STATUS
R2 signaling 5: 907

L3L4mCLEAR_REQUEST 5: 1086
LEC protocol 5: 968
R2 signaling 5: 909

L3L4mCLEAR_WITH_RESTART_REQUEST 
5: 1088
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L3L4mCONFIGURATION_STATUS
LEC protocol 5: 970

L3L4mCONN_ACK_IND 5: 1091
LEC protocol 5: 971
R2 protocol 5: 911
R2 signaling 5: 911

L3L4mCONNECT 5: 1090
LEC protocol 5: 972
R2 signaling 5: 912

L3L4mD_CHANNEL_STATUS 5: 1092
L3L4mDISCONNECT 5: 1092

LEC protocol 5: 973
R2 signaling 5: 913

L3L4mERROR 5: 1094
message definitions 5: 1094
R2 signaling 5: 915

L3L4mINFO_REQUEST 5: 1099
L3L4mLINE_STATUS 5: 1104
L3L4mLOOP_ON

LEC protocol 5: 980
L3L4mLOOP_REVERSAL

LEC protocol 5: 982
L3L4mPRE_SEIZE

LEC protocol 5: 983
R2 signaling 5: 917

L3L4mPROGRESS 5: 1106
LEC protocol 5: 984

L3L4mPROTOCOL_STATUS 5: 1107
L3L4mRAW_QDATA 5: 1114
L3L4mRESTART 5: 1116

B-channel maintenance 5: 1130
L3L4mRING_STATUS

LEC protocol 5: 985
L3L4mRX_WINK

LEC protocol 5: 987
L3L4mSEIZE_COMP

LEC protocol 5: 988
L3L4mSETUP_IND 5: 1117

LEC protocol 5: 989
L3L4mSTATUS_IND 5: 1122

LEC protocol 5: 990
L3L4mTX_HOOKFLASH_END

LEC protocol 5: 991
L3L4mTXWINK_END

LEC protocol 5: 992
L3L4mUNIVERSAL 5: 1123
L3L4mUSER_INFO 5: 1125
L4 reference value 5: 834

L4L3 common header 5: 820
L4L3 messages 5: 994–5: 1073
L4L3mALERTING_REQUEST 5: 994
L4L3mCALL_PROCEEDING 5: 1084
L4L3mCALL_PROCEEDING_REQUEST 5: 996
L4L3mCALL_REQUEST 5: 1000

LEC protocol 5: 924
R2 signaling 5: 873

L4L3mCAS_CHAN_BLOCK
R2 signaling 5: 876

L4L3mCAS_CHAN_UNBLOCK
R2 signaling 5: 878

L4L3mCLEAR_REQUEST 5: 1008
LEC protocol 5: 927
R2 signaling 5: 880

L4L3mCOLLECT_DIGITS
LEC protocol 5: 929
R2 Signaling 5: 882

L4L3mCONNECT_REQUEST 5: 884
LEC protocol 5: 931

L4L3mDIAL
LEC protocol 5: 933

L4L3mDISABLE_B_CHANNEL 5: 1013
B-channel maintenance 5: 1129

L4L3mDISABLE_CAS
LEC protocol 5: 936
R2 signaling 5: 886

L4L3mDISABLE_D_CHANNEL 5: 1017
L4L3mDISABLE_PROTOCOL

D-channel maintenance 5: 1135
L4L3mENABLE_B_CHANNEL 5: 1018
L4L3mENABLE_CAS

LEC protocol 5: 938
R2 signaling 5: 888

L4L3mENABLE_PROTOCOL 5: 1021
command mode 5: 1023
D-channel maintenance 5: 1135

L4L3mEND_DIAL
LEC protocol 5: 941

L4L3mFACILITY_REQUEST 5: 1040
L4L3mFEATURE_REQUEST 5: 1043
L4L3mFORCE_CONNECTION_REQUEST

LEC protocol 5: 943
L4L3mINFO_REQUEST 5: 1047
L4L3mJATE_REDIAL 5: 1049
L4L3mPROGRESS_REQUEST 5: 1051
L4L3mREQ_ABCD_DATA

LEC protocol 5: 945
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R2 signaling 5: 893
L4L3mREQ_CONFIGURATION

LEC protocol 5: 946
L4L3mREQ_L2_STATS 5: 1058
L4L3mREQ_LINE_STATUS 5: 1057
L4L3mREQ_PROTOCOL_STATUS 5: 1060
L4L3mRESTART 5: 1061

B_channel maintenance 5: 1129
L4L3mSET_CAS_SIGNALING_BITS

LEC protocol 5: 948
R2 signaling 5: 894

L4L3mSET_CONFIGURATION
LEC protocol 5: 948

L4L3mSET_HARDWARE 5: 1065
L4L3mSETUP_ACK_REQUEST 5: 1066
L4L3mTX_HOOKFLASH

LEC protocol 5: 950
L4L3mTX_WINK

LEC protocol 5: 952
L4L3mUNIVERSAL 5: 1069
L4L3mUSER_INFO 5: 1073
Layer 2 statistics 5: 1058, 5: 1101
LEC protocol

common fields 5: 956
LEC protocols 5: 922–5: 992

analog configuration 6: 1187
E1 CAS configuration 6: 1207
T1 RBS configuration 6: 1184, 6: 1230

Line administration and initialization functions 
1: 50–1: 81

Line characteristics, analog DID 6: 1183
Line data structure

preparing for TIFF-F files 4: 656
preparing for transmission 4: 651

Line firmware macros 1: 113–1: 115
Line information macro 1: 82, 1: 83, 3: 592
Line pointer information macro 1: 84
Line state

BTLINE structure 1: 47
LINE_ALERT_CTL macro 1: 84
LINE_AOC_INFO macro 2: 477
LINE_API_VER_LOADED() macro 1: 88
LINE_APP_ADDR macro 1: 90
LINE_CONFIG_STRUCT macro 1: 86
LINE_CPU_TYPE macro 1: 83
LINE_DCS macro 4: 766
LINE_DEST_ADDR macro 1: 90
LINE_DIS_DTC macro 4: 766

LINE_DRIVER_VER_LOADED macro 1: 89
LINE_ERR_INTR_DATA macro 1: 263
LINE_ERR_INTR_DATA_SIZE macro 1: 264
LINE_ERR_INTR_INTR_MSG macro 1: 263
LINE_ERROR_INTR macro 1: 263
LINE_FAX_RES macro 4: 767
LINE_FAX_T30_RCV_MCF_FSK macro 4: 767
LINE_FIRM_BITRATE macro 4: 767
LINE_FIRM_BOOT_ROM_AUTO_NUM macro 

1: 111
LINE_FIRM_BOOT_ROM_BUILD macro 1: 111
LINE_FIRM_BOOT_ROM_COMMENT macro 

1: 111
LINE_FIRM_BOOT_ROM_DATE macro 1: 111
LINE_FIRM_BOOT_ROM_MAJOR macro 1: 111
LINE_FIRM_BOOT_ROM_MIDDLE macro 1: 111
LINE_FIRM_BOOT_ROM_MINOR macro 1: 111
LINE_FIRM_CHECKSUM macro 1: 114
LINE_FIRM_CHK_OK macro 1: 115
LINE_FIRM_CTRL_PROC_AUTO_NUM macro 

1: 112
LINE_FIRM_CTRL_PROC_BUILD macro 1: 112
LINE_FIRM_CTRL_PROC_COMMENT macro 

1: 113
LINE_FIRM_CTRL_PROC_DATE macro 1: 112
LINE_FIRM_CTRL_PROC_MAJOR macro 1: 112
LINE_FIRM_CTRL_PROC_MIDDLE macro 1: 112
LINE_FIRM_CTRL_PROC_MINOR macro 1: 112
LINE_FIRM_DATE macro 1: 114
LINE_FIRM_DOWNLOADED macro 1: 115
LINE_FIRM_DSP_AUTO_NUM macro 1: 114
LINE_FIRM_DSP_BUILD macro 1: 113
LINE_FIRM_DSP_COMMENT macro 1: 114
LINE_FIRM_DSP_DATE macro 1: 114
LINE_FIRM_DSP_MAJOR macro 1: 113
LINE_FIRM_DSP_MIDDLE macro 1: 113
LINE_FIRM_DSP_MINOR macro 1: 113
LINE_FIRM_ID macro 1: 115
LINE_FIRM_MAJOR macro 1: 114
LINE_FIRM_MIDDLE macro 1: 114
LINE_FIRM_MINOR macro 1: 114
LINE_FIRM_NUM_DSPS macro 1: 113
LINE_FIRM_TYPE macro 1: 115
LINE_FONT_DOWNLOADED macro 4: 767
LINE_HAS_CAP macro 1: 83, 3: 592
LINE_INCOMING_CMD_FUNC macro 1: 91
LINE_INTR_OVERRUN macro 1: 264
LINE_PAGE_COMPLETE_ARG macro 4: 768



October 2017 1492

LINE_PAGE_COMPLETE_FUNC macro 4: 768
LINE_PAGE_CT macro 4: 768
LINE_PHONE_STRUCT macro 1: 86
LINE_PRIVATE_USER_DATA macro 1: 84
LINE_SET_INCOMING_CMD FUNC macro 1: 92
LINE_SET_PAGE_COMPLETE_FUNC macro 

4: 768
LINE_SRC_ADDR macro 1: 90
LINE_STATE macro 1: 82
LINE_TYPE macro 1: 83
LINE_UNIT_NUM macro 1: 83
LINE_VAD_BYTES_PROCESSED macro 3: 592
LINE_VAD_STATE macro 3: 592
Link Layer 2 information 5: 1110
Loaded driver version macro 1: 89
Local Access and Transport Area (LATA) 5: 919
Local Exchange Carriers (LEC) 5: 919
Local ID string parameters 6: 1151, 6: 1152
Locking codeset shifts for IEs 5: 853
Logical Link ID, defined 5: 837
Loop current

turning off detection 2: 407
turning on detection 2: 409

Loop start, analog
port configuration 6: 1185

Low-level call control function
BfvCallCtrlClose 2: 283
BfvCallCtrlInit 2: 284
BfvCallDisconnect 2: 287
BfvCallHold 2: 289
BfvCallReconfigureHostModule 2: 291
BfvCallReject 2: 293
BfvCallRetrieve 2: 295
BfvCallRingDetect 2: 297
BfvCallSendAlerting 2: 301
BfvCallSetup 2: 303
BfvCallStatus 2: 324
BfvCallTransferComplete 2: 327
BfvCallWaitForAccept 2: 329
BfvCallWaitForAlerting 2: 332
BfvCallWaitForComplete 2: 335
BfvCallWaitForHold 2: 340
BfvCallWaitForRelease 2: 342
BfvCallWaitForRetrieve 2: 345
BfvCallWaitForSetup 2: 347
BfvCallWaitTransferComplete 2: 354

Low-level packet sending function 1: 212
LP_BOARD_SLOT macro 1: 84

LP_CPU_NUM macro 1: 84

M
Macros

administration and initialization 1: 82, 2: 477
firmware 1: 111
Millennial low-level 1: 90
TIFF 4: 789
VAD 3: 592

Malaysia, dialing requirements 6: 1439
Management messages summary, BSMI 5: 821
MD-110 5: 1039
Memory allocation 1: 218
Mexico R2 parameter file 6: 1459
MF tones mapping 3: 506
MILL_API_BUILD_NUM macro 1: 87
MILL_BUILD_NUM macro 1: 88
MILL_DRIVER_VERSION macro 1: 88
MILL_V1 macro 1: 88
MILL_V3 macro 1: 89
MILL_V4 macro 1: 89
MILL_VER_NUM macro 1: 88
Millennial environment macro 1: 86
Millennium commands function macro 1: 91
Miscellaneous message summary, BSMI 5: 829
MOD_BOARD_SLOT macro 1: 83
MOD_CPU_NUM macro 1: 83
Modem calls 5: 1117
Module configuration 6: 1166
Module information 1: 71
Module number information macro 1: 83
Monitoring call signaling state 2: 317
Multibyte storage formats macros 1: 85

N
Name, caller 6: 1337, 6: 1339
National ISDN-1 variant, switch type supported 

5: 1039
National ISDN-2 variant

switch type supported 5: 1039
NET-5 variant

standard 5: 1027, 6: 1201, 6: 1224
switch type supported 5: 1039

Netherlands, dialing requirements 6: 1439
Network side
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emulation 5: 1030
signaling 5: 1024

New Zealand, dialing requirements 6: 1439
Non-Facilities Associated Signaling (NFAS)

 5: 997, 5: 1003, 5: 1014, 5: 1062
configuring a D-channel 5: 1030
D-channel backup 5: 1113

Noninfopkt raw files
initiating 4: 639
opening/reading/transferring specified files 4: 726
preparing line data structure 4: 651
receiving G3 pages 4: 709
receiving noninfopkt fax page to a file 4: 713
sending end-of-page 4: 687
sending strip parameters 4: 747
separating data strips 4: 747
setting page parameters 4: 693
transferring ASCII/G3 data 4: 724

Nortel
Custom variant 5: 1039
DMS-100 switch 5: 1039
DMS-250 switch 5: 1026, 5: 1039
services 5: 1002, 5: 1118

Norway, dialing requirements 6: 1440
NTT switch type 5: 1039
Number of DSPs macro 1: 113
Numbering conventions

LEC protocols 5: 921
R2 signaling 5: 866

O
On-hook state 2: 384
Originating number (ANI) 5: 1076
Outbound call event sequence 5: 899
Outgoing call

initiating using SETUP 5: 1000
progress indication 5: 1106
setting signaling state 2: 321
setting up 2: 303

Outgoing Call function
BfvCallSetup 2: 303
BfvCallWaitForComplete 2: 335

P
Packets

receiving and processing 1: 221
Page completion information macros 4: 768
Page number, resetting 4: 678
Page parameters

infopkt 6: 1397
maximum amount to store 6: 1152
maximum page width 6: 1152
minimum number of lines 6: 1153
recording in infopkt stream 4: 708
setting 4: 693
specifying results from mismatching 6: 1157

Page resolution
fax reception 6: 1154
in TIFF-F files 4: 787

Page Result structure parameters 6: 1342
PAGE_RES parameters 6: 1342
Parameters

analog DID call control 6: 1182
analog DID line characteristics 6: 1183
analog loop start call control 6: 1185
BRI call control 6: 1189
call control configuration 6: 1158–6: 1279
country-specific 6: 1425
customizing IP call control stack 6: 1245
E1 CAS call control 6: 1205
E1 CAS R2 call control 6: 1209
E1 ISDN call control 6: 1197
E1 QSIG call control 6: 1211
Ethernet interface 6: 1274–6: 1278
IP call control configuration 6: 1233–6: 1279
port configuration 6: 1178–6: 1184, ??–6: 1231
predefined H.323 IP protocol 6: 1246
predefined SIP IP protocol 6: 1245, 6: 1255
T.38 fax configuration 6: 1236
T1 ISDN call control 6: 1220
T1 RBS call control 6: 1228

Phase C codes 6: 1368
Placing

line on-hook 2: 384
outgoing call 2: 303

Polling variations 4: 695
Port configuration 6: 1178–6: 1184, ??–6: 1231
pragma pack, see Chapter 1
Predefined H.323 parameters 6: 1246
Predefined SIP parameters 6: 1245, 6: 1255
Primary Rate (PRI)

variants supported 5: 1038
Procedure interrupt macros 4: 768
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Progress Indication common structure 5: 855
PROGRESS Q.931 5: 1106

L3L4mCONNECT 5: 1090
L4L3mPROGRESS_REQUEST 5: 1051

Prompt files
closing 3: 616
opening 3: 618
playing phrases 3: 521

Prompt map infopkt 6: 1386
Protocol variants 6: 1201, 6: 1224
Pulse dialing mode 6: 1155

Q
Q.931 Layer 3 protocol timers 5: 1029
Q.931 messages

ALERTING 5: 1075, 5: 1090
B-channel maintenance 5: 1128
CALL PROCEEDING 5: 999, 5: 1121
CONNECT 5: 1090
DISCONNECT 5: 1092
FACILITY 5: 1045
INFORMATION 5: 1048
PROGRESS 5: 1055, 5: 1090, 5: 1106
raw data 5: 1114
REGISTER 5: 1070
RELEASE 5: 1087
RELEASE COMPLETE 5: 1070, 5: 1087
RESTART 5: 1063, 5: 1089, 5: 1113, 5: 1116
RESTART ACK 5: 1089
SERVICE 5: 1020, 5: 1080

 5: 1020
SERVICE ACK 5: 1015, 5: 1020, 5: 1080
SETUP 5: 1000, 5: 1121
SETUP ACKNOWLEDGE 5: 1068
STATUS 5: 1122

Q.931 protocol errors 5: 1122
Q.933 DLCI Negotiation common structure 5: 858
Query, transfer capability 2: 396

R
R2 parameter file

Argentina 6: 1443
Brazil 6: 1446
China 6: 1453
configuring for port use 6: 1210

Korea 6: 1456
Mexico 6: 1459

R2 protocol
inbound call event sequence 5: 898
message summary 5: 865
module to host events 5: 896, 5: 954
numbering conventions 5: 866
outbound call event sequence 5: 899

Rate adaption value 5: 1024
Raw Q.931 message 5: 1031, 5: 1114
Receive phase B codes 6: 1365
Receive phase D codes 6: 1367
Receiving and processing packets 1: 221
Reconfiguring host module 2: 291
Redial restriction, JATE 6: 1169, 6: 1170
Redirecting Number common structure 5: 859
Rejecting incoming call 2: 293
Release Link Trunk (RLT) signaling 2: 327, 2: 391, 

2: 395, 2: 399, 2: 438, 2: 469, 5: 1041, 
6: 1227

Releasing a call 2: 342
RES structure parameters 6: 1333
RESTART ACK Q.931 message 5: 1089
Result structures 6: 1329–6: 1355, 6: 1469–??

CALL_RES parameters 6: 1337
decoded DCS, DIS, DTC info structures 6: 1352
FAX_RES parameters 6: 1347
file location 6: 1329
Page result structure parameters 6: 1342
PAGE_RES parameters 6: 1342
RES structure parameters 6: 1333

Retrieving
calling party 2: 394
channel call state 2: 324

Return of error message strings 1: 244
Reverse

long byte order 1: 85
short byte order 1: 85

Ring detection 2: 297

S
SABME message 5: 1025, 5: 1110
Send Alerting message 2: 301
Service Access Point Identifier (SAPI) 5: 837
SERVICE Q.931 message 5: 1018
Session Millennial address macro 1: 90
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Sessions, closing 1: 81
Setting call signaling state 2: 321
Setting ring detection 2: 297
Setting state to on-hook 2: 384
Setting variables 1: 224
Shutting down call control 2: 283, 2: 291
Siemens switch

switch type 5: 1027
variants supported 5: 1039

Signal detection and generation
function details 3: 482–3: 502
function summary 3: 481

Signaling state
monitoring inbound call 2: 317
setting for outbound call 2: 321

Singapore, dialing requirements 6: 1440
SIP IP call control parameters 6: 1245, 6: 1255
Software Defined Network (SDN) 5: 1118
Source Millennial address macro 1: 90
Spain, dialing requirements 6: 1440
Special information tones 6: 1418

SITINTC 6: 1418
SITNOCIR 6: 1418
SITREORD 6: 1419
SITVACODE 6: 1419

Speech
initial gain value for playback 6: 1155
modifying properties 3: 525
parameters infopkt 6: 1387
playing from infopkt stream 3: 531
playing from prompt files 3: 521
playing raw speech data 3: 534, 3: 541
playing speech from a wave file 3: 547
recording in infopkt format 3: 551
recording raw data 3: 574
recording raw speech data 3: 564
recording speech 3: 583
voice encoding settings 3: 549, 3: 557, 3: 561, 

3: 570, 3: 580, 3: 588
Speed control 3: 529
Stack to application events 5: 896, 5: 954
Starting outgoing call 2: 303
Status function

BfvCallStatus 2: 324
Storage formats macros 1: 85
Strip parameters

sending 4: 747
Structure packing, see Chapter 1

Switch to voice mode 4: 671
Switch type 5: 1026

variant matrix 5: 1038
switch type supported 5: 1039
Switzerland, dialing requirements 6: 1441

T
T.30

enabling holdup 4: 751
infopkt 6: 1399
interrupt macro 4: 768
ITU-T fax specification 6: 1357
negotiation holdup 4: 753
setting bit rate/scan time 4: 757

T.38 Fax transport parameters 6: 1236
T1 ISDN

port configuration 6: 1220
T1 Robbed Bit

port configuration 6: 1228
TBR 4 standard

boards approved 6: 1436
teleph.cfg file 2: 272, 6: 1138
Telephony functions 1: 163–1: 168
Terminal Endpoint Identifier (TEI) 5: 837
Terminating call 2: 287, 2: 342
Third party IP call control stack

configuring custom parameters 6: 1245
configuring for module use 6: 1279
predefined H.323 parameters 6: 1246–6: 1250
predefined SIP parameters 6: 1255–6: 1267
rereading configuration file 2: 291

TIFF_FP macro 4: 789
TIFF-F files

file pointer macro 4: 789
initiating when polling is required 4: 659
interpreting IFD entries 4: 780
opening 4: 773
preparing line data structure 4: 656
reading IFD 4: 775
reading image data 4: 778
sending 4: 690
transferring G3 data 4: 702
transmitting pages from 4: 734
writing IFD of current page 4: 782
writing image data 4: 785
writing page resolution data 4: 787



October 2017 1496

Timeout values 6: 1152
Timers

Layer 2 timers 5: 1026, 5: 1027, 6: 1201, 6: 1224
Tone detection

function details 3: 503–??
function summary 3: 481

Tones
available for next call 3: 518
backing up more than one tone 3: 518
discarding 3: 508
DTMF dialing mode 6: 1155
generating/playing groups 3: 485
generating/playing patterns 3: 485
next in buffer 3: 511
playing for specified time 3: 513
playing single frequency 3: 515
removing tones from toner buffer 3: 509

Tool, Call Tracer 1: 231
TR series boards, approvals 6: 1423
Trace options, configuring call control 6: 1164
Tracer utility, Call 1: 231
Transfer

canceling call 2: 394
channel capability 2: 396
completing call connection 2: 398

Transfer call completion 2: 327
transfer_variant values 6: 1188, 6: 1196, 6: 1203, 

6: 1208, 6: 1219, 6: 1227, 6: 1231
Transferring call 2: 303, 2: 388
Transition

out of hold state 2: 295, 2: 345
to hold state 2: 289, 2: 340

Transmission priority 5: 1025
Transmit codes

phase A 6: 1358
phase B 6: 1359
phase D 6: 1361

TS014 variant 5: 1039
Turkey, dialing requirements 6: 1441

U
Undecoded Q.931 packets 5: 1114
United Kingdom, dialing requirements 6: 1441
United States, dialing requirements 6: 1442
Unknown switch type 5: 1039
User Info common structure 5: 863

User-defined configuration file 1: 63, 1: 117, 2: 279, 
6: 1140

file location 6: 1141
keywords 6: 1141
parameters 6: 1141

User-side ISDN signaling 5: 1024
User-user IE 5: 863
USES_FAT_FILESYSTEM macro 1: 85
Utility Function messages summary, BSMI 5: 830
Utility, Call Tracer 1: 231

V
V.110 calls 5: 1003
Variabill feature 5: 1081
Variables, setting 1: 224
Variants

call transfer 6: 1188, 6: 1196, 6: 1203, 6: 1208, 
6: 1219, 6: 1227, 6: 1231

protocol 6: 1201, 6: 1224
Version information macros 1: 86, 1: 87, 1: 88
VN3 France variant 5: 1027, 6: 1201
VN3 variant, supported switch types 5: 1039
Voice Activity Detection (VAD) 3: 555, 3: 568, 3: 578, 

3: 586
Voice encoding settings 3: 549, 3: 557, 3: 561, 3: 570, 

3: 580, 3: 588
Voice mode, switching 4: 671
Voice play and record

function details 3: 521–3: 591
function summary 3: 520

Volume control 3: 529

W
Wait time 2: 422
Waiting

for answer to outbound call 2: 335
to clear call 2: 342
to complete call holding process 2: 340
to detect incoming call 2: 347, 2: 400
to finish answering call 2: 329
to finish establishing or dialing outbound 2: 332

Wink support, BSMI 5: 953


